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1
Decision/action requested

Discuss and approve the pCR
2
References

None.
3
Rationale

Discuss and approve the pCR.
4
Detailed proposal
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7.3.2
HTTP methods

7.3.2.1
HTTP GET method

The HTTP GET method requests a representation of the resource specified by the URI. It is used to retrieve one or multiple resources from the server. The query component of the URI can be used for filtering purposes in case more than one resource is scoped by the path-abempty part of the URI. Only those resources passing the filtering criteria are returned.

7.3.2.2
HTTP HEAD method

The HTTP HEAD method returns only the headers that are returned with a HTTP GET method together with the message body, except for the payload header fields.
7.3.2.3
HTTP POST method
The POST method sends data in the message body to the server. In contrast to HTTP PUT, replacing the resource representation, it requests the target resource to process the representation enclosed in the request according to the resource’s own specific semantics. With this method, it is possible to create a new resource.

When a new resource is created, 201 (Created) is returned. The returned Location header carries the URI of the created resource. The URI of the new resource is created by the server. The response message body contains a representation of the created resource.
7.3.2.4
HTTP PUT method

The HTTP PUT method requests that the resource representation of the target resource be created or replaced with the representation enclosed in the request message payload. This method replaces always the complete resource representation. Partial resource modifications are not possible. If a resource at the URI specified in the request does not exist yet, the server creates a new resource at this URI.

Conditional requests (RFC 7232 [b3]) using e.g. the entity tag (ETag) can be used to prevent accidentally overwriting modifications made to a resource by another client ("lost update problem").
7.3.2.5
HTTP DELETE method
The DELETE method requests that the origin server deletes the resource identified by the Request-URI. This does not imply that the underlying information is deleted as well. 
7.3.2.6
HTTP CONNECT method
This method allows a client to establish a HTTP tunnel between a (first) HTTP proxy server and a destination server, possibly involving more proxies between the aforementioned peers. The tunnel is typically used for secured connections.
7.3.2.7
HTTP OPTIONS method
The HTTP OPTIONS method allows clients to discover the communication options available for the target resource, namely the HTTP methods supported by the target resource. The returned information is contained in the response header fields and the message body. A representation for the response message body is not defined in RFC 7231 [a2].
7.3.2.8
HTTP TRACE method
HTTP TRACE allows clients to request a recipient server to mirror back the received request message in the message body of the response. This can be used for testing and diagnostic purposes since clients can see what is received by the recipient. The recipient is either the final server or any proxy server before, as specified by the Max-Forwards request header value.
7.3.2.9
HTTP PATCH method

The HTTP PUT method only allows a complete resource replacement. For this reason, a new method, HTTP PATCH, has been defined by IETF in RFC 5789 [b1] for partial resource modifications. The set of changes to be applied is described in the request message body.

RFC 7396 [b2] specifies a simple method in JSON (JSON Merge Patch) allowing to describe a set of modifications to be applied to the target resource’s content. JSON Merge Patch works at the level of JSON objects. An object is an unordered set of name/value pairs.

Three types of patches are described in RFC 7396 [b2]

1. Replacing the value of an already existing name/value pair by a new value.

2. Adding a new name/value pair.

3. Removing an existing name/value pair.

It is not possible to append e.g. a value to an array other than replacing the complete object.

A more sophisticated method for describing partial resource updates, JSON Patch, is specified in RFC 6902 [b4]. This feature works with operations (test, remove, add, replace, move, copy). The location within the target document where the operation is performed is indicated by a JSON-Pointer value (RFC 6901 [b5]). Compared to JSON Merge Patch, this method is more powerful. Besides partial modification of resources, it is also possible to create multiple resources with a single HTTP PATCH request.

Conditional requests (RFC 7232 [b3]) can be used also with the HTTP PATCH method.
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