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1
Decision/action requested

The group is asked to discuss and approve with the proposal.
2
Rationale
In 5G, the NG-RAN is split into gNB-CU and gNB-DU, which are connected by the F1 interface. 

The transport network requirements of the F1 interface are provided when the gNB-CU is deployed as a VNF and the F1 interface is plemented as Virtual Link.
The faulty Virtual Link may cause the malfunction of the F1 application. 
Therefore, it is necessary for operator to monitor the alarms of the F1 interface, and when necessary to correlate with the Virtual Link related alarms received from the MANO system.
3
Proposal
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5
Business level use cases
5.x
Fault Management use cases

5.x.1
Detection of faults related to F1 interface
5.x.1.1 
Issues
The NG-RAN architecture includes gNB-CU and gNB-DU that are connected by the F1 interface (see TS 38.470 [x]). 
The F1 interface may be implemented as Virtual Link when the gNB-CU is deployed as a VNF.

The faulty Virtual Link may cause the malfunction of the F1 application.

Therefore, it is necessary for operator to monitor the alarms of the F1 interface, and when necessary to correlate with the Virtual Link related alarms received from the MANO system.

5.x.1.2 
Pre-conditions

- gNB-CU is implemented as a VNF that has been instantiated;

- gNB-DU has been deployed; 
- The F1 interface between gNB-DU and gNB-CU is in operation;

5.x.1.3 
Description

The VNF that implements the gNB-CU detects faults related to the F1 interface.
The VNF reports the alarm for the detected fault to the 3GPP management system.

After receives the alarm, 3GPP management system may take appropriate action to mitigatre the fault, or correlate the alarm with the Virtual Link related alarms (received from NFVO) if any.

5.x.1.4 
Post-conditions

The fault on the F1 interface has been detected.

5.x.2
Fault detection on gNB-CU
5.x.2.1 
Issues
The NG-RAN architecture includes the gNB-CU and gNB-DU (see TS 38.470 [x]). 
The gNB-CU can be deployed as a VNF.

The faulty VR may cause the malfunction of the gNB-CU.

Therefore, it is necessary for operator to monitor the alarms of gNB-CU, and when necessary to correlate with the VR related alarms received from the MANO system.

5.x.2.2 
Pre-conditions

- gNB-CU is implemented as a VNF that has been instantiated;

- gNB-DU has been deployed; 
- The F1 interface between gNB-DU and gNB-CU is in operation;

5.x.2.3 
Description

The gNB-CU detects faults.
The gNB-CU reports the alarm for the detected fault to 3GPP management system.

After receives the alarm, 3GPP management system may take appropriate action to mitigate the fault, or correlate the alarm with the VNF/VNFC or virtual link related alarms (received from NFVO) if any.

5.x.2.4 
Post-conditions

The faults on the gNB-CU have been detected.
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6
Potential requirements

6.3
NR management requirements
REQ-NROM-CON-1 The 3GPP management system shall be able to support configuration management (e.g. CRUD MOI) on the standalone gNB connected to 5GC.

REQ-NROM-CON-2 The 3GPP management system shall be able to collect NR related performance data from the standalone gNB.
REQ-NROM-CON-3 The 3GPP management system shall be able to support fault management on the standalone gNB.

REQ-NROM-CON-4 The 3GPP management system shall be able to support configuration management (e.g. CRUD MOI) on either gNB without functional split or gNB with functional split.

REQ-NROM-CON-5 The 3GPP management system shall be able to collect gNB related performance data from the gNB with functional split.
REQ-NROM-CON-6 The 3GPP management system shall be able to support fault management on the gNB with functional split.
REQ-NROM CON-x 3GPP management system should be able to detect the faults related to the F1 interface that interconnects gNB-CU and gNB-DU.

REQ-NROM-CON-y 3GPP management system should be able to detect the faults of the gNB-CU.
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