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3
Rationale

In TR 28.801 [1], the Editor’s Notes related to management architecture in the following table need to be addressed.
	· Editor's Notes related to the management architecture
	In clause 5.1.2, the Editor’s note is described as follows:

Editor's note: Which function block the NSMF belongs to is FFS
In clause 5.1.3, the Editor’s note is described as follows:

Editor's note: Which function block the NSMF belongs to is FFS

In clasue 6.2.1, the Editor’s note is described as follows:

Editor's note 1: it's FFS which management entity the slice management function belongs to.

In clasue 7.1.1, the Editor’s note is described as follows:

Editor note: How network slice management functions are mapping to OSS/BSS is FFS.


Since the relation between NSMF and legacy NM/EM will be discussed in TR 28.800 [2], it is proposed to remove the Editor’s Notes related to management architecture in TR 28.801 [1].
4
Detailed proposal

It is proposed to make the following changes to TR 28.801 [1]. 
First modification 
5.1.2
Network Slice Instance(s) fault management

5.1.2.1
Supervise a Network Slice Instance

5.1.2.1.1
Pre-conditions

The operator wants to supervise an instantiated network slice to be aware of and resolve problems or potential problems with an NSI based on the received alarm notifications. 
The NSI is composed of NSSIs consisting of network functions and resources. AN NSSI can be associated with only one NSI or with multiple NSIs.

The NSMF knows which NSSIs are associated with each NSI. 

5.1.2.1.2
Description

The NSI is configured so that appropriate alarm notifications are generated and sent to the NSMF. The NSMF receives alarm notifications for an NSI:

-
In case the NSMF receives alarm notifications related to the dedicated NSSI, all alarm notifications related to the dedicated NSSI are applicable to the associated NSI. The NSMF supervises the NSI based on the alarm notifications.
-
In case the NSMF receives alarm notifications related to the shared NSSI, the alarm notifications might be applicable to some specific associated NSI that is using that shared NSSI. The NSMF identifies to which NSI the alarm notification belongs, and supervises the NSI(s) based on the identified alarm notifications.

The NSMF may allow or suppress alarm notifications related to the NSSI to satisfy the fault management requirements of the associated NSI(s). 

5.1.2.1.3
Post-conditions

The NSMF provides alarm supervision of an NSI to the operator.


Second modification 
5.1.3
Network Slice Instance(s) performance management

5.1.3.1
Monitor the performance of a Network Slice Instance

5.1.3.1.1
Pre-conditions

The operator wants to understand the performance of the network slice to ensure SLA compliance. The network slice is instantiated and configured by the NSMF so that the appropriate performance data is generated.

The NSMF knows which NSSIs are associated with each NSI. A NSSI can be associated with multiple NSIs.

5.1.3.1.2
Description

Network slice performance management is carried out at both NSI level and NSSI level. An example is shown in the following figure 5.1.3.1.2.1 NSI 1 is composed by network slice subnet instance 1 and network slice subnet instance 2. Firstly, performance data of network slice subnet instances is collected. Then performance data of an NSI can be generated based on all the performance data related to network slice subnet instances.
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Figure 5.1.3.1.2.1: Example of network slice performance management
· Performance data generation at NSI level 

In order to understand the performance of an NSI, some performance data at NSI level need to be obtained. For example, performance data at the NSI level may include traffic load data of the whole NSI, service performance data provided by the NSI. Traffic load data of an NSI indicates the level of both the total user traffic and the signalling traffic within an NSI. The service performance data includes the total user traffic, the signalling traffic and QoS data corresponding to a particular service instance. QoS data of services can indicate whether the NSI delivers services at expected QoS level.

In order to obtain NSI level performance data, the NSMF firstly collects performance data related to NSSIs associated with the NSI. The NSMF then generates NSI level performance data based on performance data related to NSSIs.
· Performance data collection at NSSI level 
The NSMF decides to create measurement jobs on network functions in NSSIs. Measurement jobs includes measurement parameters, scheduling information and an indication for pointing out the NSI for which performance data needs to be collected. The data is collected and provided to the NSMF by the NSSIs.

An NSSI can be dedicated to an NSI or can be shared by multiple NSIs:
a) In case of a dedicated NSSI all performance data from the network slice subnet is identified per NSI that is using that NSSI. The data may be collected for different QoS levels or for different service instances included in the NSI as per the request from the network management function. 

b) In case of a shared NSSI the performance data is segregated per NSI that is using that shared NSSI. The data may be collected for different QoS levels, for different service instances or for different slice instance level as per the request from the network management function.

5.1.3.1.3
Post-conditions

The NSMF has the performance data of all NSSIs that are associated with the NSI. 

The NSMF generates slice instance level performance data of an NSI based on the performance data of all NSSIs that are associated with the NSI.


Third modification
6.2.1
General requirements

REQ-NSM -CON-01 The NSMF shall be able to evaluate the feasibility of providing a new NSI without impacting other network slices in operation. 

REQ-NSM -CON-02 The 3GPP management system shall have the capability to create an NSI according to the customer's business service requirements. 
REQ-NSM -CON-03 The NSMF should have the capability to provide network management data to multiple customers correspondingly when the customers are served by the same NSIs. 


REQ-NSM-CON-04 The management system should have a functionality to relate the service requirements into network slice capabilities.

REQ-NSM-CON-05 The NSMF should have the capability of exposing the limited level of management agreed by operator.

REQ-SLM-CON-6 An operator's management system shall be able to expose agreed upon interface to manage a network slice or an NSSI to another operator's management system. .

NOTE: 
The agreement between operators is considered out of scope of 3GPP.

REQ-NSM-CON-06 The NSMF should have the capability to notify the CSMF about any changes of the capability to support the network slice related requirements.
REQ-NSM-CON-07 The operator should have the capability of determining the priority of the NSIs.

REQ-NSM-CON-08 The management system should have the capability of re-allocating the resources of NSIs according to the priority.

REQ-NSM-CON-09 The CSMF shall have the capability to translate the service related requirements into network slice related requirements.
Forth modification 
7.1.1
Introduction
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Figure 7.1.1.1: Network slicing management functions

The CSMF receives the Communication Service (see note) related requirements from the Communication Service Customer, and manages the Communication Services (see note) provided by the Network Operator.

NOTE:
The Communication Service can be the 3GPP service running on the NSI.

The CSMF converts the Communication Service related requirements to the network slice related requirements (such as network type, network capacity, QoS requirements, etc.). The CSMF delegates management of the network slice by providing the network slice requirements to the NSMF

The NSMF manages the NSIs based on the network slice related requirements received from the CSMF.

The NSMF converts the network slice related requirements to the network slice subnet related requirements. The NSMF delegates management of the network slice subnet by providing the network slice subnet related requirements to the NSSMF.

The NSSMF manages the NSSIs based on the network slice subnet related requirements received from the NSMF.
NOTE: How network slice management functions are mapping to OSS/BSS is studied in TR 28.800.

End of modification 
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