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Abstract: 
The SA6 working group has agreed that AL-FEC could be beneficial for helping mission critical services to reach their respective required levels of QoS when delivered over MBMS. 2 new procedures are introduced into release 15 to apply FEC: one locates the FEC encoding function within the BM-SC and relies on a MB2 extension; the other one locates the FEC encoding function within the MC service server.

The mission critical services are diverse (MCPTT, MCVideo, MCData file distribution, MCData SDS, MCData data streaming) with different standardization advancement. 
· MCVideo: SA6 has identified that MCVideo would benefit from a protection by AL-FEC, and asks SA4 to recommend the FEC scheme and algorithm to be use for MCVideo.

· MCPTT: interest of FEC for MCPTT is not evident. Some elements may be found in TR 23.780. SA4 can recommend a FEC scheme and algorithm for MCPTT, if relevant.
· MCData: the usage of MBMS for MCData capabilities is not completely specified. TR 23.780 recommends however to apply FEC for the file distribution capability.
SA4 can start the work on FEC scheme and algorithm immediately. SA4 should also follow the specifications of MCData capabilities.

This discussion paper:

· presents the diversity of mission critical services and associated medias, prone to be delivered over MBMS
· presents the MB2 extension and its link to FEC Frame
· proposes to study the impact of low latency requirements for MCVideo
1 Media diversity for Mission Critical Services
1.1 MCPTT

The MCPTT calls are transported as RTP streams. The packet loss rate for MCPTT should be under 10-2.
With a pre-established MBMS bearer, several MCPTT group calls can be transported. This bearer is announced by a SDP, containing several media descriptions, defining a set of slots for the upcoming calls. Destination IP addresses and port of these calls are not defined in advance within the SDP but announced within the “Map Group To Bearer” call control message (clause 8.4.4 of 3GPP TS 24.380 [1]).
MBMS bearers are also used to transport call control and floor control through a general purpose channel in addition to media. 

Messages for call control and floor control are already protected against losses by repeating them (see clauses 4.1.3.2 and 4.1.3.3 in 3GPP TS 24.380 [1]).
1.1 MCVideo
MCVideo is transported by RTP or SRTP (3GPP TS 26.281). We assume that the target packet loss rate is under 10-3, corresponding to the QCI 2, for conversational video. 
1.2 MCData
MCData offers a wide range of capabilities: SDS, File Distribution, Data Streaming.
1.2.1 SDS capability
SDS (for Short Data Service) : The SDS feature of the MCData Service could be considered as a basic protocol carrying a limited size, but variable content, payload message. This message could be text or could be marked for extensible purposes including short binary messages for application communication. Messaging could be one-to-one messaging or could be group messaging using groups as specified in MCCoRe. (From 3GPP TS 22.282 [5]).

SDS protocol is not defined yet. SA6 currently discusses the reuse of OMA-CPM; other protocols could also be considered. The possible usage of MBMS to deliver SDS message has not been discussed yet.
1.2.2 File Distribution capability
File distribution can be used to provide a standalone file transfer capability or can be invoked by a controlling application to support the purpose of the application. The delivery protocol over MBMS, such as FLUTE in the BMSC Download Delivery Method, is not specified yet.
1.2.3 Data Streaming capability
Data Streaming capability is poorly defined and the need of delivery over MBMS is unclear.

1.3 Latency requirements for mission critical services

Adding FEC introduces an extra latency in the end to end media transport (to be associated to the mouth to ear latency, KPI 3 in MCPTT) and in the join time on an ongoing group communication (defined as KPI 4 for MCPTT). This extra latency shall be bounded to fulfil the low latency requirements for mission critical services.

The following table compares the latency requirements with the latency estimations: 

	
	
	End to end delay for media transport
(KPI 3)
	Time for joining an ongoing group communication
(KPI 4)
	References

	Latency requirement
	MCPTT
	<300 ms
	<150 ms (without encryption KPI 4a)
<350 ms (with encryption KPI 4b)
	from 3GPP TS 22.179 [2]

	
	MCVideo
	<1 sec for high priority videos
<10 sec for other videos
	
	from 3GPP TS 22.281 [4], requirements R-5.5.2-002 and R-5.5.2-004

	
	MCData
	Undefined
	undefined
	

	Latency estimation
	MBSFN
	120 ms
	255 (485) ms or 
25 (45) ms if the UE has up to date MCCH content
	from 3GPP TR 36.868 [6]. The estimation has been decreased as the minimum MSP has been decreased from 80 ms to 40 ms

	
	SC-PTM
	80 (90) ms
	70 (120) ms
	from 3GPP TR 36.890 [7]


This table can be used to evaluate the maximum extra latency for FEC. By example, it can be deduced that for a MCPTT bearer, transported by SC-PTM, an additional latency of 200ms would nevertheless respect KPI 3 and KPI4b.

The latency estimations, from 3GPP TR 36.868 and TR 36.868 have been done considered an optimized EPC, with the smallest MSP.
2 MB2 extension
2.1 presentation

The extension consists in a couple of two new requests over MB2: setup FEC request / release FEC request. It can be used when using pre-established MBMS bearers (10.7.3.1) or dynamic MBMS bearers (10.7.3.2).
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Application of FEC by the BM-SC (from [])
The new Setup FEC request over MB2 includes the following elements: the TMGI of the bearer transporting those media, the media descriptions (codecs, transport protocols, bitrates, destination ip addresses and ports), the identification of the FEC repair packet flow (IP destination and port), an upper bound to the additional latency resulting to FEC application.  This request may be performed several times to protect separately different sets of media transported within the same MBMS bearer.

The response includes a modified list of media information and FEC information. The response also includes an identifier to the FEC process instance, which can be used to release the application of FEC for these media flows with the new Release FEC request.
2.2 Link with FEC Frame
This upcoming MB2 extension has been designed so that FEC Frame ((IETF RFC 6363 [8]) can be reused. For MCVideo at least, we suggest to agree on reusing FEC Frame (Extensions to FECFrame may be considered if relevant).
3 Specification of FEC for MCVideo
3.1 Difference with the Streaming delivery method and previous evaluations
The streaming delivery method uses RTP as delivery protocol and is protected with FEC Frame, using Raptor10. The efficiency of this mechanism and scheme has been evaluated in 3GPP TR 26.947[10].

However: 

· the evaluation for the Streaming delivery method was done only for UTRAN and not E-UTRAN.
· the evaluation was made on large protection period (5s/20s), which is completely out of the scale of the low latency requirements for MCVideo (less than 1s for an urgent video)

· the evaluation targeted less than one loss per hour, while the targeted packet loss rate for MCVideo is 10-3.
What should be the upper bound for the additional latency when applying FEC for MCVideo ? Glass to glass latency can be estimated as: end to end delay  + FEC additional delay + video buffer duration.

End to end delay is known (see 1.3), however the video buffer duration depends on the media player implementation. 
Under such low latency condition, the FEC mechanism will have to work with a much shorter encoding window (or source block length), which may lead to significantly different performances.
4 Conclusion and proposition

We propose to the group: 
· To agree about reusing FECFrame (Extensions to FECFrame may be considered if relevant)
· To study the impact of the low latency requirements for MCVideo

· Channel modelization, loss vectors… from 3GPP TR 26.947 (e.g. BLER 1, 5, 10% at 3km/h or 120 km/h) may be reused. 
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