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3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [7] and the following apply. 
An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [7].

3GP
3GPP file format

3GP-DASH
3GPP Dynamic Adaptive Streaming over HTTP

AHS
Adaptive HTTP Streaming
A/V
Audio/Video
AVC
Advanced Video Coding
DANE
DASH-Aware Network Element
DM
Device Management

DRM
Digital Rights Management

HSD
HTTP Streaming and Download

HTML
Hypertext Markup Language

HTTP
Hypertext Transfer Protocol

HTTPS
Hypertext Transfer Protocol Secure
IDR
Instantaneous Decoding Refresh
MPD
Media Presentation Description

MPEG-2 TS
Moving Picture Experts Group Transport Stream

MIME
Multipurpose Internet Mail Extensions
MOS
Mean Opinion Score
OMA
Open Mobile Alliance

PDCF
Packetized DRM Content Format

PED 
Parameters Enhancing Delivery

PER
Parameters Enhancing Reception

PSS
Packet-switched Streaming Service

QoE
Quality-of-Experience

RFC
Request For Comments

RNE
Regular Network Element

RTP
Real-time Transport Protocol
SAND
Server and Network Assisted DASH
SMIL
Synchronised Multimedia Integration Language

TLS
Transport Layer Security

URI
Uniform Resource Identifier

URL
Uniform Resource Locator

URN
Uniform Resource Name

UTF-8
Unicode Transformation Format (the 8-bit form)

XML
eXtensible Markup Language
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4
Overview

The present document specifies Progressive Download and Dynamic Adaptive Streaming over HTTP (3GP-DASH) for continuous media. The features are separated from the umbrella specification TS 26.234 [3] to differentiate from RTP-based streaming that is specified and maintained in TS 26.234. Services relying exclusively on these features may be deployed independently from RTP-based PSS servers, for example by using standard HTTP/1.1 servers for hosting the services. 

The specification covers the following aspects:

- 
System Description: describes the relationship to the PSS architecture and refines the architecture, interfaces and protocols that are defined in this specification. 

- 
Progressive Download over HTTP.

- 
3GPP Dynamic Adaptive Streaming over HTTP (3GP-DASH) provides an overview of the architecture, the 
formats and the models that build the basis for 3GP-DASH. Also, 3GP-DASH Profiles provide identifiers and refers to a set of specific restrictions in this or other specifications.

-
 DASH - Media Presentation describes the data model of a Media Presentation. It also provides an overview on elements and attributes that may be used to describe components and properties of a media presentation in a 
Media Presentation Description (MPD).

- 
DASH - Usage of the 3GP file format defines how segments can be formed based on the 3GP file format.

- 
Quality-of-Experience for Progressive Download and 3GP-DASH.
-
Server and Network Assisted DASH (SAND) introduces messages between DASH clients and network elements or between various network elements for the purpose to improve efficiency of streaming sessions by providing information about real-time operational characteristics of networks, servers, proxies, caches as well as DASH client's performance and status.
- 
Normative annexes for MPD schema (Annex B), Descriptor Scheme Definitions (Annex C), OMA DM QoE Management Object (Annex F), File format extensions for 3GPP DASH support (Annex G) and MIME Type Registration for MPD (Annex H). -  
Informative annexes for Client Behaviour (Annex A), MPD Examples (Annex D), and Mapping MPD structure and semantics to SMIL (Annex E).
Note: Several of the Annexes refer partially or exclusively to ISO/IEC 23009-1 [43].
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5.1
Overview

Progressive Download and Dynamic Adaptive Streaming over HTTP (3GP-DASH) enables to provide services to deliver continuous media content over Hypertext Transfer Protocol (HTTP) in a sense that all resources that compose the service are accessible through HTTP-URLs and the HTTP/1.1 protocol as specified in RFC 2616 [9] may be used to deliver the metadata and media data composing the service. This enables that standard HTTP servers and standard HTTP caches can be used for hosting and distributing continuous media content. Figure 1 shows the architecture for services using progressive download and Figure 2 shows the architecture for services using 3GP-DASH. 

The present document deals with the specification of interfaces between the Client and the Server. Specifically, it defines the formats that may be delivered exclusively over the HTTP interface to enable progressive download and streaming 
services.
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Figure 1: Architecture for Progressive Download over HTTP

Services using the features described in this specification may be deployed within PSS as specified in TS 26.233 [2] and TS 26.234 [3]. In this case the Progressive Download/3GP-DASH Server may be a sub-function of the PSS server and the Progressive Download/3GP-DASH client may be a sub-function of the PSS client.
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Figure 2: Architecture for 3GP-DASH

Services using the features defined in this specification may also be deployed independent of the PSS servers and 
clients. In this case the Progressive Download/3GP-DASH client shall support the formats and codecs according to this specification.

Access to services based on the features defined in the present document is introduced in clause 5.2.

The protocol support for services using the features defined in this specification is provided in clause 5.3.

Clients supporting progressive download-based services shall support the features and formats as specified in clause 6 of this specification.

Clients supporting 3GP-DASH shall support the features and formats as specified in clause 7 of this specification.

Clients supporting QoE Metrics and Reporting shall support the features as specified in clause 10 of this specification.
Clients supporting 3GP-SAND functionality shall support the features as specified in clause 13 of this specification. Figure 2a shows the extended architecture for services using 3GP-SAND.
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Figure 2a: Extended architecture for 3GP-DASH using 3GP-SAND functionality
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13
Server and network assisted DASH (3GP-SAND)
13.1
System Description
MPEG Server and Network Assisted DASH (SAND) specified in ISO/IEC 23009-5 [x1] offers standardized interfaces for service providers and operators to enhance streaming experience. In order to enhance the delivery of DASH content, 3GP-SAND is a set of profiles of ISO/IEC 23009-5 [x1] targeted for 3GP-DASH. 3GP-SAND introduces messages between DASH clients and network elements or between various network elements for the purpose to improve efficiency of streaming sessions by providing information about real-time operational characteristics of networks, servers, proxies, caches, CDNs as well as DASH client's performance and status. 
The 3GP-SAND reference architecture, depicted in Figure 13-x, shall be based on four broad categories of elements: 

i) 
3GP-DASH streaming clients.

ii)
Regular network elements (RNE), which are DASH content unaware and treat DASH-related video delivery objects as any other object, but are present on the path between origin server and DASH clients, e.g. transparent caches. 

iii)
3GPP DASH-aware network elements (3GP-DANE), which have at least minimum intelligence about DASH; for instance they may be aware that the delivered objects are DASH-formatted objects such as the MPD or DASH segments, and may prioritize, parse or even modify such objects, and 
iv) Metrics server, which are DASH aware and are in charge of gathering metrics from DASH clients. 

Within this architecture, the following four categories of messages, called 3GP-SAND messages shall be exchanged:

-
Parameters Enhancing Delivery (PED) messages that shall be exchanged between 3GP-DANEs.
-
Parameters Enhancing Reception (PER) messages that shall be sent from 3GP-DANEs to 3GP-DASH clients.
-
Status messages that shall be sent from 3GP-DASH clients to 3GP-DANEs.
-
Metrics messages that are sent from 3GP-DASH clients to Metrics servers.
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Figure 13-x: 3GP-SAND reference architecture (taken from ISO/IEC 23009-5 [x1])

Most of the 3GP-SAND messages are delivered in Extensible Markup Language (XML) format using HTTP protocols with the detailed syntax of each message defined in the SAND specification [2]. In case of small metric messages, status messages or PED messages, the DASH client may attach the SAND message in a non-XML format to the uplink (HTTP GET or POST) message.

Using the metrics and status messages, the 3GP-DASH clients can inform 3GP-DANE about requested bandwidth / quality, anticipated DASH segments, acceptable alternative content, etc. This leads to intelligent caching and real-time media processing at the network. As defined in [x1], Metrics and Status Messages are comprised of the following: 

-
QoE metrics from DASH Part 1, i.e., ISO IEC 23009-1 [43], including average throughput, buffer level, initial playout delay, HTTP request/response transactions, representation switch events, and playlist, as also described in Clause 10. QoE metrics are beneficial for detecting and debugging failures, managing streaming performance, and allowing for QoE-aware network adaptation and service provisioning useful for the network operator and content/service provider.

-
SharedResourceAllocation, allows a 3GP-DASH client to provide information on a set of operating points (such as desired bandwidth and quality) to one or several 3GP-DANE(s) with an intent to share network resources.

-
AnticipatedRequests, allows a 3GP-DASH client to announce to a 3GP-DANE which specific set of segments it is interested in. The intent is to signal the set of segments in representations that the 3GP-DASH client is likely to select and request soon.

-
AcceptedAlternatives, allows 3GP-DASH clients to inform 3GP-DANEs on the media delivery path (typically caching 3GP-DANEs) when they request a given DASH segment that they are willing to accept other DASH segments alternatives.

-
AbsoluteDeadline, allows 3GP-DASH clients indicating the 3GP-DANE the absolute deadline in wall-clock time by when the requested DASH Segment needs to be completely received. As such, further action can be taken by the network, e.g., the 3GP-DANE can pre-fetch content to ensure the timely delivery to the client.

-
MaxRTT, allows 3GP-DASH clients indicating the 3GP-DANE the maximum round trip time of the request from the time when the request was issued until the request needs to be completely available at the 3GP-DASH client. 

-
NextAlternatives, allows 3GP-DASH clients to inform a 3GP-DANE about which alternatives they are willing to accept for the request of the next segment.

-
ClientCapabilities, allows DASH clients to share their SAND capabilities, i.e., the set of SAND messages they support, with the DANE.
NOTE: 
See [2] for the detailed semantics of the SAND messages.

Using the PER Messages, the DANE can inform the client about cached segments, alternative segment availability, timing information for delivery, network throughput/QoS, etc., which leads to intelligent DASH client adaptation behavior. As defined in the SAND specification [2], the PER Messages are comprised of the following: 

-
ResourceStatus, allows for a DANE to inform a DASH client – typically in advance – about knowledge of segment availability including the caching status of the segment(s) in the DANE. The DASH client adaptation can take advantage of this information and potentially prefer accessing the content cached at the edge due to faster download times.

-
DaneResourceStatus, allows DANEs to signal the available and possibly anticipated to be available data structures to the DASH client and also signal which data structures are unavailable. This method is complementary to the ResourceStatus message mentioned above as it allows to express the available segments at the time of the status message.

-
SharedResourceAssignment, allows the DANE to send to DASH clients competing for bandwidth over the same network information about how much bandwidth they should use in order to stay in a fair sharing of the total bandwidth. This message is usually send to DASH clients as a response to a SharedResourceAllocation message and is usually sent by a DANE who acts as a resource allocation entity.
-
MPDValidityEndTime, provides the ability to signal to the client that a given MPD, whose @type is set to 'dynamic' and @minimumUpdatePeriod is present, can only be used up to at a certain wall-clock time.

-
Throughput, allows a DASH client to have – in advance – knowledge of the throughput characteristics and the guarantees along with this from the DANE to the DASH client.
-
AvailabilityTimeOffset, allows a DASH client to have – in advance – knowledge of the availability time offset from the DANE to the DASH client. The status may be different for different baseURLs or different Representation IDs used, allowing to signal availability time offset dependent on the network delivering it.

-
QoSInformation, signals to a DASH client about the available QoS information, including parameters such as guaranteed bitrate (GBR), maximum bitrate (MBR), delay and packet loss rate. A DASH client can take the available network QoS information into consideration when requesting media segments such that the consumed content bandwidth remains within the limits established by the signaled QoS information. 
-
DeliveredAlternatives serves as a response to an AcceptedAlternatives message sent by a DASH client, where a DANE may deliver an alternative segment rather than the requested segment. If so, the DANE also sends a DeliveredAlternatives message to the DASH client to inform him that the response contains a segment alternative and not the requested segment.
-
DANECapabilities, allows DANEs to share their SAND capabilities, i.e., the set of SAND messages they support, with the DASH clients.
The complete set of SAND messages is shown in Table 13.y.

Table 13.y: messageType values for 3GP-SAND messages 
	messageType
	Message description

	0
	Reserved

	1
	TCPConnections, see clause 6.3.2 of [x1] for the detailed semantics 

	2
	HTTPRequestResponseTransactions, see clause 6.3.3 of [x1] for the detailed semantics 

	3
	RepresentationSwitchEvents, see clause 6.3.4 of [x1] for the detailed semantics 

	4
	BufferLevel, see clause 6.3.5 of [x1] for the detailed semantics 

	5
	PlayList, see clause 6.3.6 of [x1] for the detailed semantics 

	6
	AnticipatedRequests, see clause 6.4.1 of [x1] for the detailed semantics 

	7
	SharedResourceAllocation, see clause 6.4.2 of [x1] for the detailed semantics 

	8
	AcceptedAlternatives, see clause 6.4.3 of [x1] for the detailed semantics 

	9
	AbsoluteDeadline, see clause 6.4.4 of [x1] for the detailed semantics 

	10
	MaxRTT, see clause 6.4.5 of [x1] for the detailed semantics 

	11
	NextAlternatives, see clause 6.4.6 of [x1] for the detailed semantics 

	12
	ClientCapabilities, see clause 6.4.7 of [x1] for the detailed semantics 

	13
	ResourceStatus, see clause 6.5.1 of [x1] for the detailed semantics 

	14
	DaneResourceStatus, see clause 6.5.2 of [x1] for the detailed semantics 

	15
	SharedResourceAssignment, see clause 6.5.3 of [x1] for the detailed semantics 

	16
	MPDValidityEndTime, see clause 6.5.4 of [x1] for the detailed semantics 

	17
	Throughput, see clause 6.5.5 of [x1] for the detailed semantics 

	18
	AvailabilityTimeOffset, see clause 6.5.6 of [x1] for the detailed semantics 

	19
	QoSInformation, see clause 6.5.7 of [x1] for the detailed semantics 

	20
	DeliveredAlternative, see clause 6.5.8 of [x1] for the detailed semantics 

	21
	DaneCapabilities, see clause 6.5.9 of [x1] for the detailed semantics 

	22..127
	reserved for future ISO use

	128..255
	reserved for private use


Aligned with ISO/IEC 23009-5 [x1], it shall be mandatory to use HTTP as the minimum transport protocol to be supported by 3GP-SAND enabled elements. It does not preclude that other additional transport protocols could also be implemented. The mandatory use of HTTP as a minimum transport protocol to implement is defined for:

a)
Metrics messages (from DASH client to DANE)

b)
Status messages (from DASH client to DANE)

c)
PER messages (from DANE to DASH client)

Depending on the nature of 3GP-SAND messages, the mandatory use of HTTP protocol by SAND network elements varies. Table 4.z summarizes which HTTP usages is mandatory in [2] for a SAND element (in bold in the table) or may be optional depending on the nature of the SAND message.

Table 4.z: Mandatory usages of HTTP for carrying SAND messages
 (taken from [2])

	Metrics messages 
	HTTP POST 
HTTP headers may be used for small metrics messages.

	Status messages 
	HTTP headers 

	PER messages
	HTTP GET 


13.2
Profiles for 3GP-SAND
Provide detailed 3GP-SAND profiles to support proxy caching, consistent QoE/QoS and network assistance use cases. Profiles expected to consist of a set of SAND messages and transport protocols to fulfil selected use cases
	End of document


