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6.1
Use Case # 1: Content-Provider Optimized Zero-Rating

6.1.1
Use Case Description

A mobile network operator provides the ability that video offerings, under which customers on qualifying rate plans choose to receive standard quality video (typically 480p or better) receive zero-rated video (with associated audio) streams from qualifying content providers. Zero-rated means that the traffic is not counted against data caps of the user. The content provider optimizes the delivery in a way that the shaping of the video traffic is supported. When the user has accepted to participate in the rate plan, the bandwidth for the service is limited in typical cases by the MNO to a specific threshold, e.g. to 1.5Mbit/s. Other optimizations may also be performed.

In order to support the use case, the following further conditions are taken into account:

1)   The media streams are delivered over the MNOs network in a way that allows the MNO to identify the video traffic under the rate plan, for example by media types or specific tokens on HTTP or IP level. 
2)   The use case should be supported for both non-encrypted and encrypted traffic. 

3)   The category of content (i.e. video) that is eligible under the program is delivered by the content provider to MNO in such a way that is distinguishable from other categories that are not qualified as eligible under the rate plan, for example by media types or specific tokens on HTTP or IP level.
4)   The content provider provides video over MNO’s network using adaptive bitrate technology where delivery bitrate is expected to adapt based on the capabilities of the data connection or as otherwise indicated by the MNO network. The network typically limits the bandwidth available to detectable videos (i.e., video traffic that satisfies conditions 1 and 3) to a level to be set by the MNO (e.g., at 1.5 Mbps). 

5)   The content provider is aware of adjustments applied by the MNO. The DASH client may also be aware of these adjustments. Based on this the content provider makes technical adjustments to support a high quality end-user experience and to improve the utilization of network bandwidth (e.g., bit rate set at approximately the bandwidth level set by the MNO of the per connection averaged over one minute of video).


6.1.2
Recommended Requirements and Working Assumptions

Two cases need to be differentiated, one for which the traffic is encrypted and non-accessible to the MNO and one for which the traffic is unencrypted.

· If not encrypted, then the MNO is able to operate a DANE, detect DASH traffic and communicate the information with existing HTTP inband signaling.

· If the traffic is encrypted, then detection and communication may be done differently. Either the operator needs to use IP-based signalling or the content provider needs to add the information as SAND messages.
6.1.3
Gap Analysis w.r.t. Existing 3GPP Technologies

6.1.4
Potential Solutions including Relevant SAND Functionality

