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[bookmark: Proposal_Pattern_Length][bookmark: _GoBack]Meeting minutes from confcall on ue caps held on the 16th of April during SA3#98bis-e. See minutes below. Minutes have already been shared on the reflector, this document is for proper documentation. 
Discussion 
Rapporteur welcomes everyone to the meeting and declares the structure of the meeting. Looking for common denominators and position movement. 
The meeting started off with some initial explanation and discussion about the situation so companies would be on the same page. Qualcomm, Ericsson, Intel, Nokia, Huawei participating. Nokia points out they raised concerns about these UEs supporting only CP optimization 2-3 years ago in SA3.
Rapporteur proposes to look at the discussion papers provided as input documents and let companies provide their strongest argument against and if any changes would make it more acceptable. Intel proposes to focus on Huawei and Ericsson paper as they take aspects of AS security into consideration which is a contention point. 
Huawei presents S3-200723 containing the proposals listed below
Proposal 1: The mechanism, which is applicable and common for both EPS and 5G CIoT UEs, is highly recommended.
Proposal 2: Hardware upgrade and huge impact to other groups should be avoided.
Proposal 3: The mechanism, which provides confidentiality-protection for UE radio capability and enquiry message, is highly recommended.
Intel: Good paper, agree with proposal 1 and 2 but don’t see the need for proposal 3.
Ericsson: Agrees with Proposal 1 only. Disagrees that AS security should have big impact, its business as usual. 
Qualcomm: Agrees with proposal 1 and 2 but don’t see the need for proposal 3. 
Nokia asks for clarification on why Huawei wants to have confidentiality protection between UE and base station.
Huawei replies they want to avoid attackers being able to fingerprint devices. 
Nokia says only some radio related information may be revealed nothing hardware related. 

Ericsson presents S3-200747
Proposing AS security and note for UEs not supporting AS security formulated as “For the family of UEs without AS security (e.g., UEs using Control Plane CIoT optimization), security in RRC layer does not exist.”
Huawei: Does not agree with AS security and don’t see any changes that will make it more acceptable. Qualcomm has the same view.
Intel: If ue_category can be altered by an attacker it can make sure UEs are released. Does not agree with Ericsson’s proposal either. Proposes to remove Note 1 and turn it into EN for Rel-16 EPS as discussed in previous meeting.
Time is running out, rapporteur asks for a way forward.
Ericsson asks companies in favor of a NAS based solution to collaborate more as there are several NAS based solutions so it becomes easier to compare AS security against a NAS based solution. Qualcomm wants to decide on AS or NAS based solution first.

Result 
No company oppose to endorse proposal 1 from Huawei discussion paper, Huawei has provided a revision. 
Rapporteur will attempt to make a comparison between different solutions based on impact, performance and applicability in both 5GS and EPS. 
Rapporteur will call for another conf call before next meeting and urge companies to consider if they could compromise. During the next conf call the comparison will be the baseline for discussion.

Rapporteur thanks everyone for their participation and closes the meeting.
Conclusion and Proposal
This paper is for information and documentation purpose only and is proposed to be noted.

