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1. Overall Description:

The purpose of this LS is to inform about a key issue (KI #9), that was introduced in the SA3 TR 33.836 to address the impact of privacy protection mechanisms in lower layers to the application layer communication. 

SA3 has concluded to address the privacy requirements of lower layer L2 IDs. To do so, the L2 IDs are periodically updated. However, this has led to a new issue that we are referring to here. The key issue points out that the application layer, where the communication continues over a longer period of time, is unaware of the periodic change of L2 IDs by the communicating UEs. If the application layer sends messages using the old ID, they may be rejected if the lower layer IDs are changed before the message is delivered to the receiving UE. This will cause disruption in the application layer communication for unicast, groupcast and broadcast modes of communication.


SA3 update: 
SA3 has identified that this key issue is more of an optimization issue, although resulted from addressing privacy requirements. In our understanding, RAN2 can better address this issue as they already address issues such as packet loss minimization due to lower layer configurations.


2. Actions:
To RANSA2 group.
ACTION:  SA3 asks RAN2 to take the above information into account and confirm whether this issue can be addressed in RAN2.

3. Date of Next TSG-SA WG3 Meetings:
SA3#98	10-14 February 2020			Guangzhou, CN
SA3#99	11-15 April 2020			Dubrovnik, HR

