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1
Decision/action requested

This contribution proposes a conclusion for key issue #2 in the V2X TR
2
References

[1]
TR 33.836 v0.4.0 
3
Rationale

No individual solution proposed in the TR covers all aspects of the protection of the PC5 unicast link. A complete solution requires the ability to negotiate security contexts with multiple other UEs, establish keys and handle the security contexts, use the security context to protect the traffic and determine the protection needed for the user plane. 
To cover those four issues, it is proposed that solution #3, solution #8, solution #12 and solution #16 are chosen as the basis for normative work. 
4
Detailed proposal

It is proposed that SA3 agree the below pCR for inclusion in the TR [1]. 
**** START OF CHANGES ****

7.X
Conclusion on KI #2
For Key Issue #2 on security for eV2X unicast messages over PC5, solution #3, solution #8, solution #Y
, solution #12 and solution#16 are chosen as the basis for normative work. Inconsistencies in the handling of the security policy between solutions #Y and solution #16 will be resolved during the normative phase.
NOTE: Some additional parts of a solution may be needed, e.g. protection of IEs in Direct Communication Request. These additional decisions can be part of the normative work. 
**** END OF CHANGES ****

�New solution accepted in S3-194648





