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1	Decision/action requested
This contribution proposes an evaluation text for UE behavior on detection of false signature
2	References
[1]	TR 33.809 
3	Rationale
It should be noted that SIB modification mainly causes DoS attacks against UEs as discussed in S3-192866, e.g., (1) DoS attempts that change cellBarred=notBarred to cellBarred=barred in MIB will be detected, (2) DoS attempts that remove ims-EmergencySupport=true from SIB1 will be detected, (3) DoS attempts that tamper cellSelectionInfo in SIB1 or cellReselectionInfoCommon in SIB2 to favor the false base station's operations. 
If UE needs to perform cell reselection upon detection of false SIB signature, signing SIB would introduce a new type of DoS attack against UEs which is easier to launch by an attacker as a single bit flip on the SIB signature has the same effects as those of more sophisticated SIB modification.
On the other hand, if UE remains camped on the same cell on detection of false SIB signature (namely, ignoring the signature verification failure) and connect to the network via the cell later, there seems no need for signing the SIBs. 
It should also be noted that sophisticated MitM attacks (e.g., LTEInspector, aLTEr) do not attempt to change the content of MIB, SIBs to not be detected/identified; instead they use the valid MIB/SIBs of the legitimate base station to attract and attack victim UEs by exploiting unprotected messages. Therefore, signing of MIB/SIBs does not mitigate such sophisticated MitM attacks.
4	Detailed proposal
It is proposed that SA3 approve the below pCR for inclusion in the TR 33.809 [1].

***** START OF CHANGES *****
[bookmark: _Toc530068359][bookmark: _Toc3551842][bookmark: _Toc3551937][bookmark: _Toc3552032][bookmark: _Toc3552126][bookmark: _Toc3552220][bookmark: _Toc3552408][bookmark: _Toc3552502][bookmark: _Toc3554519][bookmark: _Toc3557275][bookmark: _Toc3800486][bookmark: _Toc3800808][bookmark: _Toc3800902][bookmark: _Toc3800999][bookmark: _Toc3801099][bookmark: _Toc3801199][bookmark: _Toc3801300][bookmark: _Toc8390230][bookmark: _Toc8587969][bookmark: _Toc12624283][bookmark: _Toc12624432][bookmark: _Toc18164299]6.7.3	Evaluation
Editor’s Note: Evaluation of impacts on other NFs is FFS.
6.7.3.x	UE impacts
Editor’s Note: Evaluation of other UE impacts is FFS.
Signature verification failure caused by an attacker
It should be noted that SIB modification mainly causes DoS attacks against UEs. Examples of such DoS includes (1) DoS attempts that change cellBarred=notBarred to cellBarred=barred in MIB will be detected, (2) DoS attempts that remove ims-EmergencySupport=true from SIB1 will be detected, (3) DoS attempts that tamper cellSelectionInfo in SIB1 or cellReselectionInfoCommon in SIB2 to favor the false base station's operations. 
If UE needs to perform cell reselection upon detection of false SIB signature, signing SIB would introduce a new type of DoS attack against UEs which is easier to launch by an attacker as a single bit flip on the SIB signature has the same effects as those of more sophisticated SIB modification.
On the other hand, if UE remains camped on the same cell on detection of false SIB signature (namely, ignoring the signature verification failure) and connects to the network via the cell later, there seems no need for signing the SIBs. 
It should also be noted that sophisticated MitM attacks (e.g., LTEInspector, aLTEr) do not attempt to change the content of MIB, SIBs to not be detected/identified; instead, they use the valid MIB/SIBs of the legitimate base station to attract and attack victim UEs by exploiting unprotected messages. Therefore, signing of MIB/SIBs does not mitigate such sophisticated MitM attacks.

***** END OF CHANGES *****
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