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1
Decision/action requested

Endorse the proposal to describe explicitly how the EAP method negotiation is done.
2
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3
Rationale

SA3 have agreed that slice-specific authentication will be based on the EAP framework as defined in RFC 3748 [1]. Multiple EAP methods are supported (there are 57 “Method Types” registered as in [2]). However, it is not clear how an EAP method in slice-specific authentication is selected and how it can be fitted into the slice-specific authentication procedure in the SA3’s normative work (e.g. in which step the negotiation starts and in which messages). It is thus this proposal to endorse an explicit description for the procedure of EAP method selection to avoid ambiguity and misunderstanding in stage 3 and/or implemention. A few examples below are given for information on authentication method selection: 

· TS33.501: Selection of authentication method is decribed in clause 6.1.2

· TS33.501: EAP method selection is described as in Annex B (step 4). 

· WLAN (WiFi): EAP method negotiation is handle through 802.1x (Client and AP are configured with preference amongst commonly deployed methods, e.g. EAP-MD-5, EAP-TLS, EAP-PEAP, EAP-TTLS, EAP-Fast, and Cisco LEAP)
Proposal: EAP method negotiation/selection for slice-specific authentication shall be described explicitly. 

(Note: there were comments that each DN may support only one or a limited number of EAP methods. It could be configured in the UDM, together with other subscription data. If the group prefer/adopt this approach, it should be stated clearly in the spec)
4
Detailed proposal

It is proposed to endorse the following proposal: 

· How an EAP method is selected for slice-specific authentication shall be described explicitly 
