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1
Decision/action requested

CT1 contribution submitted to CT1#119 on Analysis of SEAL is provided in SA3 for information.
2
Rationale

For information to the SA3, on the details of the SEAL as specified in TS 23.434, the CT1 contribution (C1- 194516: “Analysis and approach to CT aspects of SEAL”) which briefly analyses the work done by SA6 WG (clause “Analysis of SEAL specification developed by SA6”), is provided as it is below. 
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Introduction

The Rel-16 stage-2 normative work for Service Enabler Architecture Layer (SEAL) for verticals [SP-181141], specified in 3GPP TS 23.434 is now 100% complete. SA#84 has approved 3GPP TS 23.434. Stage-3 protocol aspects and related APIs of SEAL need to be specified by CT WGs.
This paper briefly analyses the work done by SA6 WG, and presents different approaches for specifying the stage-3 aspects. 
Analysis of SEAL specification developed by SA6

Figure 1 below illustrates the generic on-network functional model of SEAL as specified in TS 23.434.
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Figure 1: Generic on-network functional model
Stage-2 specifies following generic functional entities:

· SEAL client(s): provides the client side functionalities corresponding to the specific SEAL services. Further, it serves the VAL client(s) on the UE or can interact with other SEAL clients.

· SEAL server(s): provides the server side functionalities corresponding to the specific SEAL service. Further, it acts as CAPIF's API exposing function and supports interactions with other SEAL servers.

VAL client(s) and VAL server(s) are specific to verticals and not in scope of SEAL work.
Stage-2 specifies following generic reference points:

· SEAL-UU: SEAL client(s) communicates with SEAL server(s) over the SEAL-UU reference points.
· SEAL-C: The SEAL client(s) provides the service enabler layer support functions to the VAL client(s) over SEAL-C reference points. 
· SEAL-S: The VAL server(s) communicate with the SEAL server(s) over the SEAL-S reference points.

Stage-2 specifies procedures and APIs for following SEAL services:
· Location Management (LM);

· Group Management (GM);

· Configuration Management (CM);

· Identity management (IM);

· Key management (KM); and 
· Network Resource Management (NRM). 

Stage-2 procedures for the above listed SEAL services leverage the Common Function Architecture (CFA) of Mission Critical Services, 3GPP TS 23.280.
NOTE: SA3 is expected to specify security aspects of SEAL services.

Work in CT1

CT1 working group requires to define the control plane protocol for the procedures defined for above mentioned SEAL services, over the SEAL-UU, SEAL-S, SEAL-X and VAL-UDB interfaces.
Approaches for organizing CT1 specification for SEAL
The discussion paper proposes to have single specification based on existing procedures (LM, GM, CM, IM, KM and NRM) specified in Mission Critical Services specifications. The discussion paper suggests different proposals which can be followed to provide protocol specification for SEAL. 
Proposal#1: Take applicable clauses defined in stage-3 MC specifications into a new SEAL specification and modify appropriately for SEAL services.
Pros: 

1) SEAL specification will be self-sufficient and will align to stage-2 SEAL work.
2) Any vertical app can use SEAL specification for common services without referring to MC service specifications.
Cons:

1) Specification development will require more efforts.
2) SEAL and MC specifications need continuous alignment.

Proposal#2: Profile MC Specifications to define SEAL specification, that is SEAL specification includes appropriate references to MC specifications where applicable. 
Pros:
1) Specification development will require less efforts.

Cons:

1) Any vertical specification, which uses SEAL services, will also be dependent on MC specifications.

In both approaches, SEAL specification need to specify procedures that are not available in MC specifications. 

Work in CT3

CT3 working group requires to define the APIs for the procedures defined for above mentioned SEAL services, over the SEAL-S interface. These APIs will be documented in a new CT3 specification.

Conclusion

Considering its benefits, the author recommends to follow proposal#1 for defining CT1 aspects of SEAL and request CT1 group to discuss and endorse the proposal. 
The author of this paper also provides a work item description (WID) proposal to carry out the CT aspects of SEAL for Rel-16. The WID proposal can be found in C1-194479 and takes into account the information provided by this paper.
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