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1
Decision/action requested

This contribution proposes to capture the changes for SUCI privacy for SNPNs in the NPN draft CR 
2
References

[1]
Draft CR on NPN security
3
Rationale

When accessing SNPNs, it is not mandatory to have a USIM and hence the SUCI calculation text cannot be used as is for this use case. It is proposed to capture this in the NPN security annex.
Also, SNPN operators will need to take care of the privacy of permanent identities in the EAP signalling for non-AKA authentication methods. This is covered in Annex B for EAP-TLS and it is proposed to refer to this text in the NPN security Annex.

4
Detailed proposal

It is proposed that SA3 approved the below pCR for inclusion in the TR [1].
**** START OF CHANGES ****

Z.Y
SUPI privacy for standalone non-public networks
The UE shall support SUPI privacy as defined in clause 6.12 with the following exception. When using an authentication method other than 5G AKA or EAP-AKA', the location of the functionality related to SUPI privacy in the UE is out of scope. 
Furthermore, the privacy considerations for EAP TLS (given in Annex B.2.1.2) should be taken into account when using an authentication method other than 5G AKA or EAP-AKA'.  
**** END OF CHANGES ****

