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	URLLC services needs to be introduced into TS 33.501 in Rel-16. 

This contribution introduces the requirements for security policy aspects used for redundant user plane paths using Dual Connectivity for URLLC services.

	
	

	Summary of change:
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**** START OF CHANGES ****
Annex X (normative): Security for URLLC services 
X.x
Security support on redundant transmission
X.x.1   Redundant User Plane Paths based on Dual Connectivity

X.x.1.x
Security policy aspects

When Dual Connectivity is used for redundant transmission, both of the two PDU sessions are initially established via the MN. The SMF(s) shall provide a UP security policy for each of the two PDU sessions to the MN during the PDU sessions establishment procedure as described in clause 6.6.1.
The UP security policy for the two PDU Sessions used for redundant data transmission should have the same setting for encryption and for integrity protection, if possible. If the SMF recognizes that one of the two UP security policies do not have the same security setting as the other one, then the SMF should modify the UP security policy to make sure that the two UP security policies have the same security setting. 
**** END OF CHANGES ****
