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1
Decision/action requested

Approve conclusion of KI#9 of TR 33.807.
2
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Rationale

Key issue #9 (User plane security for 5G-RG or FN-RG to 5GC) of the study in TR 33.807, [1], has no suggested solution. However, the key issue overlaps with other key issues (KI#3, KI#4) of the same TR. 
Key issue #9 captures the following security requirements:

-  The user plane of a FN-RG or a 5G-RG to the 5GC shall provide a level of user plane security that is at least equal to the level provided to a UE connected via a gNB;

- The solution for user plane protection shall be compatible with local regulations.

Related interfaces in need of user plane security are:

· FN-RG – W-5GAN (covered by KI#4, which is within BBF scope)

· 5G-RG -- W-5GAN (not covered by any KI, but within BBF scope)

· W-5GAN – 5GC (covered by KI#3)

Since KI#3 and KI#4 are already concluded, there should be no need for any further solutions on KI#9. 
4
Detailed proposal

********START OF CHANGES********
7.9 Conclusion on KI #9
KI#9 overlaps with other key issues. The related interfaces in need of user plane security are:

· FN-RG – W-5GAN (covered by KI#4, which is within BBF scope)

· 5G-RG – W-5GAN (not covered by any KI, but within BBF scope)
· W-5GAN – 5GC (covered by KI#3 which is concluded to be addressed by Solution #8)

No separate solution is needed for KI#9. 
********END OF CHANGES********
