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1
Decision/action requested

This document proposes the conclusion of AKMA architecture and authentication procedures. SA3 is kindly requested to approve this doc.
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Rationale

Currently most of the solutions in TR 33.835 [1] have been completed and evaluated. The AKMA study has progressed to a point where drawing conclusions becomes necessary. Based on the skeleton of clause 7 in TR 33.835 [1], the conclusion on AKMA architecture and authentication procedure has to be drawn first, so that other key issues depending on this conclusion can be solved accordingly.

Based on the discussion paper S3-192675, the following conclusion is proposed.
4
Detailed proposal

7. Evaluation and conclusion
7.1 Evaluation and conclusion on architecture and authentication procedures

1. It’s recommended to use the idea of solution #15, #19 and #23 of implicit bootstapping as the basis of AKMA authentication procedure. In details, reusing KAUSF（as described in solution #19, #23 and the child option in solution #15）is recommended to be the basis of normative work.
2. It’s recommended to use the AKMA architecture introduced in solution #2 and solution #19 and solution #23. The decision of the realization of the AKMA anchor function (AUSF or NEF or a new NF) will be done in the normative work.
