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1	Decision/action requested
This contribution proposes an evaluation text for solution #14: Shared key based MIB/SIB protection
2	References
[1]	 TR 33.809
3	Rationale
This paper proposes an evaluation text for the solution #14.
Even though this contribution was not agreed in the SA3 #95-bis meeting, we still believe the evaluation is technically correct.
4	Detailed proposal
It is proposed that SA3 approve the below pCR for inclusion in the TR 33.809 [1].

***** START OF FIRST CHANGES *****
[bookmark: _Toc8588152][bookmark: _Toc8588010][bookmark: _Toc8390271]6.14.3 	Evaluation
TBD
This solution fulfils the potential security requirement of the KI #2 when the UE is in the RRC-Connected state.
This solution does not filful the potential security requirement of the KI #2 when the UE is in the RRC-Idle or the RRC-Inactive state.
Editor’s Note: How to protect the MIB/SIBs when AS security is not supported is FFS. 

***** END OF FIRST CHANGES *****


