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	Confidentiality, integrity and replay protection is mandatory for Inter-PLMN GTP-U communication on the N9 interface. TS 33.501 is updated with normative text for this requirement.
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	Other comments:
	


**** START OF CHANGES ****
9.9
Security mechanisms for non-SBA interfaces internal to the 5GC and between PLMNs
Non-SBA interfaces internal to the 5G Core such as N4 and N9 can be used to transport signalling data as well as privacy sensitive material, such as user and subscription data, or other parameters, such as security keys. Therefore, confidentiality and integrity protection are required.
For roaming interfaces between PLMNs, except for N32, confidentiality and integrity protection are required.
For the protection of the above mentioned internal and roaming interfaces, NDS/IP shall be used as specified in [3], unless security is provided by other means, e.g. physical security. A SEG may be used to terminate the NDS/IP IPsec tunnels.
**** END OF CHANGES ****
�To be updated with the new N9 Security WID





