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**** START OF CHANGES ****
X.1
General
This clause specifies the optional-to-use slice-specific authentication between a UE and an AAA server (AAA-S). Slice-specific authentication uses a User ID and credentials, different from the 3GPP subscription credentials (e.g. SUPI and credentials used for PLMN access) and takes place after the primary authentication.
The EAP framework specified in RFC 3748 [27] shall be used for slice-specific authenticaiton between the UE and the AAA server. The SEAF/AMF shall perform the role of the EAP Authenticator. Various EAP methods are supported.   
Between the UE and the AMF, EAP messages shall be sent in the NAS message over N1.
The AAA server may reside within the PLMN or outside the PLMN. 
**** END OF CHANGES ****

