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1
Decision/action requested

Evaluation on solution #2 and conclusion to key issue #3.
2
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3
Rationale

This paper adds an evaluation of solution #2: Retaining AS security keys for redundant data transmission in user plane. 


This paper adds also a conclusion to key issue #6 and recommends solution #2 to resolve key issue #6 in TR 33.825 [1].
4
Detailed proposal

It is proposed to approve this pCR to be included in the SA3 TR 33.825 [1]. 

**** BEGIN CHANGES ***

6.2
Solution #2: Retaining AS security keys for redundant data transmission in user plane 

6.2.1
Introduction

This solution address Key Issue #X: Retaining AS security keys for redundant data transmission in user plane 

6.2.2
Solution details

The flexibility to retain or to change the AS security keys in the gNB in intra-gNB handover i.e. between cells belonging to the same gNB, was introduced in 5G system in TS 33.501 [xx] Rel-15. 

It is proposed to re-use the existing solution in 5G Rel-15 (about the policy for controlling) when to to retain or change AS keys in gNB when URLLC services are used.

6.2.3
Evaluation
The proposed solution fulfils the potential security requirements given in the related key issue.
7
Conclusions

Editor’s Note: This clause contains the agreed conclusions.

7.x
Key Issue #6: Retaining AS security keys for redundant data transmission in user plane
Solution 2 is recommended for normative work in order to retain AS security keys for redundant data transmission in user plane.

**** END CHANGES ***

