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	According to the security requirements in clause 4, the transport of messages over the CAPIF-1 and CAPIF-2 reference points shall be integrity protected, protected from replay attacks and confidentiality protected. 
There is one sentence in the security procedures for CAPIF-1 reference point: If domain administrator chooses to apply security protections in CAPIF-1 reference point, the procedure in subclause 6.3 of the present document shall be used. It means there is one case that domain administrator can choose to not apply any security protections. This does not meet the security requirements. 
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*************** Start of Change 1 ****************
6.2
Security procedures for CAPIF-1 reference point 

TLS shall be used to provide integrity protection, replay protection and confidentiality protection. The support of TLS is mandatory and optional to use based on the domain administrator's policy to protect interfaces within the trusted domain.

The procedure in subclause 6.3 of the present document shall be used unless the security of CAPIF-1 reference point is provided by other means.
*************** End of Change 1 **************
*************** Start of Change 2 ****************
6.4
Security procedures for CAPIF-2 reference point 

TLS shall be used to provide integrity protection, replay protection and confidentiality protection. The support of TLS is mandatory and optional to use based on the domain administrator's policy to protect interfaces within the trusted domain.

The procedure in subclause 6.5 of the present document shall be used unless the security of CAPIF-2 reference point is provided by other means.
If the domain administrator's policy to authorize the API invoker's service API invocation requests is set, the API invoker's authorization shall be performed according to the authorization mechanisms specified for CAPIF-2e reference point in subclause 6.5 of the present document.

*************** End of Change 2 **************
