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1
Decision/action requested

Approve removal of the EN in clause 13.2 – Application layer security
2
References

 [S3-181937]
Draft CR on Application layer security
3
Rationale

The all-encompassing Editor’s Note in 13.2 – Application layer security on the N32 interface, identifies different key issues that need to be resolved for implementing Application layer security on the N32. Significant progress has been made in identifying solutions for number of those key issues. The draft CR, S3-181937, presented in SA3#91Bis, documents these solutions. 

This pCR proposes to cleanup the ENs at the top of 13.2 in accordance with our current understanding of the various solutions proposed, discussed and agreed for achieving Application layer security on the N32 interface.
NOTE: Protection of Multipart HTTP messages is still an open issue. S3-18abcd has a separate EN to sync up with CT4 once their solution for protection of binary part in the multipart HTTP message is available.

4
Detailed proposal

**** Begin of  changes ***
13.2
Application layer security on the N32 interface 


Editor's Note: This sub-clause is to include solutions satisfying the requirements on e2e security in clause 5.6. It is ffs whether the work performed by GSMA FASG DESS on e2e security for selected DIAMETER AVPs can be somehow utilized here. It is to also take into account solutions 10.1 and 10.2 in clause 5.10.4 of TR 33.899. When the solution(s) involve a Public Key Infrastructure then details of the use of the PKI are to be provided, e.g. by reference to TS 33.310. 
**** End of  changes ***
