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**** START OF CHANGES ****
6.3.2.2
Multiple registrations in the same PLMN

When the UE is registered in the same AMF in the same PLMN serving network over both 3GPP and non-3GPP accesses, the UE shall establish two NAS connections with the network. Upon receiving the registration request message, the AMF should check whether the UE is authenticated by the network. The AMF may decide to skip a new authentication run in case there is an available 5G security context for this UE by means of 5G-GUTI, e.g. when the UE successfully registered to 3GPP access, if the UE registers to the same AMF via non-3GPP access, the AMF can decide not to run a new authentication if it has an available security context to use. In this case, the UE shall directly take into use the available common 5G NAS security context and use it to protect the registration over the non-3GPP access. The AMF and the UE shall establish a common NAS security context consisting of a single set of NAS keys and algorithm at the time of first registration over any access. The AMF and the UE shall also include parameters specific to each NAS connection in the common NAS security context. The connection specific parameters are specified in clause 6.4.2.2 of the present document. 

If the target AMF decides to use a new key KAMF received from source AMF due to  N2 based mobility via 3GPP access, the target AMF and the UE shall generate a new KN3IWF with the new KAMF and the most recent uplink NAS COUNT associated with the non-3GPP access. NGAP procedures are used between the N3IWF and the AMF, as specified in TS 29.413. The AMF shall send the NGAP UE Context Modification message including a KN3IWF key change indication and the new KN3IWF to the N3IWF. When the N3IWF receives the key update indation and the new KN3IWF, it shall send the uplink NAS  COUNT received from the AMF to derivate the new KN3IWF to the UE via IKE Information exchange message. The UE and the AMF shall derive the new KN3IWF as described in Annex A.9.  
**** END OF CHANGES ****

