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1
Decision/action requested

This contribution discusses about how to specify ng-eNB security in TS 33.501
2
References
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TS 33.501: “Security architecture and procedures for 5G system”
3
Rationale

ng-eNB is a part of 5G RAN and some security requirements and key derivation for ng-eNB are currently specified in TS 33.501 [1]. However, there are missing details on the ng-eNB related security procedures which should be specified in TS 33.501.  
In general, ng-eNB supports N2/3 and Xn interfaces when it is connected to 5GC, hence we can expect ng-eNB should support mostly the same security procedures as gNB. However, there are some differences between ng-eNB and gNB in terms of key derivation and usage, which should be captured clearly in the specification. 
There might be two ways to specify such difference: (1) by specifying the differences wherever needed in the existing current specification; or (2) by creating a new subclause about security handling at the ng-eNB. 

We provide an example of the first option in the attachment to initiate a discussion.
4
Detailed proposal

It is proposed that SA3 discuss the attached sample CR (S3-181331_att) and decide how to specify the ng-eNB security in TS 33.501.
