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******************* START OF CR *******************************************
6.7.1a
Key handling for AMF change during multiple registrations in same PLMN
In case UE has active NAS connection in a PLMN over non-3GPP access, when UE registers via the same PLMN over 3GPP access, the AMF may change as described in TS 23.501 [2] clause 5.3.2.4. In this case, NAS aspects that need to be considered for key handling are the possible KAMF change and the possible NAS algorithm change. If KAMF and/or NAS algorithm changed, new NAS keys shall be derived as described in clause 6.9.2.1.2. In case the target AMF decides to use the changed KAMF and/or to use NAS algorithms different from the ones used by the source AMF, the target AMF shall provide needed parameters to the UE as described in Clause 6.9.3 (i.e., using NAS SMC). If the target AMF decides not to use the changed KAMF, it shall initiate a primary authentication procedure as described in clause 6.1. 
******************* END OF CR *******************************************
