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1	Decision/action requested
This contribution proposes a new key issue on the isolation degree.
2	References
[1]	3GPP TS28.530 V0.4.0 (2017-12) Management of network slicing in mobile networks; Concepts, use cases and requirement
3	Rationale					
Network slicing is a key feature for 5G where logical networks/partitions are created, with appropriate isolation, resources and optimized topology to serve a purpose or communication service customers. It has been specified in [1] that depending on the different service types, e.g. eMBB, uRLLC, mIoT, different network slice may have different degree of isolation requirement. It should be the responsibility of SA3 to define the degree of isolation. 
4	Detailed proposal					

pCR
***	BEGIN CHANGES	***
[bookmark: _Toc467658320][bookmark: _Toc494269863][bookmark: _Toc352074857][bookmark: _Toc494269864]5	Key issues
5.X	Key Issue #X: Degree of isolation
[bookmark: _Toc352074858][bookmark: _Toc494269865]5.X.1	Key issue details
Network slicing is a key feature for 5G where logical networks/partitions are created, with appropriate isolation, resources and optimized topology to serve a purpose or communication service customers. 5G system with network slicing is expected to provide optimized support for a variety of different communication services. For example, the communication services using network slicing may include V2X services, 5G seamless eMBB service with FMC, and massive IoT connections. It has been specified in [2] that depending on the service type, e.g. eMBB, URLLC, mIoT etc,  different service types may include different network slice related requirements, for instance:
- Area traffic capacity requirement
- Coverage area requirement
- End-to-end latency requirement
- Degree of isolation requirement
However, the degree of isolation needs to be properly defined and standardized. It is thus the objective of this key issue. Isolation may include resource isolation as well as security isolation. Resource isolation may consider the segamentation of computing, storage and network resources. Security isolation may consider separation of network functions for security procedure or signalling or data traffic isolation of network functions shared by different slices. In order to define the degree of isolation, different isolation strength in resource isolation or security isolation may need to be considered and analyzed. 
Note: The degree of isolation may also need to consider vitualization of NFV platform. Although NFV work is within the purview of other SDO, e.g. ETSI, coordination may be needed when defining the term.  
[bookmark: _Toc352074859][bookmark: _Toc494269866]5.X.2	Security threats		
Different mobile operators may offer different communication services and have different understanding on the degree of isolation. If the degree of isolation is not standardized, a communication service customer may not receive a consistent service, expecially in the scenarios that multiple operators are involved. 
In addition, an end-to-end network slice instance may contain different parts, e.g. AN part or CN part that provided by different providers. Without a consistent definition, a certain level of security required by a communication customer may not be guaranteed. 

[bookmark: _Toc352074860][bookmark: _Toc494269867]5.X.3	Potential Security requirements		
Editor's Note: The Degree of isolation shall be defined. The definition shall take into consideration different parts of different parts of a network slice instance, e.g. CN part, AN part, and Transport Network part etc. It should also take into account the effects of the virtualization platform and/or the virtualized network functions. 

***	END OF CHANGES	***

