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1
Decision/action requested

Approve the pCR below
2

Rationale

This contribution proposes to merge two SIDF requirements into one.
3
Detailed proposal
*** BEGIN CHANGES ***
6.12.5
Subscription identifier de-concealing function (SIDF)

SIDF is responsible for de-concealing the SUPI from the SUCI. SIDF shall be located in the UDM. VPLMN’s NFs (e.g. AMF or SEAF) shall route the registration request to the HPLMN according to the SUCI’s home network identifier (e.g., MCC or MNC). HPLMN’s NFs (e.g. AMF, SEAF, AUSF or some other intermediate nodes between the AMF and the UDM instance) may use the SUCI’s extended home network identifier to route the registration request to the target UDM instance in which the SIDF is located. The SUCI’s extended home network identifier as an optional data field is specified and used by the HPLMN. The NF discovery may be performed locally in the NFs or in the NRF. The private key used to de-conceal a SUCI is provided by the ARPF.
When a SUCI is passed to the SIDF, the SIDF shall perform the following:

1
The SIDF shall determine the protection scheme, protection scheme profile and home network private key using the SUCI’s protection scheme identifier, protection scheme profile identifier and home network public key identifier respectively.

2
The SIDF decrypts protection scheme-output according to the protection scheme, protection scheme profile and home network private key.

3
If decryption is successful, the SIDF shall reconstruct the SUPI using the SUCI’s home network identifier (i.e. MCC and MNC) and the MSIN obtained in step 2, and then returns the SUPI, otherwise it shall return an error.

*** END OF CHANGES ***

