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1. Overall Description
ETSI TC SCP thanks 3GPP TSG SA WG6 for their LS SCP(17)000165 (S6-171490) on providing SIP identities to access a partner MC system  and would like to provide the following answer:
ETSI TC SCP provides platforms in order to secure the storage and the execution of the UICC applications such as USIM and ISIM. The decision where to store and execute 3GPP UICC applications (USIM and ISIM) is within the responsibility of 3GPP. From the security perspective of ETSI TC SCP, storage and execution outside of the secure element will decrease the security of applications as a separate hardware based secure element provides a tamper resistant secure execution environment.
The UICC as well as the new SSP enable to support multiple applications.
ETSI TC SCP would like to inform 3GPP TSG SA WG6 that the following secure elements are maintained or under development: (e)UICC and SSP.
2. Actions: 
To 3GPP TSG SA WG6: ETSI TC SCP kindly asks 3GPP TSG SA WG6 to take the above information into account and, if more information is required from ETSI TC SCP, provide a more detailed description of the use case.
3. Date of Next ETSI TC SCP Meetings:

ETSI TC SCP #82
08– 09 February 2017, tbd (Europe)
