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1
Decision/action requested

It is requested to approve the proposals.
2
References

[1]
33.501 v0.2.0
3
Rationale

This contribution proposes some editoral revisions on Primary authentication and key agreement in [1]:
1. The abbreviation of SEAF and corresponding NOTE are added.

2. A figure of 5G-AIR message is added for clarity and completeness.
4
Detailed proposal

Changes are proposed below.
***
BEGIN FIRST CHANGES
***

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

<ACRONYM>
<Explanation>

5GC
5G Core Network
5G-AN
5G Access Network

5G-RAN
5G Radio Access Network 

AMF
Access and Mobility Management Function

AMF
Authentication Management Field

NOTE 1:
If it is not clear from the context, which meaning the acronym AMF has, it is spelled out. 

IKE
Internet Key Exchange

NAS
Non Access Stratum 

QoS
Quality of Service 
SEAF
Security Anchor Function
NOTE 2:
In the present release of this specification, the SEAF is co-located with the AMF.
SEG
Security Gateway

UE
User Equipment

UPF
User Plane Function
***
END OF FIRST CHANGES
***

***
BEGIN SECOND CHANGES
***

6.1.2
Initiation of authentication

The SEAF may initiate an authentication with the UE at any time, according to the SEAF's policy. 

The SEAF shall send an Authentication Initiation Request (5G-AIR) to the AUSF, cf. Fig. 6.1.2-1, whenever the SEAF wishes to initiate an authentication with the UE with the following exception: 

-
The SEAF does not need to send a 5G-AIR if it has an authentication vector for EPS AKA* available and wishes to initiate an authentication with the UE over 3GPP access. 

Editor's Note: It is ffs whether more than one authentication vector is allowed to be sent to the SEAF at a time. 

NOTE: In EPS, the acronym AIR stands for Authentication Information Request.

The 5G-AIR shall contain a subscriber identifier, from which the AUSF can derive the UE's subscriber permanent identifier (SUPI), as defined in TS 23.501 [2].

Editor's Note: Depending on the decisions on security area #7 in TR 33.899, the subscriber identifier contained in the 5G-AIR may be a concealed SUPI, e.g. in the form of a pseudonym or a public-key encrypted SUPI. Furthermore, the subscriber identifier may be in the form of a NAI, depending on the decisions in SA2, CT1, and CT4. It is also ffs how the AUSF can determine whether the SUPI is in cleartext or in concealed form. 

The 5G-AIR shall furthermore contain an indication of whether the authentication is meant for 3GPP access or non-3GPP access. The 5G-AIR shall also contain the serving network name, as defined in clause 6.1.1.3.

Upon receiving the 5G-AIR, the AUSF shall determine the SUPI from the subscriber identifier in the 5G-AIR and select the authentication method based on local policy.

NOTE: The local policy for the selection of the authentication method does not need to be on a per-UE basis, but can be the same for all UEs. The AUSF is limited in selecting the authentication methods in as far as EPS AKA* can only be selected for 3GPP access.

After selecting the authentication method, the AUSF starts the authentication procedure for the selected method, according to clause 6.1.3.  
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Fig. 6.1.2-1 Authentication Initiation Request for 5G
***
END OF SECOND CHANGES
***
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