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1
Decision/action requested

This contribution proposes to add a list of references to TR 33.811
2
References

 [1]
3GPP SP-170636, "New SID on security aspect of 5G Network Slicing Management" 
3
        Rationale





A list of references appeared in the approved SID [1] that are expected to be referred in this study should be added in the Reference section. 

4
Detailed proposal
pCR

***
BEGIN CHANGES
***

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1] 3GPP TS28.530: "Management of network slicing in mobile networks; Concepts, use cases and requirements".
[2] 3GPP TS28.531: "Provisioning of network slicing for 5G networks and services".
[3] 3GPP TR33.899: "Study on Architecture and Security for Next Generation System (FS_NSA) ".
[4] 3GPP TR23.799: "Study on Architecture and Security for Next Generation System (FS_NextGen)".
[5] 3GPP TS22.261: "Service requirements for the 5G system".

[6] 3GPP TR23.722: "Study on Common API Framework for 3GPP Northbound APIs (FS_CAPIF)".

[7]3GPP TR28.801: “Study on management and orchestration of network slicing for next generation network (FS_MONETS)”.
***
END OF CHANGES
***
