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1	Decision/action requested
This contribution adds questions and interim agreements for key issue #8.3: Security on UEs' access to slices
2	References
N/A
3	Rationale
This contribution proposes a list of questions that may lead to interim agreements, addressing key issue #8.3: Security on UEs’ access to slices, for TR33.899. 
4	Detailed proposal
It is proposed to introduce the following changes to the TR 33.899.
* * * Start of changes * * * *
[bookmark: _Toc475606799][bookmark: _Toc475608273][bookmark: _Toc476247599][bookmark: _Toc476327569]E.8 	Questions and Interim Agreements for security area #8
E.8.3	Questions and Interim Agreements for Security on UEs’ access to slices
E.8.3.x   Shall UE authentication be supported in slices?
E.8.3.x.1 Description of Question
This question addresses whether UE authentication should be supported in slices in addition to the primary authentication performed outside of slices.
E.8.3.x.2 Interim Agreement
UE authentication in slices is mandatory to support and optional to use. It is used for establishing a PDU session for an UE in a slice instance. In case UE authentication in a slice instance is required, an UE can establish a PDU session only after it passed the authentication in the slice instance.
E.8.3.y   Howl UEs being authenticated in slices?
E.8.3.y.1 Description of Question
This question addresses what methods shall be supported for UE authentication in slices..
E.8.3.y.2 Interim Agreement
Secondary authentication mechanism shall be used for UE authentication in slices.
* * * End of Changes * * * 


