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1
Decision/action requested

This solution for TS 33.880 provides an evaluation of the application signalling protection solutions
2
References

(Reference - in list form - should be made to previous related SA5/3GPP/etc. documents.)

(For changes against a draft TS/TR, a pseudo CR - a.k.a. pCR - will be provided using this Tdoc template. In this case, the number, name and version of the draft TS/TR used as base must be provided and the version must be the latest available version of the draft TS/TR.)

3
Rationale

There are currently no evaluation of the application signalling protection solutions. An evaluation is proposed which recommends that 
4
Detailed proposal

(For pseudo CR, include the complete clause(s) or subclause(s) of the latest draft TS/TR to be modified, with clear clause and sub-clause headings included and all modifications shown with revision marks, unambiguously showing where the changes shall be made or inserted in the draft TS/TR. It is not sufficient to just state, for example, “add the following text to the draft TS/TR…”.)

**************New Text***************

8.5 
Evaluation of Solution #1.4: Encryption of entire XML signalling content

Supporting encryption of the entire XML signalling content will make the application signalling solution more usable in real terms, meaning that it is more likely that application signalling will be protected. This will ensure the requirements around the protection of signalling are met.

It is therefore proposed that solution #1.4 be supported within TS 33.180. 

**************End of New Text***************

