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1
Decision/action requested

It is requested to discuss and approve the proposals.
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3
Rationale

There is a need for conclusion and interim agreements for the whole key issue #4.11.

While discussing the interim agreement, it should be noted that SA3 had got an LS on this issue from RAN2 [1] and SA3 agreed that there is no need to change key at every handover when PDCP anchor point is not changed, and if keystreams are not reused [2].
4
Detailed proposal

Changes are proposed below.
***
BEGIN CHANGES
***

5.4.5
Conclusions 
5.4.5.a
Flexibility to retain or to change AS security keys (Key issue #4.11)
For key issue #4.11 " Flexibility to retain or to change AS security keys ", there is a proposed solution, i.e., #4.z
. The solution, while allowing the network to retain or change AS security keys, also prevents potentially poor policy/ implementation at the network side by putting a check at the UE side.
***
NEXT CHANGES
***

E.x.c 
Questions and interim agreements for key issue #4.11
E.x.c.1
Flexibility of retaining or changing AS security keys during HO 
E.x.c.1.1
Description of question

Should flexibility of retaining or changing AS security keys during HO be addressed in Phase I?
E.x.c.1.2
Interim agreement

Yes. It is agreed that Solution #4.z
 is taken as basis for normative work in Phase I.

***
END OF CHANGES
***
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