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1	Decision/action requested
In this contribution, we propose that key sharing among different access technologies shall be standardized in the Phase 1 of 5G. 
2	References

3	Rationale
Unified authentication framework for different access technologies have been studied by both SA2 and SA3. Now it is almost agreed that, for different access technologies, same set of authentication functions, e.g. UDM, AUSF, and AMF will be defined for next generation system. Optimization of authentication procedure based on the unfied authentication framework has been studied in serveral solutions, e.g. solution#1.4, #1.8, #1.33, #2.9, and #3.3 etc.  All these solutions indicate that session keys are shared among different access technologies. Therefore, in this proposal, we suggest that next generation system, key sharing among different access technologies shall be supported.   
4	Detailed proposal
It is proposed to approve below pCR.
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E.3.x Questions and Agreements for Key Issue #3.4 Key Sharing among Different Access Technologies of Same UE
[bookmark: _Toc475606801][bookmark: _Toc475608275][bookmark: _Toc475609749]E.3.x.1 Questions in other clauses affecting this key issue
 KI# 1.2, KI #3.4
[bookmark: _Toc475606802][bookmark: _Toc475608276][bookmark: _Toc475609750]E.3.x.1 Support for Key Sharing among Different Access Technologies of Same UE
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Define a unified authentication framework for different access technology is the target of next generation system and same set of authentication funcations will be shared among different access technologies of same UE. Sharing keys for authentication among different access technologies has been studied in the TR. The key sharing mechanisms not only accelerate the authentication procedure, but also help the networks to reduce signalling exchanged for authentication.  
Question: shall the 5G network support key sharing among different access technology?
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Key sharing mechanism among different access technologies shall be supported, e.g. keys received for authentication of 3GPP access can be used by non-3GPP access for re-authentication.  
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