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Abstract of the contribution:

The way forward with the authentication framework was discussed at SA3 conf call#11. This pCR proposes a question for agreement. 

1. Introduction

There are authentication methods that do not establish a shared session key, e.g. CHAP or PAP. Such methods are not considered useful for primary authentication in the NG authentication framework. The text of the question below has been paraphrased from a slideset provided by Ericsson to SA3 conf call#11. The answer to the question is considered obvious. Nevertheless, it is considered useful having an explicit agreement on it recorded. 
2. pCR

All text here is new, hence no revision marks are used.

----------------------- start of pCR to TR 33.899, v060 -----------------------

X.2.1 Questions and Agreements for Key Issue #2.1 Authentication Framework

X.2.1.0 Questions in other clauses affecting this key issue

tba
X.2.1.4 Creating an anchor key through primary authentication
X.2.1.4.1 Description of Question

Question: Shall all methods in the authentication framework used for primary authentication be able to create a unified anchor key that can be used by the UE and the serving network to protect the subsequent communication? Is this anchor key unique to each access or common for all accesses? 
NOTE: This question does not affect secondary authentication. The latter may or may not use methods with key establishment.

X.2.1.4.2 Agreement

tba
----------------------- end of pCR to TR 33.899, v060 -----------------------

