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1 Introduction 

This contribution updates the section in solution #2.9 that is discussing the use of ERP with EAP framework. 
2 Proposal

It is proposed that the attached pCR towards 33.899 is approved. 
3 pCR 

***
BEGIN CHANGES
***

5.2.4.9.2.6
Fast re-authentication with ERP 
Editor's note: It is FFS if ERP is needed in addition to security anchor function. A separate evaluation for 3gpp and non-3gpp accesses would be needed. 

TR 33.821 [24] focused on evaluating EAP-AKA only, and considered the method specific fast re-authentication as one option to optimize the procedure. There has been further progress in IETF on a EAP method independent framework for re-authentication that should be further analysed from Next Generation point of view. RFC 6696 [25] specifies the EAP extension for EAP re-authentication protocol (ERP). ERP is common for all EAP based authentication methods and can be used for efficient re-authentication between the peer and EAP re-authentication server. The re-authentication server may locate in the visited network. 
Figure 5.2.4.9.2.6-1 assumes local ERP server in the visited network. In this scenario, the SCMF and SEAF are co-located in CN-CP (cf. MME), and a new node AUSF-VN (cf. AAA proxy) has been added to the VN. As a result of EAP/ERP run, there will be two keys in the visited network, the Domain-Specific Root Key (DSRK) in the AUSF-VN, and the Master Session Key (MSK1) in the SEAF (i.e. EAP authenticator). The domain specific Master Session key is taken into usage by making a EAP-Initiate exchange between the UE and the AUSF-VN (not shown in the figure). The separate ERP run serves the purpose of NG-UE and the ERP server (i.e. typically a AAA proxy) to proof the possession of the DSRK, and the delivery of domain specific master key rMSK1 to EAP/ERP authenticator. 
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Figure 5.2.4.9.2.6-1: Implicit bootstrapping of local ERP server between SEAF and AUSF-HN 
After the bootstrapping phase, ERP could be used in NextGen system to provide faster re-authentication, for example if/when the security end-point (i.e. CP-CN) in the network side is changing. In figure 5.2.4.9.2.6-2, the new CP-CN is fetching new master key (rMSK2) from AUSF-VN. Note that the old CP-CN may also forward keying material to new CP-CN, and re-authentication may not be needed. 
It is assumed that UE is in possession of the domain name of AUSF-VN/Local ERP Server before triggering the ERP exchange with the new CP-CN. The UE learns the presence of a local ER Server and its domain either as specified in RFC 6696 or through some other means outside ERP. 
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Figure 5.2.4.9.2.6-2: Re-authentication using ERP   


***
END OF CHANGES
***
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