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Abstract of the contribution: Two types of ESP security context may be not sufficient in NextGen System when connectionless mode is implemented. A new security contest type may be introduced.
1. Introduction
Connectionless mode has been defiened in SMARTER TR 22.891 for supporting short data bursts. This mode aims to no need to establish and teardown connections when small data amounts of data need to be sent. However, there are only two states in EPS security contest, which are “current” and “non-current”. A new state of security context is needed for connectionless mode.
************************************Start of changes*******************************************************
5.3.3.y
Key issue #3.y:  Security context for connectionless mode

5.3.3.y.1
Key issue details
One aim of the NextGen system is to support the services for Massive IoT devices. In SMARTER TR 22.891, a connectionless mode has been defined to support short data bursts. For supporting connectionless mode, a new type of security context may be introduced.
5.3.3.y.2
Security threats 
As this is a new feature for NexGen System, there is no security threat at this moment.
5.3.3.y.3
Potential security requirements
Tba,
