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Abstract of the contribution: This contribution contains the revised MCPTT TS 33.179 based on contributions at SA3 #82
The following pCRs have been implemented:
S3-160014, S3-160047, S3-160104, S3-160152, S3-160205, S3-160206, S3-160208, S3-160239, S3-160240, S3-160241, S3-160244, S3-160246, S3-160247, S3-160248, S3-160298, S3-160313
Notes on individual implementations:

S3-160014, S3-160205

 - Reformatting to 3GPP styles

 - Added some 'General' headings to prevent hanging paragraphs

S3-160206, S3-160208

 - Added to Annex F
S3-16239, S3-160240
 - To keep authentication together, Identity framework was put into clause 5.5.1 (as the topic is on user authentication).

 - Added an overarching title 'User Authentication'

 - Moved the User Authentication Framework to 5.5.2

 - Added detailed OpenID Flow to Aneex C. Assumed that this is 'informative' rather than 'normative'.

S3-160241

 - Added to 5.6
S3-160245

 - Added to Aneex E.6

 - Added 'MIKEY Extension Payload' to section title for clarity.

S3-160247

 - Added to Aneex E

S3-160298, S3-160313

 - Added to Section 9 to keep all application signalling protection content together.

 - Added overarching title for section 9: 'Protection of sensitive application signalling'
 - Added '(Client to Server)' to Section 9.1 for clarity

 - Many formatting fixes
Post review changes based on comments:
 - changed the word 'Section' to 'Clause'
 - changed the word 'must' to 'shall'

 - fixed two cross-references.

 - corrected implementation of S3-160240
