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Summary of MCPTT drafting meeting. SA3 are asked to formally acknowledge the items of consensus below, such that they become formal agreements. These agreements shall be the basis on which other revised and new contributions to MCPTT will be submitted for this meeting and/or future meetings.
Topic : Review and agreement of pCRs 

Meeting dicussed the 3 P-CRs 561,562 & 563 which were agreed to be produced as the result of the previous drafting session agreements.

S3-152561:- Meeting reviewed latest draft V2. Comments from Blackberry, Samsung and ALU were taken into account.

Consensus:- Version V4 was agreed as the acceptable by all persons present, for subsequent approval by SA3.

S3-152562:- Version V2 was reviewed. Wording of step A-3 was revised and reference to CSC-1 added. Further minor tweaks were discussed.

Consensus:- Version V3 was agreed as the acceptable by all persons present, for subsequent approval by SA3.

S3-152563:- Meeting discussed version V0. Meeting discussed whether the requirements text was appropriate to be added to the TS rather than the TR. It was concluded to move the text to a Normative Annex. Further wording tweaks were agreed.
Consensus:- Version V1 was agreed as the acceptable by all persons present, for subsequent approval by SA3.

Following the review of 561,562,563 and meeting also reviewed pCR 528 which was outstanding from MCPTT discussion in main SA3 meeting.

S3-152528:- Various changes discussed including an agreement that CESG and SAMSUNG would ensure alignment for http-1 reference point description across contributions to SA3#81.

Concensus:- Version V2 was agreed as the acceptable to all present, for subsequent approval by SA3.

Topic :- OpenID Connect

Motorola (Adam) led a whiteboard session on using OpenID Connect as the basis for the Framework approach agreed at the previous drafting session. OpenID Connect builds onto top of standard OAuth 2.0.

Image below shows basis of whiteboard discussion.
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Meeting discussed the need for at least 1 authentication scheme which must be supported by all UEs and IDMS. 

Consensus:- For R13, only a common password based authentication solution will be supported.

Censensus:- Meeting agreed that OpenID Connect will be used as the basis for the MCPTT Authentication Framework (subject to blackberry comment below).
Consensus:- TS must include at least 1 example password flow.
Consensus:- In order to allow for extensiblity in R14 onwards, the Auth Req (as per image above) shall contain reserved fields in R13 for “Future Capability Indication” by UEs to the IDMS.

· This reserved namespace must allow for both future standardised and prioritary capability indication.

Blackberry indicated that their agreement to Framework Step A & B based on OpenID Connect is conditional on a “sensible” method & format / binding for tokens in Step C being agreed.

Topic:- Future Work between now and SA3#82.

Meeting agreed that a conference call must be scheduled to progress work on Step C User Authentication to MCPTT server.

Concensus:- Call to be held by 11th December 2015 and delegates are requested to provide detailed Contributions which can be used as the basis for discussion on the call.


