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Abstract of the contribution: This contribution provides a scope for the MCPTT TS
This contribution provides a scope for the MCPTT TS. As in the study phase, the words 'some security features may not be applicabe to MCPTT for commercial purposes.' has been added to the scope.
**********BEGINNING OF CHANGE****************
1
Scope


The present document specifies the security architecture, procedures and information flows needed to protect the mission critical push to talk (MCPTT) service. The architecture includes mechanisms for authentication, protection of MCPTT signalling and protection of MCPTT media. Security for both MCPTT group calls and MCPTT private calls operating in on-network and off-network modes of operation is specified.

The functional architecture for MCPTT is defined in 3GPP TS 22.179 [2], the corresponding service requirements are defined in 3GPP TS 23.179 [3].
The MCPTT service can be used for public safety applications and also for general commercial applications e.g. utility companies and railways. As the security model is based on the public safety environment, some security features may not be applicable to MCPTT for commercial purposes.
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]
3GPP TS 23.179: "Functional architecture and information flows to support mission critical communication services".
[3]
3GPP TS 22.179: "Mission Critical Push To Talk (MCPTT) over LTE".
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