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Abstract of the contribution: this pseudo-CR proposes to modify the clause on IMS authentication in TR 33.879 in order to be compliant with 3GPP TS 33.203 
1. Discussion
Within the scope of MCPTT over LTE, SA3 distinguishes MCPTT UE authentication from MCPTT User authentication. 

A MCPTT UE is a LTE UE. Consequently, when there is MCPTT UE authentication to access MCPTT IMS service, administrated by the Operator or by the PS Agency, the IMS AKA authentication method shall be the only authentication method to be performed to get MCPTT IMS access, as specified in 3GPP TS 33.203. 

 SIP Digest or Trusted Node Authentication (TNA) are IMS authentication methods defined for non-3GPP devices, which are not allowed for 3GPP UE as stated in TS 33.203. 

Clause 7.1.3 of TR 33.879 allows the use of SIP Digest and TNA as IMS authentication methods for MCPTT UE to access IMS. 

Consequently, the next clause proposes a pseudo-CR to modify the section 7.1.3 of TR 33.879 to be compliant with TS 33.203. 

This pseudo-CR does not challenge the use of SIP Digest for MCPTT User authentication as currently described in TR 33.879 clause 7.1.4.

2. Proposal: pseudo-CR to 3GPP TR 33.879 v0.2.0
7.1.3 IMS Authentication

IMS authentication between MCPTT UE and IMS shall be performed as specified in TS 33.203 [9]. 

