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4
Overview of Mission Critical Push-to-Talk

Editor’s note: This clause will contain some brief background on MCPTT. It may also contain SA2/SA6 agreed architecture for MCPTT. The exact contents are FFS with the below headings suggested as possibilities.

4.1
Introduction

The Push To Talk service provides a method by which two or more users may engage in communication. MCPTT Service builds on the existing 3GPP transport communication mechanisms provided by the EPS architecture to establish, maintain, and terminate the actual communication path(s) among the users.
MCPTT can make use of capabilities included in Group Communications System Enablers for LTE (GCSE_LTE) and Proximity Services (ProSe), with additional requirements specific to the MCPTT Service. The MCPTT Service can be used for public safety applications and also for general commercial applications.

4.2
Architecture

4.2.1
General

The full MCPTT architecture is described in TS 23.179 [xx]. This section summarises the various elements of the MCPTT architecture. The functional model for the support of MCPTT is defined as a series of planes to allow for the breakdown of the architectural description. The following planes are identified:

-
Application plane. 

-
Signalling control plane. 



Furthermore, the MCPTT service is described in two modes of operation; on-network and off-network. 

4.2.2
MCPTT Application Plane

Figure 4.2.2-1 shows the MCPTT application plane for on-network operation.




Figure 4.2.2-1: The MCPTT application plane

The MCPTT-1 reference point, which exists between the MCPTT client and the MCPTT server for MCPTT application signalling for establishing a session in support of MCPTT, shall use the SIP-1 and SIP-2 reference points for transport and routing of signalling. Reference point MCPTT-1 also may provide the MCPTT server with location information with respect to multicast service availability for the MCPTT Client. 

MCPTT-2 provides for the MCPTT server to obtain information about a specific user.

The MCPTT-3 reference point, which exists between the MCPTT server and the MCPTT server for MCPTT application signalling for establishing MCPTT sessions, shall use the SIP-2 reference point for transport and routing of signalling. If each MCPTT server is served by a different SIP core then the MCPTT-3 reference point shall also use the SIP-3 reference point for transport and routing of signalling.

MCPTT-4 provides floor control signalling between MCPTT server and MCPTT client.
The MCPTT-5 reference point is used by the media resource function of the MCPTT server to obtain unicast bearers with appropriate QoS from the EPS.  It utilises the Rx interface of the EPS.

MCPTT-6 is used to request the allocation and activatation of multicast transport resources for MCPTT application usage. It uses the MB2-C interface as defined in 3GPP TS 29.468 [yy].

The MCPTT-7 reference point is used to exchange unicast media between the media resource function of the MCPTT server and the media mixer of the MCPTT client.

The MCPTT-8 reference point is used by the media resource function of the MCPTT server to send multicast media to the media mixer of the MCPTT client.  It is sent via the MB2-u interface of the EPS.
CSC-1 provides for the mutual authentication between the user equipment and the common server's plane on behalf of applications within the application plane.

The CSC-2 reference point, which exists between the group management client and the group management server for MCPTT application signalling for MCPTT data management of the MCPTT service, shall use the HTTP-1 reference point for transport and routing of signalling.

CSC-3 provides for the MCPTT server to obtain information about groups and shall use HTTP-2 reference point for transport and routing of signalling.

CSC-4 provides the configuration information required for MCPTT services between the configuration management client and the configuration management server.
4.2.3
MCPTT Signalling Plane

Figure 4.2.3-1 shows the MCPTT signalling plane for on-network operation.
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Figure 4.2.3-1: The MCPTT signalling plane

The SIP-1 reference point, which exists between the MCPTT UE SIP User Agent Client and the SIP core for establishing a session in support of MCPTT, shall use the 3GPP Gm reference point.

The SIP-2 reference point, which exists between the SIP core and the MCPTT server for establishing a session in support of MCPTT, shall use the 3GPP ISC interface and Ma reference point.

The SIP-3 reference point, which exists between one SIP core and another SIP core for establishing a session in support of MCPTT, shall use the 3GPP Mm and ICi reference points.

The HTTP-1 reference point, which exists between the MCPTT UE HTTP client and the HTTP server for MCPTT data management of the MCPTT service, shall use the 3GPP Ut reference point (with necessary enhancements to support MCPTT requirements).

The HTTP-2 reference point between the MCPTT server in a trusted domain and the HTTP server for MCPTT data management of the MCPTT service.










4.2.4
Off-network functional model

The off-network functional model for the MCPTT system solution is illustrated in figure 4.2.5-1.
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Figure 4.2.5-1: Off-network functional model
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