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1. Introduction
CT1 is currently working on defining IKEv2 extensions to allow the IMEI/IMEISV to be signalled from the UE to the ePDG in order to support Mobile Equipment Identity signalling over un-trusted WLAN access.  Their chosen approach is to include a configuration payload to one of the existing messages during full authentication and authorization of un-trusted WLAN access, and to send IMEI/IMEISV in that payload. 
This would require the SA3 to remove the current TS 33.402 restriction in the message that only allows EAP payload to be sent in the chosen message that CT1 would like to use to also send the configuration payload as discussed above.
2. Discussion
Sub-clause 8.2.2 of TS 33.402 defines the message flow for the full authentication and authorization process during un-trusted WLAN access. 

Sending additional payload in IKE_AUTH message in step 7
CT1 would like to send configuration payload (CFG_REQUEST) within the IKE_AUTH request message in step 7.

The Configuration payload (CP) is used to convey configuration information between the two IKEv2 peers in the UE and the ePDG. In this particular scenario, IMEI/IMEISV is conveyed in this payload by the UE to ePDG. The UE first creates a Configuration Payload containing IMEI/IMEISV and inserts it into the IKE_AUTH message in step 7. This information is extracted and processed in the ePDG.

From the SA3 perspective, adding a configuration payload (CP) to step 7 of this flow does not change or impact the existing authentication process achieved by this flow. It is inserted by the UE, and extracted and processed by ePDG.There is no change in step 8 where the EAP payload is forwarded to the 3GPP AAA server by ePDG.

However, step 7 currently does not allow new payloads.
In step 7 there is currently a statement to indicate that the only payload in the IKEv2 message is the EAP message. 
“7.
The UE checks the authentication parameters and responds to the authentication challenge. The only payload (apart from the header) in the IKEv2 message is the EAP message.”

This is being perceived by CT1 as a restriction on including any other payload apart from the EAP payload.

From the SA3 perspective, this statement is perhaps not a restriction but used to inform the reader that unlike the first IKE_AUTH message sent in step 2 which includes all the regular IKEv2 payloads except AUTH, the second IKE_AUTH message in step 7 does not repeat any of those payload parameters but only includes the EAP payload.

In addition, there is no restriction in IKEv2 RFC 5996 on when CP can be included in an IKEv2 message.  The callflows in Appendix C (including C.3) indicate a summary of IKEv2 exchanges and payloads, but they are purely informative.

Therefore, we propose that the informative statement in step 7 can be removed so that CT1 can use IKE_AUTH message to send Configuration Payload along with the existing EAP payload.

3. Conclusion

We kindly ask SA3 to accept the conclusions and approve the accompanying CR S3-151780 to TR 33.402.
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