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Abstract of the contribution: 
This contribution proposes to fix the reference in the test case related to the requirement 5.3.3.3.4	 of TS 33.117.

Introduction 
This contribution proposes to fix the reference in the test case related to the requirement 5.3.3.3.4	of  TS 33.117.
Proposed pCR 
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5.3.3.3.4	System robustness against unexpected input.
Requirement Name: System robustness against unexpected input.
Requirement Reference: TBA
Requirement Description: During transmission of data to a system it is necessary to validate input to the network product before processing. This includes all data which is sent to the system. Examples of this are user input, values in arrays and content in protocols. The following typical implementation error shall be avoided:
-	No validation on the lengths of transferred data
-	Incorrect assumptions about data formats
-	No validation that received data complies with the specification
-	Insufficient handling of protocol errors in received data
-	Insufficient restriction on recursion when parsing complex data formats
-	White listing or escaping for inputs outside the values margin
Threat References: TBA
Security Objective references: tba.
[bookmark: _GoBack]Test case: 
NOTE: 	This requirement will be verified by Robustness and Protocol fuzzing tests as defined in clause 5.4.4 Robustness and fuzz testingD.5.4. 
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