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Introduction

The Generic Network Interface Function (GNIF) introduces a new approach to include new non-framework Service Capability Features on the OSA interface.  The GNIF enables applications to communicate with this SCFs using transparent communication means.  The benefit of this approach is to grant access to new Service Capability Features without additional specification effort.  

The transparent communication is enabled by dynamically negotiating the needed instruction set between the SCF and the application.  After successfully directed to the desired SCF, the application may then use communication techniques that are out of scope of 3GPP standardization to interact with the service.

The GNIF shall allow continuous control over the established communication.  Thus the GNIF may e.g. allow to block or release the transparent communication between application and SCF at any time.

The GNIF is explicitly not intended to enable access to existing standardized non-framework SCFs.  

An appropriate use case for such transparent communication is given in this contribution.

Note: Materna/Siemens believe that such functionality could realize an interface like the MM7 interface, which connects a Value Added Service Provider to the MMS Relay/Server. The Generic Network Interface Function can help to implement new functions without changing the OSA API and the MM7 interface e.g. If MM7 is already implemented all OSA API functions with are available like authentication e.g. could be used without any changes

Use Case

This use case is intended to give an informative overview how the Generic Network Interface Function can be used to enable transparent communication between an application and a new SCF.

For the scenario described in this use case the following situation is assumed:

A Value Added Service Provider offers multimedia content to subscribed users. The VASP whishes to distribute the content through a portal (e.g. MMS R/S) offered and maintained by the operator.  To ensure secure access to the portal, the operator provides an appropriate Generic Network Interface Function on the OSA Gateway. Consequently the access to the portal is covered by common security and maintenance  functions offered by the OSA Framework (e.g. trust and security functions and integrity management functions). Using OSA, the VASP may additionally employ a bunch of other sophisticated functions to improve the value added service and to simplify its implementation (e.g. charging functions, location functions, user status functions, etc.).

For the following steps, it is assumed that a valid service level agreement between the VASP and operator exists.

Step A: Registering of the new SCF and request of the SCF by the application
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1. The Portal is registered at the OSA Framework as a new Service Capability Feature. It shall be accessible through the Generic Network Interface Function. After this registration process it can be discovered by an external application. 

2. The VASP authenticates with the OSA FW using the common FW function.

3. The VASP discovers the desired SCF and ...

4. ... signs the online part for the service level agreement.

5. If step 4 was successful, the VASP can now request an interface to the SCF.

Step B: Gathering connection profile and optional verification 
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6. The OSA framework now prepares the transparent connection by notifying the communication means.  The SCS is now informed that a transparent connection to an application server will follow.  If not performed in step 1, additionally the SCS may transfer the needed information to access and use the SCS.

7. Optionally the SCS may ratify the desired connection or update the instruction set at the OSA FW.

8. The OSA framework grants permission to the portal and negotiates the communication means with the external application.  This can be e.g. achieved by sending a connection profile with sufficient detailed information (server address, protocol details) and/or an applet to enable connection to the portal.

Note: If static, connection details (i.e. the communication means) may be initially transmitted to the OSA FW during step 1 (registration) then steps 6 and step 7 may be optional

Step C: Establishment and control of the transparent communication.
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9. After negotiating, the VASP AS can now establish the transparent communication with the Portal.  The specific protocol and communication means used via this connection may be out of scope of OSA standardization.  (Potential candidates for such protocols/techniques are e.g. the CORBA Dynamic Invocation Interface, XML/SOAP, Applets or Java Beans).  

10. At any time the OSA framework may request the portal SCS to release the transparent connection with the application. Such a request may e.g. be initiated by the operator for administrative purposes.

Proposal

If approved by the group, we propose to include the above use case in the informative annex of TS 22.127. 

In addition we propose to include a new subsection 13.2.2 addressing the corresponding high level requirement. This CR has the Tdoc Number S1-020334.
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