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1. Introduction

The discussions at the Push SWGs have helped to define the service capabilities. The Phoenix discussions helped refine the concepts, which are to be provided by the push service. 

With the definition of the “data package” format as “not otherwise defined by push, with the delivery network not knowing the content, there should be some related changes to some sections of the draft Push stage 1.
2. Discussion

2.1 Delivery

In keeping with the simplification of push as a network capability, it is proposed that section 5.1 include “try ‘n’ times” in addition to “time-sensitive” delivery.

2.2 Delivery class

It is suggested that the final status of the “push package” (delivered or not delivered) be available as one of the class options in section 5.3.2. 

The text of section 6 is changed to use similar wording.

3. Recommendation

The text revisions discussed are recommended for inclusion in the draft Push stage 1 (TS 22.174) as defined in the following text.

_________________________________________________________________________

5.1 General 

The Push Service shall allow a Push Initiator (which may be external to the PLMN) to initiate delivery of data packages to the Push recipient, and in the case where the push recipient is a UE the User Agent interacts with a person or machine. It shall be possible to provide the Push Service without any user intervention, subject to settings in the Generic User Profile [x].  The Push Initiator may interrogate the Generic User Profile, if available, in order to establish the user preference related to the Push Service.

The push mechanism shall be efficient in the use of network resources and terminal resources.

Push Initiator may access user specific data held in the network (e.g. presence information and location information), when available, subject to the user’s privacy requirements and operator agreement.

· It shall be possible to support Push Service independently over CS (including CS data and SMS), PS domains or IMS. 
Note: Operators should be able to choose which of these options they use to deliver Push services, and it should be possible to use these options independently from each other. E.g. delivery over the PS domain would allow operators who are not planning to introduce IMS and SMS to offer Push Services.
· It shall be possible to deploy Push Services independently of other services defined by 3GPP.
· The quality of service delivery shall be able to include time-sensitive as well as try “n” times delivery choices.

5.3.2 Delivery class

When offered the following capabilities (at a minimum) shall define the delivery class:
· "Push package” final status provided / not provided to push initiator 
· A single-attempt delivery mechanism 


· Priority 

Note: Definition for priority required – this intended to indicate how the network will handle the delivery e.g. only deliver “off peak”, etc
If the user blocks delivery of a specific instance of pushed information the Push Service shall not attempt to re-send it.

5.4 Service Management

The basic principle of service management is “the user is in control”.

The user or organisation-user of the Push Service has a subscription with a Network Operator.  However, the main service relationship is with the Push Initiators who by definition have access rights to the delivery network.

The user or organisation-user shall be able to request Data packages from a particular Push Initiator be blocked. 

Identically configured terminals of an organisation-user shall have the same user profile.
The user shall be able to indicate the maximum size of data packages permitted to be pushed. The delivery network shall limit push data packages to this size. The delivery network may also have its own limitations on maximum push data packages size.

6.  Security 


The “Security Threats and Requirements” specified in 22.133 [1] shall not be compromised.

The user shall be able to use the Push Service in an authorized and authenticated manner. Mechanisms shall be provided to ensure that the Push message is sent to and accessed only by the intended addressed entity. 


It shall be possible to block an unauthorized push message. An authorization may be based on the following:

· identity of the Push Initiator

· the destination user, device or user agent

· push related attributes such as priority
It shall be possible for the user agent in the UE to control acceptance of content pushed to the user based on the trust level of the Push Initiator.  

The Delivery Network shall provide data integrity and data confidentiality of the pushed data packages.  

Push Initiators must have authorization from the Delivery Network (e.g. PLMN Operators) in order to use the Push Service.
8. Charging

Push services shall support various charging mechanisms (e.g. reverse, prepaid and reply charging etc.).

The following charging scenarios shall be supported:

1. Charging for push services can be subscription based.

2. Charging for push services can be based on the content, the resources used and time needed to carry out the push service.

3. Charging for push services can be based on the number of messages pushed to a receiver.

4. It should be possible to charge the user only, the Push Initiator only, or both the user and the Push Initiator.

5. It should be possible to charge third parties e.g. corporate accounts.

6. It shall also be possible to mix and match the various different charging scenarios outlined above.

7. One-off charging for subscription and cancellation of Push Service should be possible.

8. Need to charge for rejected push content.

It shall be possible to include the following data in the CDRs as charging information if available:

· message types, length, storage time in the network, etc

· delivery time, upload / download method,

· Push service sender / -recipient 

· number of Push messages sent

· number of Push messages received.

· roaming conditions (e.g. in a visited network)

· location conditions

· media.

Note: the definition of organization-user simplifies the charging for push service.
