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We propose to include the following text in chapter 5 of the Technical report.

5  Main Concepts

In this chapter a general approach towards a flexible, general, scalable and future proof 3GPP and WLAN interworking is described. The approach is flexible and scalable in the sense that it can be implemented in steps from a quite simple interworking. In principle there are no limitations to what WLAN system can be used, this makes also the system future safe in the sense that it ensures interworking with current and future WLAN systems as well as 3GPP releases. Defining different scenarios of interworking gives also an indicative roadmap in addition to the level of interworking.

Interworking should happen with a minimum of coordination of the different standards. The goal is to avoid changes to WLAN standards and minimise changes in existing 3GPP specifications.
Also, the goal is to allow interworking with Release 99, Release 4 and Release 5, however we acknowledge that the actual fulfilment of this goal will vary from scenario to scenario.
5.1
Interworking Scenarios

In this chapter six interworking scenarios are described. Each scenario realises an additional step in integrating WLAN in the 3GPP service offering and naturally includes the previous level of integration of the previous scenario..
	

	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	

	
	
	
	
	
	















Scenario 1 - Common Billing and Customer Care

This is the simplest scheme of interworking. The connection between WLAN and 3GPP is that there is a single customer relationship. The customer receives one bill from the mobile operator for the usage of both 3GPP and WLAN access services. Integrated Customer Care allows for simplified service offering from both operator and subscriber’s perspective. The security level of the two systems may be independent.
This scenario does not pose any new requirements on 3GPP specifications.

Scenario 2 - Common Access Control and Charging

This is the scenario where authentication, authorization and accounting are provided by the 3GPP system. The security level of these functions applied to WLAN is in line with that of the 3GPP system. This ensures that the user does not see significant difference in the way he is granted access. This may also provide means for operator to charge access in a consistent manner over the two platforms. 

Reusing the 3GPP system access control principles allows for additional benefits seen from a user and 3GPP system operator standpoint. First of all the 3GPP system operator may easily convert the subscribers within his existing 3GPP system customer base to becoming WLAN-3GPP system subscribers with a minimum effort both for the subscriber and the operator. In addition the maintenance of the subscriber may also be simplified. 

No requirements are put upon the set of services to be offered in the WLAN part beyond those inherently offered by being addressable in an IP network..
EN: later separation of this scenario into scenarios providing separate authentication, authorization and accounting functionality might be considered where each functionality is fulfilled by 3GPP or non-3GPP system.
Scenario 3: Access to 3GPP system PS based services 

The goal of this scenario is to allow the operator to grant access to 3GPP system PS based services through the WLAN access. These services may include e.g. IMS based services, location based services, instant messaging, presence based services, MBMS and any service that is built upon the combination of several of these service components.
Even though this scenario allows access to all services, it is an implementation question whether only a subset of the services is actually provided.
However, service continuity between the 3GPP system part and the WLAN part is not required.
It is FFS which access network is to be used for getting access to requested services. 



Scenario 4: Service Continuity

The goal of this scenario is to allow that the services  supported in Scenario 3, will survive the process of change of access network technology between WLAN and a 3GPP system.
The solution for providing service continuity between WLAN and a 3GPP system could also be used for providing service continuity between two WLAN subnets.

The criteria and decision mechanism for change of access network is FFS.
Change in service quality may be a consequence of mobility between access technologies, due to varying capabilities and characteristics of access technologies. 

Scenario 5: Seamless services
The goal of this scenario is to provide seamless service continuity between the access technologies, for the services supported in Scenario 3.
By seamless service continuity is meant minimizing aspects such as data loss and break time during the switch between access technologies.
Scenario 6: Access to 3GPP CS Services

The goal of this scenario is to allow the operator to grant access to 3GPP system CS based services through the WLAN access.
Seamless mobility for CS services will be provided.
Below is given a table that defines the service and operational capabilities of each scenario.

	Scenarios:

Service and operational Capabilities:
	Scenario 1: Common Billing and Customer Care
	Scenario 2: 3GPP based Access Control and Charging
	Scenario 3: Access to 3GPP PS based services
	Scenario 4: Service continuity
	Scenario 5: Seamless services
	Scenario 6:

Access to 3GPP CS Services

	Common billing


	X
	X
	X
	X
	X
	X

	Common customer care


	X
	X
	X
	X
	X
	X

	3GPP system based Access Control

	
	X
	X
	X
	X
	X

	3GPP system based Access Charging

	
	X
	X
	X
	X
	X

	Access to 3GPP PS based services from WLAN
	
	
	X
	X
	X
	X

	Service Continuity

	
	
	
	X
	X
	X

	Seamless Service Continuity

	
	
	
	
	X
	X

	Access to 3GPP CS Services with seamless mobility
	
	
	
	
	
	X


Service and operational Capabilities:
Common billing: The user will receive the bill for the services consumption on either platform in a coordinated way. However, it does not include any requirement to harmonize the tariff structure or level of services on the two platforms.
This capability does not require any additional 3GPP work.
Common customer care: The user will not have to bother about which platform that might have caused his need to consult the customer care.
This capability does not require any additional 3GPP work.
3GPP system based Access Control: The user faces control procedures (authentication and authorization) similar for WLAN as within the 3GPP domain. The proposed system feature to realize this capability is described in Chapter 7 “3GPP system based Access Control”
3GPP system based Access Charging: This capability enables that the 3GPP charging mechanism can be reused for WLAN access. The proposed system feature to realize this capability is described in Chapter 7 “3GPP system based Access Charging”

Access to 3GPP PS based services from WLAN: The user is offered access to the same PS based services over WLAN as he may access via the 3GPP system.

Service continuity: services will survive the process of change of access network technology between WLAN and a 3GPP system.

Seamless service continuity: to provide seamless service continuity between the access technologies by minimizing aspects such as data loss and break time during the switch between access technologies.
Editor’s note: The aspects of lawful interception within the Service and operational Capability ‘Common Access Control’ have to be analysed carefully.

Access to 3GPP CS Services with seamless mobility: to allow the operator to grant access to 3GPP system CS based services through the WLAN access.



