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1 Introduction

UMTS-WLAN interworking TR draft outlines a hierarchy of 5 scenarios of interworking between WLAN and 3GPP systems. This documents clarifies the scenario 2, named “Common Access Control and Charging”. 

2 Scenario 2: Common Access Control and Charging 

2.1 Clarification of Section 5

Following indented text is extracts from the current version of TR. Proposed additions to the text are shown byrevision marks. 

5 Main Concepts

...

There are different degrees of interworking each reflecting the level to which WLAN access is integrated with UMTS from a user and provider perspective. The high-level descriptions of these scenarios are provided in 5.1. Phasing requirements between these scenarios are provided in 5.2.

Below is given a table that defines the capabilities of each level. 

	Scenarios :

Service and operational Capabilities
	Scenario 1: Common Billing and Customer Care
	Scenario 2 : Common Access Control and Charging
	Scenario 3:
Access to UMTS PS based services
	Scenario 4:
 Service continuity
	Scenario 5: Seamless mobility
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...
5.x 
Interworking Scenarios

Editor’s note : The following text reflects the scenarios identified during Kobe meeting

...

Level 2 - Common Access Control and Charging  

Combining WLAN access control to the UMTS Authentication infrastructure would have two complementary benefits. First of all the UMTS operator can convert the subscribers within his existing UMTS customer base to WLAN-UMTS subscribers with a minimum effort. Additionally large deployment of WLAN islands of coverage induces significant cost in deployment of authentication infrastructures. Therefore reusing UMTS authentication centers for the purpose of authenticating WLAN access would be beneficial in terms of deployment costs. Finally reusing the Authentication principles of UMTS could increase the level of security of WLAN access. 

Both accesses provide wireless IP connectivity. Thus it would be beneficial to apply the same UMTS PS domain charging principles, e.g. prepaid and postpaid, to WLAN. It is also important to further study the benefits of integrating WLAN charging platform with that of the UMTS PS domain recognising that the pricing strategy might differ from one access to the other.

This scenario utilises following 3GPP system features:

· 3GPP Compatible Access Authentication
· 3GPP Compatible Access Charging 

...

2.2. Clarification of Section 6

Following indented text is extracts from the current version of TR. Proposed additions to the text are shown by revision marks.
6 Service Requirements

This chapter provides the service and operational requirements for each of the scenarios identified and which high-level description is provided in chapter 5.

Editor’s notes : The editorial approach  is to have one section per level of interworking defining the specific service requirements for each of the levels as illustrated by section 6.x.                                                                                  

6.2 
Interworking Scenario 2 

6.2.1
Service aspects

6.2.1.1
New services

6.2.1.2
Service compatibility

6.2.1.3
MMI

6.2.2
Security

6.2.2.1
Network Access Control
3GPP compatible network access control for users accessing WLAN shall:

· reuse  existing 3GPP user databases (HLR)
· reuse existing roaming mechanims between PLMNs
To be WLAN compatible one major characteristic is assumed:

· reuse of the defacto WLAN radio interface mechanims for authentication interworking with 3GPP compatible network access control
6.2.3
Roaming
Roaming solution for users accessing WLAN networks interworking with 3GPP system shall  reuse the existing 3GPP roaming solution. Thus the existing inter PLMN signalling shall be reused.
6.2.4
Session Continuity

6.2.5
Charging and Billing

6.2.5.1
   Offline charging support
Offline charging shall utilise the existing 3GPP system Charging Gateway, i.e. WLAN charging shall be based on charging records delivered to 3GPP Charging Gateway.
6.2.5.2
   Online charging support
6.2.6
Quality of Service 

6.2.7
Terminal aspects

6.2.7.1  
Terminal scenarios

6.2.7.2  
USIM/UICC
3GPP compatible access authentication requires existence of UICC card containing SIM or USIM application in the mobile terminal.
6.2.8
Operation and Management

2.3 Clarifications of section 7

Following indented text is extracts from the current version of TR. Proposed additions to the text are shown by revision marks.

7
System Features for Interworking

Editor’s Notes : Identifies and describes the necessary System Features for realising the identified Interworking scenarios which requirements are set in chapter 6. Examples of features may be common access control, access to IMS from WLAN.

7.1 3GPP Compatible Access Authentication

This feature provides 3GPP compatible means for authenticating  users accessing  WLAN access network. 
3GPP compatibility indicates that  two major characteristics are assumed:

· reuse of existing 3GPP user databases (HLR)

· reuse of existing inter PLMN signalling to access user databases in case of roaming
To be WLAN compatible one major characteristic is assumed:

· reuse of the defacto WLAN radio interface mechanims for authentication interworking with 3GPP compatible network access control 
Feature realises following functionality:

1. MT providing its identity to a logical WLAN authentication entity called here WLAN Authentication Entity

2. Retrieval of user authentication  information from 3GPP user database (HLR) to WLAN Authentication Entity

3. Authentication signalling between a WLAN Authentication Entity and Mobile Terminal 

4. Access Authorisation / Access Denial indication from WLAN Authentication Entity to  WLAN Access network and further to Mobile Terminal 
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7.2 3GPP Compatible Access Charging

This feature enables that charging of WLAN access can be integrated to the existing 3GPP charging mechanisms.  

This  requires that a 3GPP system Charging Gateway can handle both normal cellular charging records as well as WLAN charging information.  

In practise the charging feature realises following functionality:

1. WLAN Access Network reports WLAN access resource usage to logical WLAN charging entity within 3GPP system (called here WLAN Charging Entity) 
2. WLAN Charging entity processes the resource usage information into a 3GPP compatible format (CDR).  WLAN Charging Entity forwards charging information towards 3GPP Charging Gateway logical entity. 
3. Charging Gateway forwards charging information to operators billing system
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3      Proposal

It is proposed that the highlighted modifications to UMTS-WLAN TR text shown in the chapter 2 of this contribution are included into the corresponding sections 5, 6 and 7 of the technical report.

�PAGE \# "'Page: '#'�'"  ��Same name on feature and level; perhaps not so convenient? (Same applies to ‘seamless mobility’)





