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6.1.1.2
On-network / On-demand Pre-arranged Group Call / Automatic Commencement Mode / Reception Control / Upgrade to Emergency Group Call / Cancel Emergency State / Upgrade to Imminent Peril Group Call / Cancel Imminent Peril State / Client Terminated (CT)
6.1.1.2.1
Test Purpose (TP)

(1)

with {UE (MCVideo Client) registered and authorized for MCVideo}

ensure that {
  when {the SS (MCVideo Server) initiates an On-demand Pre-arranged Group Call with Automatic Commencement Mode and implicit Reception Control}

    then {UE (MCVideo Client) responds by sending a SIP 200 (OK) message and after indication from the MCVideo Server that the call was established notifies the user}

            }

(2)

with {UE (MCVideo Client) having an ongoing MCVideo On-demand Pre-arranged Group Call with Automatic Commencement Mode}

ensure that {

  when {the MCVideo User (MCVideo Client) engages in communication with the invited MCVideo User(s)}

    then {UE (MCVideo Client) respects the Reception Control imposed by the MCVideo Server ( Media Reception Notification, Receive Media Request, Receive Media Response, Media Reception End Request, Media Reception End Response, Reception Control ACK}

            }

(3)

with {UE (MCVideo Client) having an ongoing On-demand Pre-arranged Group Call with Automatic Commencement Mode}

ensure that {

  when {the SS (MCVideo Server) upgrades the ongoing MCVideo Group Call to an MCVideo Emergency Group Call with Reception Control}

    then {UE (MCVideo Client) responds to the SIP re-INVITE request with a SIP 200 (OK) response and considers the call as being upgraded to an Emergency Group Call (emergency group call state = "MEGC 3: emergency-call-granted")}

            }

(4)

with {UE (MCVideo Client) in an upgraded Emergency Group Call}

ensure that {

  when {the MCVideo User (MCVideo Client) continues communication with the invited MCVideo User(s)}

    then {UE (MCVideo Client) respects the Reception Control imposed by the MCVideo Server}

            }

(5)

with {UE (MCVideo Client) having an ongoing On-demand Pre-arranged Group Call with Automatic Commencement Mode which was upgraded to an Emergency Group Call}

ensure that {

  when {the SS (MCVideo Server) cancels the ongoing MCVideo Emergency state}

    then {UE (MCVideo Client) responds to the SIP re-INVITE request with a SIP 200 (OK) and considers the emergency condition cancelled}

            }

(6)

with {UE (MCVideo Client) having an ongoing On-demand Pre-arranged Group Call with Automatic Commencement Mode}

ensure that {

  when {the SS (MCVideo Server) upgrades the ongoing MCVideo Group Call to an MCVideo Imminent Peril Group Call with Reception Control }

    then {UE (MCVideo Client) responds to the SIP re-INVITE request with a SIP 200 (OK) response and considers the call as being upgraded to an Imminent Peril Group Call (imminent peril group call state = "MIG 2: in-progress")}

            }

(7)

with {UE (MCVideo Client) in an upgraded Imminent Peril Group Call}

ensure that {

  when {the MCVideo User (MCVideo Client) continues communication with the invited MCVideo User(s)}

    then {UE (MCVideo Client) respects the Reception Control imposed by the MCVideo Server}

            }

(8)

with {UE (MCVideo Client) having an ongoing On-demand Pre-arranged Group Call with Automatic Commencement Mode which was upgraded to an Imminent Peril Group Call}

ensure that {

  when {the SS (MCVideo Server) cancels the ongoing MCVideo Imminent Peril state}

    then {UE (MCVideo Client) responds to the SIP re-INVITE request with a SIP 200 (OK) and considers the Imminent Peril condition cancelled}

            }

(9)

with {UE (MCVideo Client) having an ongoing On-demand Pre-arranged Group Call with Automatic Commencement Mode}

ensure that {

  when {the UE (MCVideo Client) needs to terminate the ongoing MCVideo Group Call}

    then {the UE (MCVideo Client) sends a SIP BYE request and the SS (MCVideo Server) responds with a SIP 200 (OK) and the UE Client leaves  the MCVideo session}            

}

6.1.1.2.2
Conformance requirements

References: The conformance requirements covered in the current TC are specified in: TS 24.281 clauses 6.2.3.1.1, 6.2.3.1.2, 9.2.1.2.1.1, 9.2.1.2.1.2, 9.2.1.2.1.3, 9.2.1.2.1.4, 9.2.1.2.1.5, 9.2.1.2.1.6, 9.2.1.2.3.3, 6.2.6, 9.2.1.2.4.1, 9.2.1.3.1.1, 9.2.1.3.1.3, 9.2.1.3.2, 9.2.1.3.3.1, 9.2.1.3.4.1, 9.2.1.3.5.1, 9.2.1.3.6, 9.2.1.4.1.1, 9.2.1.4.1.2, 9.2.1.4.2, 9.2.1.4.3, 9.2.1.4.4.1, 9.2.1.4.4.2, 9.2.1.4.4.3, 9.2.1.4.5.1, 9.2.1.4.6, 9.2.1.4.7, 9.2.1.4.8, 9.2.1.5.1, 9.2.1.5.2.1, 9.2.1.5.2.2, 9.2.1.5.2.3, 9.2.1.5.2.4, 9.2.1.5.3.1, 9.2.1.5.3.2, 9.2.1.5.4; also TS 24.581, clauses 4.1.1.2, 4.2.1, 5.3, 6.2.5.1, 6.2.5.2.1, 6.2.5.2.2, 6.2.5.2.3, 6.2.5.3.1, 6.2.5.3.2, 6.2.5.3.3, 6.2.5.3.4, 6.2.5.3.5, 6.2.5.4.1, 6.2.5.4.2, 6.2.5.4.3, 6.2.5.4.4, 6.2.5.4.5, 6.2.5.4.6, 6.2.5.5.1, 6.2.5.5.2, 6.2.5.5.3, 6.2.5.5.4, 6.2.5.5.5, 6.2.5.5.6, 6.2.5.6.1, 6.2.5.6.2, 6.2.5.6.3, 6.2.5.6.4, 6.2.5.8.1, and 6.2.5.9.2; also TS 33.180 clause 7.3.1, 7.3.2, 7.3.3.2, 7.3.3.3, 7.3.6, 7.3.7, 7.3.8.  The following represents a copy/paste extraction of the requirements relevant to the test purpose; any references within the copy/paste text should be understood within the scope of the core spec they have been copied from. Unless otherwise stated, these are Rel-14 requirements.

[TS 24.281, clause 6.2.3.1.1]

When performing the automatic commencement mode procedures, the MCVideo client:

1)
shall accept the SIP INVITE request and generate a SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [11];

2)
shall include the option tag "timer" in a Require header field of the SIP 200 (OK) response;

3)
shall include the g.3gpp.mcvideo media feature tag in the Contact header field of the SIP 200 (OK) response;

4)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcvideo" in the Contact header field of the SIP 200 (OK) response;

5)
shall include the Session-Expires header field in the SIP 200 (OK) response and start the SIP session timer according to IETF RFC 4028 [23]. The "refresher" parameter in the Session-Expires header field shall be set to "uas";
6)
shall, if the incoming SIP INVITE request contains a Replaces header field, include in the SDP answer in the SIP 200 (OK) response to the SDP offer the parameters used for the pre-established session identified by the contents of the Replaces header field;
7)
shall, if the incoming SIP INVITE request does not contain a Replaces header field, include an SDP answer in the SIP 200 (OK) response to the SDP offer in the incoming SIP INVITE request according to 3GPP TS 24.229 [11] with the clarifications given in subclause 6.2.2;
NOTE:
In the case of a new emergency call where the terminating client is using a pre-established session, the SIP INVITE request containing a Replaces header is used to replace the pre-established session.
8)
shall send the SIP 200 (OK) response towards the MCVideo server according to rules and procedures of 3GPP TS 24.229 [11];
9)
shall, if the incoming SIP INVITE request contains a Replaces header field, release the pre-established session identified by the contents of the Replaces header field; and
10)
shall interact with the media plane as specified in 3GPP TS 24.581 [5]. 
When NAT traversal is supported by the MCVideo client and when the MCVideo client is behind a NAT, generation of SIP responses is done as specified in this subclause and as specified in IETF RFC 5626 [35].
[TS 24.281, clause 6.2.3.1.2]
When performing the automatic commencement mode procedures, the MCVideo client shall follow the procedures in subclause 6.2.3.1.1 with the following clarification:

-
The MCVideo client may include a P-Answer-State header field with the value "Confirmed" as specified in IETF RFC 4964 [30] in the SIP 200 (OK) response.

[TS 24.281, clause 9.2.1.2.1.1]

Upon receiving a request from an MCVideo user to establish an MCVideo prearranged group session the MCVideo client shall generate an initial SIP INVITE request by following the UE originating session procedures specified in 3GPP TS 24.229 [11], with the clarifications given below.

The MCVideo client:

1)
if the MCVideo user has requested the origination of an MCVideo emergency group call or is originating an MCVideo prearranged group call and the MCVideo emergency state is already set, the MCVideo client shall comply with the procedures in subclause 6.2.8.1.1;

2)
if the MCVideo user has requested the origination of an MCVideo imminent peril group call, the MCVideo client shall comply with the procedures in subclause 6.2.8.1.9;

3)
if the MCVideo user has requested the origination of a broadcast group call, the MCVideo client shall comply with the procedures in subclause 6.2.8.2;

4)
shall include the g.3gpp.mcvideo media feature tag and the g.3gpp.icsi-ref media feature tag with the value of "urn:urn-7:3gpp-service.ims.icsi.mcvideo" in the Contact header field of the SIP INVITE request according to IETF RFC 3840 [22];

5)
shall include an Accept-Contact header field containing the g.3gpp.mcvideo media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [20];

6)
shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcvideo" (coded as specified in 3GPP TS 24.229 [11]), in a P-Preferred-Service header field according to IETF RFC 6050 [14] in the SIP INVITE request;

7)
shall include an Accept-Contact header field with the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcvideo" along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [20];

8)
should include the "timer" option tag in the Supported header field;

9)
should include the Session-Expires header field according to IETF RFC 4028 [23]. It is recommended that the "refresher" header field parameter is omitted. If included, the "refresher" header field parameter shall be set to "uac";

10)
shall set the Request-URI of the SIP INVITE request to the public service identity identifying the participating MCVideo function serving the MCVideo user;

NOTE 1:
The MCVideo client is configured with public service identity identifying the participating MCVideo function serving the MCVideo user.

11)
may include a P-Preferred-Identity header field in the SIP INVITE request containing a public user identity as specified in 3GPP TS 24.229 [11];

12)
if the MCVideo emergency state is already set or the MCVideo client emergency group state for this group is set to "MVEG 2: in-progress", the MCVideo client shall include the Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.2;

13)
if the MCVideo client imminent peril group state for this group is set to "MVIG 2: in-progress" or "MVIG 4: confirm-pending" shall include the Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.12;

14)
shall contain in an application/vnd.3gpp.mcvideo-info+xml MIME body with the <mcvideoinfo> element containing the <mcvideo-Params> element with:

a)
the <session-type> element set to a value of "prearranged";

b)
the <mcvideo-request-uri> element set to the group identity;

c)
the <mcvideo-client-id> element set to the MCVideo client ID of the originating MCVideo client; and

NOTE 2:
The MCVideo client does not include the MCVideo ID of the originating MCVideo user in the body, as this will be inserted into the body of the SIP INVITE request that is sent from the originating participating MCVideo function.

d)
if the group identity can be determined to be a TGI and if the MCVideo client can associate the TGI with a MCVideo group ID, the <associated-group-id> element set to the MCVideo group ID;

NOTE 3:
The text "can associate the TGI with a MCVideo group ID" means that the MCVideo client is able to determine that there is a constituent group of the temporary group that it is a member of.

NOTE 4:
The MCVideo client is informed about temporary groups and regouping of MCVideo groups that the user is a member of as specified in 3GPP TS 24.481 [24].

NOTE 5:
If the MCVideo user selected a TGI where there are several MCVideo groups where the MCVideo user is a member, the MCVideo client selects one of those MCVideo groups.

15)
shall include an SDP offer according to 3GPP TS 24.229 [11] with the clarifications given in subclause 6.2.1; 
16)
if an implicit transmission request is required, shall indicate this as specified in subclause 6.4; and
17)
shall send the SIP INVITE request towards the MCVideo server according to 3GPP TS 24.229 [11].

On receiving a SIP 2xx response to the SIP INVITE request, the MCVideo client:

1)
shall interact with the user plane as specified in 3GPP TS 24.581 [5] ;

2)
if the MCVideo emergency group call state is set to "MVEGC 2: emergency-call-requested" or "MVEGC 3: emergency-call-granted" or the MCVideo imminent peril group call state is set to "MVIGC 2: imminent-peril-call-requested" or "MVIGC 3: imminent-peril-call-granted", the MCVideo client shall perform the actions specified in subclause 6.2.8.1.4; and

3)
may subscribe to the conference event package as specified in subclause 9.1.3.1.

On receiving a SIP 4xx response, a SIP 5xx response or a SIP 6xx response to the SIP INVITE request:

1)
if the MCVideo emergency group call state is set to "MVEGC 2: emergency-call-requested" or "MVEGC 3: emergency-call-granted"; or

2)
if the MCVideo imminent peril group call state is set to "MVIGC 2: imminent-peril-call-requested" or "MVIGC 3: imminent-peril-call-granted";

the MCVideo client shall perform the actions specified in subclause 6.2.8.1.5.

On receiving a SIP INFO request where the Request-URI contains an MCVideo session ID identifying an ongoing group session, the MCVideo client shall follow the actions specified in subclause 6.2.8.1.13.
[TS 24.281, clause 9.2.1.2.1.2]
In the procedures in this subclause:
1)
emergency indication in an incoming SIP INVITE request refers to the <emergency-ind> element of the application/vnd.3gpp.mcvideo-info+xml MIME body; and

2)
imminent peril indication in an incoming SIP INVITE request refers to the <imminentperil-ind> element of the application/vnd.3gpp.mcvideo-info+xml MIME body.
Upon receipt of an initial SIP INVITE request, the MCVideo client shall follow the procedures for termination of multimedia sessions in the IM CN subsystem as specified in 3GPP TS 24.229 [11] with the clarifications below.

The MCVideo client:

1)
may reject the SIP INVITE request if either of the following conditions are met:
a)
MCVideo client does not have enough resources to handle the call; or
b)
any other reason outside the scope of this specification;

2)
if the SIP INVITE request is rejected in step 1), shall respond toward participating MCVideo function either with appropriate reject code as specified in 3GPP TS 24.229 [51] and warning texts as specified in subclause 4.4.2 or with SIP 480 (Temporarily unavailable) response not including warning texts if the user is authorised to restrict the reason for failure and skip the rest of the steps of this subclause;

NOTE:
If the SIP INVITE request contains an emergency indication or imminent peril indication, the MCVideo client can by means beyond the scope of this specification choose to accept the request.

3)
shall check if a Resource-Priority header field is included in the incoming SIP INVITE request and may perform further actions outside the scope of this specification to act upon an included Resource-Priority header field as specified in 3GPP TS 24.229 [11];

4)
if the SIP INVITE request contains an application/vnd.3gpp.mcvideo-info+xml MIME body with the <mcvideoinfo> element containing the <mcvideo-Params> element with the <emergency-ind> element set to a value of "true":

a)
should display to the MCVideo user an indication that this is a SIP INVITE request for an MCVideo emergency group call and:

i)
should display the MCVideo ID of the originator of the MCVideo emergency group call contained in the <mcvideo-calling-user-id> element of the application/vnd.3gpp.mcvideo-info+xml MIME body;

ii)
should display the MCVideo group identity of the group with the emergency condition contained in the <mcvideo-calling-group-id> element; and

iii)
if the <alert-ind> element is set to "true", should display to the MCVideo user an indication of the MCVideo emergency alert and associated information;

b)
shall set the MCVideo emergency group state to "MVEG 2: in-progress";

c)
shall set the MCVideo imminent peril group state to "MVIG 1: no-imminent-peril"; and

d)
shall set the MCVideo imminent peril group call state to "MVIGC 1: imminent-peril-gc-capable"; otherwise

5)
if the SIP INVITE request contains an application/vnd.3gpp.mcvideo-info+xml MIME body with the <mcvideoinfo> element containing the <mcvideo-Params> element with the <imminentperil-ind> element set to a value of "true":

a)
should display to the MCVideo user an indication that this is a SIP INVITE request for an MCVideo imminent peril group call and:

i)
should display the MCVideo ID of the originator of the MCVideo imminent peril group call contained in the <mcvideo-calling-user-id> element of the application/vnd.3gpp.mcvideo-info+xml MIME body; and

ii)
should display the MCVideo group identity of the group with the imminent peril condition contained in the <mcvideo-calling-group-id> element; and

b)
shall set the MCVideo imminent peril group state to "MVIG 2: in-progress";

6)
may display to the MCVideo user the MCVideo ID of the inviting MCVideo user;

7)
shall perform the automatic commencement procedures specified in subclause 6.2.3.1.2 if one of the following conditions are met:
a)
SIP INVITE request contains an Answer-Mode header field with the value "Auto" and the MCVideo service setting at the invited MCVideo client for answering the call is set to automatic commencement mode; or

b)
SIP INVITE request contains an Answer-Mode header field with the value "Auto" and the MCVideo service setting at the invited MCVideo client for answering the call is set to manual commencement mode, yet the invited MCVideo client allows the call to be answered with automatic commencement mode;

8)
shall perform the manual commencement procedures specified in subclause 6.2.3.2.2 if one of the following conditions are met:
a)
SIP INVITE request contains an Answer-Mode header field with the value "Manual" and the MCVideo service setting at the invited MCVideo client for answering the call is to use manual commencement mode; or

b)
SIP INVITE request contains an Answer-Mode header field with the value "Manual" and the MCVideo service setting at the invited MCVideo client for answering the call is set to automatic commencement mode, yet the invited MCVideo client allows the call to be answered with manual commencement mode; and

9)
when the SIP 200 (OK) response to the SIP INVITE request is sent, may subscribe to the conference event package as specified in subclause 9.1.3.1.
[TS 24.281, clause 9.2.1.2.1.3]
This subclause covers both on-demand session.

Upon receiving a request from an MCVideo user to upgrade the MCVideo group session to an emergency condition or an imminent peril condition on an MCVideo prearranged group, the MCVideo client shall generate a SIP re-INVITE request as specified in 3GPP TS 24.229 [11], with the clarifications given below.

1)
if the MCVideo user is requesting to upgrade the MCVideo group session to an in-progress emergency group state and this is an unauthorised request for an MCVideo emergency call as determined by the procedures of subclause 6.2.8.1.8, the MCVideo client:

a)
should indicate to the MCVideo user that they are not authorised to upgrade the MCVideo group session to an in-progress emergency group state; and

b)
shall skip the remaining steps of the current subclause;

2)
if the MCVideo user is requesting to upgrade the MCVideo group session to an in-progress imminent peril state and this is an unauthorised request for an MCVideo imminent peril group call as determined by the procedures of subclause 6.2.8.1.8, the MCVideo client:

a)
should indicate to the MCVideo user that they are not authorised to upgrade the MCVideo group session to an in-progress imminent peril group state; and

b)
shall skip the remaining steps of the current subclause;

3)
if the MCVideo user has requested to upgrade the MCVideo group session to an MCVideo emergency call, the MCVideo client:

a)
shall include an application/vnd.3gpp.mcvideo-info+xml MIME body populated as specified in subclause 6.2.8.1.1;

b)
if an indication of an MCVideo emergency alert is to be included, shall perform the procedures specified in subclause 6.2.9.1 for the MCVideo emergency alert trigger; and

c)
shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.2.

4)
if the MCVideo user has requested to upgrade the MCVideo group session to an MCVideo imminent peril call, the MCVideo client:

a)
shall include an application/vnd.3gpp.mcvideo-info+xml MIME body populated as specified in subclause 6.2.8.1.9; and

b)
shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.12;

5)
if the SIP re-INVITE request is to be sent within an on-demand session, shall include in the SIP re-INVITE request an SDP offer according to 3GPP TS 24.229 [11] with the clarifications specified in subclause 6.2.1; 

6)
if an implicit transmission request is required, shall indicate this as specified in subclause 6.4; and
7)
shall send the SIP re-INVITE request according to 3GPP TS 24.229 [11].

On receiving a SIP 2xx response to the SIP re-INVITE request the MCVideo client:

1)
shall interact with the user plane as specified in 3GPP TS 24.581 [5]; and

2)
shall perform the actions specified in subclause 6.2.8.1.4.

On receiving a SIP INFO request where the Request-URI contains an MCVideo session ID identifying an ongoing group session, the MCVideo client shall follow the actions specified in subclause 6.2.8.1.13.

On receiving a SIP 4xx response, SIP 5xx response or a SIP 6xx response to the SIP re-INVITE request the MCVideo client shall perform the actions specified in subclause 6.2.8.1.5.
[TS 24.281, clause 9.2.1.2.1.4]

This subclause covers both on-demand session and pre-established sessions.

Upon receiving a request from an MCVideo user to cancel the in-progress emergency condition on a prearranged MCVideo group, the MCVideo client shall generate a SIP re-INVITE request by following the UE originating session procedures specified in 3GPP TS 24.229 [11], with the clarifications given below.

The MCVideo client:

1)
if the MCVideo user is not authorised to cancel the in-progress emergency group state of the MCVideo group as determined by the procedures of subclause 6.2.8.1.7, the MCVideo client:

a)
should indicate to the MCVideo user that they are not authorised to cancel the in-progress emergency group state of the MCVideo group; and

b)
shall skip the remaining steps of the current subclause;

2)
shall, if the MCVideo user is cancelling an in-progress emergency condition and optionally an MCVideo emergency alert originated by the MCVideo user, include an application/vnd.3gpp.mcvideo-info+xml MIME body populated as specified in subclause 6.2.8.1.3;

3)
shall, if the MCVideo user is cancelling an in-progress emergency condition and an MCVideo emergency alert originated by another MCVideo user, include an application/vnd.3gpp.mcvideo-info+xml MIME body populated as specified in subclause 6.2.8.1.14;

4)
shall include in the application/vnd.3gpp.mcvideo-info+xml MIME body with the <mcvideoinfo> element containing the <mcvideo-Params> element with:

a)
the <session-type> element set to a value of "prearranged"; and

b)
the <mcvideo-request-uri> element set to the group identity;

NOTE 1:
The MCVideo ID of the originating MCVideo user is not included in the body, as this will be inserted into the body of the SIP INVITE request that is sent by the originating participating MCVideo function.

5)
shall include the g.3gpp.mcvideo media feature tag in the Contact header field of the SIP re-INVITE request according to IETF RFC 3840 [22];

6)
if the SIP re-INVITE request is to be sent within an on-demand session, shall include in the SIP re-INVITE request an SDP offer according to 3GPP TS 24.229 [51] with the clarifications specified in subclause 6.2.1;

7)
shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.2; and

8)
shall send the SIP re-INVITE request according to 3GPP TS 24.229 [11].

On receiving a SIP 2xx response to the SIP re-INVITE request, the MCVideo client:

1)
shall interact with the user plane as specified in 3GPP TS 24.581 [5];

2)
shall set the MCVideo emergency group state of the group to "MVEG 1: no-emergency";

3)
shall set the MCVideo emergency group call state of the group to "MVEGC 1: emergency-gc-capable"; and

4)
if the MCVideo emergency alert state is set to "MVEA 4: Emergency-alert-cancel-pending", the sent SIP re-INVITE request did not contain an <originated-by> element in the application/vnd.3gpp.mcvideo-info+xml MIME body and the SIP 2xx response to the SIP request for a priority group call does not contain a Warning header field as specified in subclause 4.4 with the warning text containing the mcvideo-warn-code set to "149", shall set the MCVideo emergency alert state to "MVEA 1: no-alert".

On receiving a SIP INFO request where the Request-URI contains an MCVideo session ID identifying an ongoing group session, the MCVideo client shall follow the actions specified in subclause 6.2.8.1.13.

On receiving a SIP 4xx response, SIP 5xx response or SIP 6xx response to the SIP re-INVITE request:

1)
shall set the MCVideo emergency group state as "MVEG 2: in-progress";

2)
if the SIP 4xx response, SIP 5xx response or SIP 6xx response contains an application/vnd.3gpp.mcvideo-info+xml MIME body with an <alert-ind> element set to a value of "true" and the sent SIP re-INVITE request did not contain an <originated-by> element in the application/vnd.3gpp.mcvideo-info+xml MIME body, the MCVideo client shall set the MCVideo emergency alert state to "MVEA 3: emergency-alert-initiated"; and

3)
if the SIP 4xx response, SIP 5xx response or SIP 6xx response did not contain an application/vnd.3gpp.mcvideo-info+xml MIME body with an <alert-ind> element and did not contain an <originated-by> element, the MCVideo emergency alert (MVEA) state shall revert to its value prior to entering the current procedure.

NOTE 3:
If the in-progress emergency group state cancel request is rejected, the state of the session does not change, i.e. continues with MCVideo emergency group call level priority.
[TS 24.281, clause 9.2.1.2.1.5]

This subclause covers on-demand session.

Upon receiving a request from an MCVideo user to cancel the in-progress imminent peril condition on a prearranged MCVideo group, the MCVideo client shall generate a SIP re-INVITE request by following the procedures specified in 3GPP TS 24.229 [11], with the clarifications given below.

The MCVideo client:

1)
if the MCVideo user is not authorised to cancel the in-progress imminent peril group state of the MCVideo group as determined by the procedures of subclause 6.2.8.1.10, the MCVideo client:

a)
should indicate to the MCVideo user that they are not authorised to cancel the in-progress imminent peril group state of the MCVideo group; and

b)
shall skip the remaining steps of the current subclause;

2)
shall include an application/vnd.3gpp.mcvideo-info+xml MIME body populated as specified in subclause 6.2.8.1.11; and

3)
shall include a Resource-Priority header field and comply with the procedures in subclause 6.2.8.1.12;

4)
shall include in the application/vnd.3gpp.mcvideo-info+xml MIME body with the <mcvideoinfo> element containing the <mcvideo-Params> element with:

a)
the <session-type> element set to a value of "prearranged"; and

b)
the <mcvideo-request-uri> element set to the group identity;

NOTE 1:
The MCVideo ID of the originating MCVideo user is not included in the body, as this will be inserted into the body of the SIP re-INVITE request that is sent by the originating participating MCVideo function.

5)
shall include the g.3gpp.mcvideo media feature tag in the Contact header field of the SIP re-INVITE request according to IETF RFC 3840 [22];

6)
if the SIP re-INVITE request is to be sent within an on-demand session, shall include in the SIP re-INVITE request an SDP offer according to 3GPP TS 24.229 [11] with the clarifications specified in subclause 6.2.1; and

7)
shall send the SIP re-INVITE request according to 3GPP TS 24.229 [11].

On receiving a SIP 2xx response to the SIP re-INVITE request, the MCVideo client:

1)
shall interact with the user plane as specified in 3GPP TS 24.581 [5];

2)
shall set the MCVideo imminent peril group state of the group to "MVIG 1: no-imminent-peril"; and

3)
shall set the MCVideo imminent peril group call state of the group to "MVIGC 1: imminent-peril-gc-capable".

On receiving a SIP 4xx, SIP 5xx response or SIP 6xx response to the SIP re-INVITE request:

1)
if the SIP 4xx response, SIP 5xx response or SIP 6xx response:

a)
contains an application/vnd.3gpp.mcvideo-info+xml MIME body with an <imminentperil-ind> element set to a value of "true"; or 

b)
does not contain an application/vnd.3gpp.mcvideo-info+xml MIME body with an <imminentperil-ind> element;

then the MCVideo client shall set the MCVideo imminent peril group state as "MVIG 2: in-progress".

NOTE 3:
This is the case where the MCVideo client requested the cancellation of the MCVideo imminent peril in-progress state and was rejected.
[TS 24.281, clause 9.2.1.2.1.6]
This subclause covers both on-demand session.

Upon receipt of a SIP re-INVITE request the MCVideo client:

1)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcvideo-info+xml MIME body with the <mcvideoinfo> element containing the <mcvideo-Params> element with the <emergency-ind> element set to a value of "true":

a)
should display to the MCVideo user the MCVideo ID of the originator of the MCVideo emergency group call and an indication that this is an MCVideo emergency group call;

b)
if the <mcvideoinfo> element containing the <mcvideo-Params> element contains an <alert-ind> element set to "true", should display to the MCVideo user an indication of the MCVideo emergency alert and associated information;

c)
shall set the MCVideo emergency group state to "MVEG 2: in-progress"; 

d)
shall set the MCVideo imminent peril group state to "MVIG 1: no-imminent-peril"; and

e)
shall set the MCVideo imminent peril group call state to "MVIGC 1: imminent-peril-gc-capable";
2)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcvideo-info+xml MIME body with the <mcvideoinfo> element containing the <mcvideo-Params> element with the <imminentperil-ind> element set to a value of "true":

a)
should display to the MCVideo user the MCVideo ID of the originator of the MCVideo imminent peril group call and an indication that this is an MCVideo imminent peril group call; and

b)
shall set the MCVideo imminent peril group state to "MIG 2: in-progress";

3)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcvideo-info+xml MIME body with the <mcvideoinfo> element containing the <mcvideo-Params> element with the <emergency-ind> element set to a value of "false":

a)
should display to the MCVideo user the MCVideo ID of the MCVideo user cancelling the MCVideo emergency group call;

b)
if the <mcvideoinfo> element containing the <mcvideo-Params> element contains an <alert-ind> element set to "false":

i)
should display to the MCVideo user an indication of the MCVideo emergency alert cancellation and the MCVideo ID of the MCVideo user cancelling the MCVideo emergency alert; and

ii)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcvideo-info+xml MIME body including an <originated-by> element:

A)
should display to the MCVideo user the MCVideo ID contained in the <originated-by> element of the MCVideo user that originated the MCVideo emergency alert; and

B)
if the MCVideo ID contained in the <originated-by> element is the MCVideo ID of the receiving MCVideo user shall set the MCVideo emergency alert state to "MVEA 1: no-alert";

c)
shall set the MCVideo emergency group state to "MVEG 1: no-emergency"; and

d)
if the MCVideo emergency group call state of the group is set to "MVEGC 3: emergency-call-granted", shall set the MCVideo emergency group call state of the group to "MVEGC 1: emergency-gc-capable";

4)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcvideo-info+xml MIME body with the <mcvideoinfo> element containing the <mcvideo-Params> element with the <imminentperil-ind> element set to a value of "false":

a)
should display to the MCVideo user the MCVideo ID of the MCVideo user cancelling the MCVideo imminent peril group call and an indication that this is an MCVideo imminent peril group call; 

b)
shall set the MCVideo imminent peril group state to "MVIG 1: no-imminent-peril"; and
c)
shall set the MCVideo imminent peril group call state to "MVIGC 1: imminent-peril-gc-capable";
5)
shall check if a Resource-Priority header field is included in the incoming SIP re-INVITE request and may perform further actions outside the scope of this specification to act upon an included Resource-Priority header field as specified in 3GPP TS 24.229 [11];

6)
shall accept the SIP re-INVITE request and generate a SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [11];

7)
shall include the g.3gpp.mcvideo media feature tag in the Contact header field of the SIP 200 (OK) response;

8)
shall include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcvideo" in the Contact header field of the SIP 200 (OK) response;

9)
if the SIP re-INVITE request was received within an on-demand session, shall include an SDP answer in the SIP 200 (OK) response to the SDP offer in the incoming SIP re-INVITE request according to 3GPP TS 24.229 [11] with the clarifications given in subclause 6.2.2;

10)
shall send the SIP 200 (OK) response towards the MCVideo server according to rules and procedures of 3GPP TS 24.229 [11]; and
11)
shall interact with the media plane as specified in 3GPP TS 24.581 [5].
[TS 24.281, clause 9.2.1.2.3.3]
Upon receiving a SIP BYE request for releasing the prearranged MCVideo group call, the MCVideo client shall follow the procedures as specified in subclause 6.2.6.
[TS 24.281, clause 6.2.6]

Upon receiving a SIP BYE request, the MCVideo client:

1)
shall interact with the media plane as specified in 3GPP TS 24.581[5]; and

2)
shall send SIP 200 (OK) response towards MCVideo server according to 3GPP TS 24.229 [11].

[TS 24.281, clause 9.2.1.2.4.1]
Upon receiving a request from an MCVideo user to re-join an ongoing MCVideo session or triggered by coming back from out of coverage, the MCVideo client shall generate an initial SIP INVITE request by following the UE originating session procedures specified in 3GPP TS 24.229 [11], with the clarifications given below.
NOTE:
How an MCVideo client is informed whether it comes back from out of coverage is out of scope of present document.
The MCVideo client shall follow the procedures specified in subclause 9.2.1.2.1.1 with the clarification in step 9) of subclause 9.2.1.2.1.1 that the Request-URI of the SIP INVITE request shall contain a URI of the MCVideo session identity to re-join.
[TS 24.281, clause 9.2.1.3.1.1]
In the procedures in this subclause:

1)
group identity in an incoming SIP INVITE request refers to the group identity from the <mcvideo-request-uri> element of the application/vnd.3gpp.mcvideo-info+xml MIME body of the incoming SIP INVITE request;

2)
emergency indication in an incoming SIP INVITE request refers to the <emergency-ind> element of the application/vnd.3gpp.mcvideo-info+xml MIME body; and

3)
imminent peril indication in an incoming SIP INVITE request refers to the <imminentperil-ind> element of the application/vnd.3gpp.mcvideo-info+xml MIME body.

Upon receipt of a "SIP INVITE request for originating participating MCVideo function" containing an application/vnd.3gpp.mcvideo-info+xml MIME body with the <session-type> element set to a value of "prearranged", the participating MCVideo function:

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The participating MCVideo function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [15]. Otherwise, continue with the rest of the steps;

NOTE 1:
if the SIP INVITE request contains an emergency indication or an imminent peril indication set to a value of "true" and this is an authorised request for originating a priority call as determined by subclause 6.3.2.1.8.1, the participating MCVideo function can according to local policy choose to accept the request.

2)
shall determine the MCVideo ID of the calling user from public user identity in the P-Asserted-Identity header field of the SIP INVITE request, and shall authorise the calling user;

NOTE 2:
The MCVideo ID of the calling user is bound to the public user identity at the time of service authorisation, as documented in subclause 7.3.

3)
if through local policy in the participating MCVideo function, the user identified by the MCVideo ID is not authorised to initiate prearranged group calls, shall reject the "SIP INVITE request for originating participating MCVideo function" with a SIP 403 (Forbidden) response to the SIP INVITE request, with warning text set to "109 user not authorised to make prearranged group calls" in a Warning header field as specified in subclause 4.4;

4)
shall validate the media parameters and if the MCVideo codecs are not offered in the SIP INVITE request shall reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;

5)
shall check if the number of maximum simultaneous MCVideo group calls supported for the MCVideo user as specified in the <MaxSimultaneousCallsN6> element of the <MCVideo-group-call> element of the MCVideo user profile document (see the MCVideo user profile document in 3GPP TS 24.484 [25]) has been exceeded. If exceeded, the participating MCVideo function shall respond with a SIP 486 (Busy Here) response with the warning text set to "103 maximum simultaneous MCVideo group calls reached" in a Warning header field as specified in subclause 4.4. Otherwise, continue with the rest of the steps;

NOTE 3:
If the SIP INVITE request contains an emergency indication or an imminent peril indication, the participating MCVideo function can by means beyond the scope of this specification choose to allow for an exception to the limit for the maximum simultaneous MCVideo sessions supported for the MCVideo user. Alternatively, a lower priority session of the MCVideo user could be terminated to allow for the new session.

6)
if the user identified by the MCVideo ID is not affiliated to the group identified in the "SIP INVITE request for originating participating MCVideo function" as determined by subclause 8.2.2.2.11 and this is an authorised request for originating a priority call as determined by subclause 6.3.2.1.8.1, shall perform the actions specified in subclause 8.2.2.2.12 for implicit affiliation;
7)
if the actions for implicit affiliation specified in step 6) above were performed but not successful in affiliating the MCVideo user due to the MCVideo user already having N2 simultaneous affiliations, shall reject the "SIP INVITE request for originating participating MCVideo function" with a SIP 486 (Busy Here) response with the warning text set to "102 too many simultaneous affiliations" in a Warning header field as specified in subclause 4.4. and skip the rest of the steps.

NOTE 4:
N2 is the total number of MCVideo groups that an MCVideo user can be affiliated to simultaneously as specified in 3GPP TS 23.281 [26].

NOTE 5:
if the SIP INVITE request contains an emergency indication set to a value of "true" or an imminent peril indication set to a value of "true" and this is an authorised request for originating a priority call as determined by subclause 6.3.2.1.8.1, the participating MCVideo function can according to local policy choose to allow an exception to the N2 limit. Alternatively, a lower priority affiliation of the MCVideo user could be cancelled to allow for the new affiliation.

8)
shall determine the public service identity of the controlling MCVideo function associated with the group identity in the SIP INVITE request;

NOTE 6:
The public service identity can identify the controlling MCVideo function in the primary MCVideo system or a partner MCVideo system.

NOTE 7:
How the participating MCVideo server discovers the public service identity of the controlling MCVideo function associated with the group identity is out of scope of the current release.

9)
shall generate a SIP INVITE request as specified in subclause 6.3.2.1.3;

10)
shall set the Request-URI to the public service identity of the controlling MCVideo function associated with the group identity which was present in the incoming SIP INVITE request;

11)
shall not copy the following header fields from the incoming SIP INVITE request to the outgoing SIP INVITE request, if they were present in the incoming SIP INVITE request:

a)
Answer-Mode header field as specified in IETF RFC 5373 [27]; and

b)
Priv-Answer-Mode header field as specified in IETF RFC 5373 [27];
12)
shall set the <mcvideo-calling-user-id> element of the application/vnd.3gpp.mcvideo-info+xml MIME body of the SIP INVITE request to the MCVideo ID of the calling user;

13)
shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request from the MCVideo client as specified in subclause 6.3.2.1.1.1;

14)
if the received SIP INVITE request contains an application/vnd.3gpp.location-info+xml MIME body and if not already copied, shall copy the contents of the application/vnd.3gpp.location-info+xml MIME body received in the SIP INVITE request into an application/vnd.3gpp.location-info+xml MIME body included in the outgoing SIP request;

15)
if a Resource-Priority header field was included in the received SIP INVITE request, shall include a Resource-Priority header field according to rules and procedures of 3GPP TS 24.229 [11] set to the value indicated in the Resource-Priority header field of the SIP INVITE request from the MCVideo client; and

NOTE 8:
The participating MCVideo function will leave verification of the Resource-Priority header field to the controlling MCVideo function.

16)
shall forward the SIP INVITE request, according to 3GPP TS 24.229 [11].

Upon receipt of a SIP 302 (Moved Temporarily) response to the above SIP INVITE request in step 15), the participating MCVideo function:

1)
shall generate a SIP INVITE request as specified in subclause 6.3.2.1.10;

2)
shall include an SDP offer based upon the SDP offer in the received SIP INVITE request from the MCVideo client as specified in subclause 6.3.2.1.1.1; and

3)
shall forward the SIP INVITE request according to 3GPP TS 24.229 [51].

Upon receipt of a SIP 2xx response in response to the above SIP INVITE request in step 15), the participating MCVideo function:

1)
if the received SIP 2xx response contains an application/vnd.3gpp.mcvideo-info+xml MIME body with an <MKFC-GKTPs> element, shall perform the procedures in subclause 6.3.2.3.2;
2)
shall generate a SIP 200 (OK) response as in subclause 6.3.2.1.5.2;

3)
shall include in the SIP 200 (OK) response an SDP answer as specified in the subclause 6.3.2.1.2.1;

4)
shall include Warning header field(s) that were received in the incoming SIP 200 (OK) response;

5)
shall include the public service identity received in the P-Asserted-Identity header field of the incoming SIP 200 (OK) response into the P-Asserted-Identity header field of the outgoing SIP 200 (OK) response;

6)
shall include an MCVideo session identity mapped to the MCVideo session identity provided in the Contact header field of the received SIP 200 (OK) response;

7)
if the procedures of subclause 8.2.2.2.12 for implicit affiliation were performed in the present subclause, shall complete the implicit affiliation by performing the procedures of subclause 8.2.2.2.13;
8)
shall send the SIP 200 (OK) response to the MCVideo client according to 3GPP TS 24.229 [51];

9)
shall interact with Media Plane as specified in 3GPP TS 24.581 [5]; and

10)
shall start the SIP Session timer according to rules and procedures of IETF RFC 4028 [23].

Upon receipt of a SIP 4xx, 5xx or 6xx response to the above SIP INVITE request in step 14) the participating MCVideo function:

1)
shall generate a SIP response according to 3GPP TS 24.229 [11];

2)
shall include Warning header field(s) that were received in the incoming SIP response;

3)
shall forward the SIP response to the MCVideo client according to 3GPP TS 24.229 [11]; and

4)
if the implicit affiliation procedures of subclause 8.2.2.2.12 were invoked in this procedure, shall perform the procedures of subclause 8.2.2.2.14;
[TS 24.281, clause 9.2.1.3.1.3]
This subclause covers on-demand session.

Upon receipt of a SIP re-INVITE request for an MCVideo session identifying an on-demand prearranged MCVideo group session, the participating MCVideo function:

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP re-INVITE request with a SIP 500 (Server Internal Error) response. The participating MCVideo function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [15] and skip the rest of the steps;

NOTE 1:
If the SIP re-INVITE request contains an application/vnd.3gpp.mcvideo-info+xml MIME body with the <emergency-ind> element set to a value of "true", the participating MCVideo function can choose to accept the request.

2)
shall determine if the media parameters are acceptable and the MCVideo codecs are offered in the SDP offer and if not, reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;

3)
shall generate an outgoing SIP re-INVITE request as specified in subclause 6.3.2.1.9;

4)
shall, if the SIP re-INVITE request was received within an on-demand session, include in the SIP re-INVITE request an SDP offer based on the SDP offer in the received SIP re-INVITE request as specified in subclause 6.3.2.1.1;

5)
if the received SIP re-INVITE request contains a Resource-Priority header field, shall include a Resource-Priority header field with the contents set as in the received Resource-Priority header field; and

NOTE 3: The controlling MCVideo function will determine the validity of the Resource-Priority header field.

6)
shall forward the SIP re-INVITE request according to 3GPP TS 24.229 [11].

Upon receipt of a SIP 2xx response to the above SIP re-INVITE request in step 7) the participating MCVideo function:

1)
shall generate a SIP 200 (OK) response as specified in the subclause 6.3.2.1.5.2;

2)
shall include in the SIP 200 (OK) response an SDP answer as specified in the subclause 6.3.2.1.2.1;

3)
shall include Warning header field(s) that were received in the incoming SIP 200 (OK) response;

4)
shall copy the contents received in the P-Asserted-Identity header field of the incoming SIP 200 (OK) response into the P-Asserted-Identity header field of the outgoing SIP 200 (OK) response;

5)
shall send the SIP 200 (OK) response towards the MCVideo client according to 3GPP TS 24.229 [11]; and

6)
shall interact with the media plane as specified in 3GPP TS 24.581 [5].

Upon receipt of a SIP 403 (Forbidden) response to the above SIP INVITE request in step 7) the participating MCVideo function:

1)
shall generate a SIP 403 (Forbidden) response according to 3GPP TS 24.229 [11];

2)
shall copy, if included in the received SIP 403 (Forbidden) response, the application/vnd.3gpp.mcvideo-info+xml MIME body MIME body to the outgoing SIP (Forbidden) response;

3)
shall include Warning header field(s) that were received in the incoming SIP 403 (Forbidden) response;

4)
shall forward the SIP 403 (Forbidden) response to the MCVideo client according to 3GPP TS 24.229 [11]; and

5)
shall interact with the media plane as specified in 3GPP TS 24.581 [5].
[TS 24.281, clause 9.2.1.3.2]
In the procedures in this subclause: 

1)
emergency indication in an incoming SIP INVITE request refers to the <emergency-ind> element of the application/vnd.3gpp.mcvideo-info+xml MIME body; and

2)
imminent peril indication in an incoming SIP INVITE request refers to the <imminentperil-ind> element of the application/vnd.3gpp.mcvideo-info+xml MIME body.

NOTE 1:
This subclause covers on-demand session.

Upon receipt of a "SIP INVITE request for terminating participating MCVideo function", the participating MCVideo function:

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The participating MCVideo function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [15], and shall not continue with the rest of the steps;

NOTE 2:
if the SIP INVITE request contains an emergency indication or an imminent peril indication set to a value of "true" and this is an authorised request for originating a priority call as determined by subclause 6.3.2.1.8.1, the participating MCVideo function can according to local policy choose to accept the request.

2)
shall check the presence of the isfocus media feature tag in the URI of the Contact header field and if it is not present then the participating MCVideo function shall reject the request with a SIP 403 (Forbidden) response with the warning text set to "104 isfocus not assigned" in a Warning header field as specified in subclause 4.4, and shall not continue with the rest of the steps;

3)
if the Answer-Mode Indication in the application/poc-settings+xml MIME body has not yet been received from the invited MCVideo client as defined in subclause 7.3.3 or subclause 7.3.4, shall reject the request with a SIP 480 (Temporarily Unavailable) response with the warning text set to "146 T-PF unable to determine the service settings for the called user" in a Warning header field as specified in subclause 4.4, and shall not continue with the rest of the steps;

4)
shall use the MCVideo ID present in the <mcvideo-request-uri> element of the application/vnd.3gpp.mcvideo-info+xml MIME body of the incoming SIP INVITE request to retrieve the binding between the MCVideo ID and public user identity;

5)
if the binding between the MCVideo ID and public user identity does not exist, then the participating MCVideo function shall reject the SIP INVITE request with a SIP 404 (Not Found) response. Otherwise, continue with the rest of the steps;

6)
if the SIP INVITE request contains an application/vnd.3gpp.mcvideo-info+xml MIME body with an <MKFC-GKTPs> element, shall perform the procedures in subclause 6.3.2.3.2;
7)
shall perform the automatic commencement procedures specified in subclause 6.3.2.2.5.1 and according to IETF RFC 5373 [27] if the "SIP INVITE request for terminating participating MCVideo function" does not contain an Answer-Mode header field and the Answer-Mode Indication received in the application/poc-settings+xml MIME body received from the invited MCVideo client as per subclause 7.3.3 or subclause 7.3.4 is set to "auto-answer"; and

8)
shall perform the manual commencement procedures specified in subclause 6.3.2.2.6.1 and according to IETF RFC 5373 [27] if the "SIP INVITE request for terminating participating MCVideo function" does not contain an Answer-Mode header field and the Answer-Mode Indication received in the application/poc-settings+xml MIME body received from the invited MCVideo client as per subclause 7.3.3 or subclause 7.3.4 is set to "manual-answer".
[TS 24.281, clause 9.2.1.3.3.1]
Upon receiving from the MCVideo client a SIP BYE request the participating MCVideo function shall follow the procedures as specified in subclause 6.3.2.1.6.
[TS 24.281, clause 9.2.1.3.4.1]
Upon receiving a SIP BYE request from the controlling MCVideo function, the participating MCVideo function shall follow the procedures as specified in subclause 6.3.2.2.8.1.
[TS 24.281, clause 9.2.1.3.5.1]
Upon receipt of a "SIP INVITE request for originating participating MCVideo function" containing an application/vnd.3gpp.mcvideo-info+xml MIME body with the <session-type> element set to a value of "prearranged", the participating MCVideo function shall follow the procedures specified in subclause 9.2.1.3.1.1 with the clarification in step 10) of subclause 9.2.1.3.1.1 that the Request-URI of the SIP INVITE request shall contain a URI of the MCVideo session identity which mapped to the MCVideo session identity provided in Request-URI header field of the "SIP INVITE request for originating participating MCVideo function".
[TS  24.281, clause 9.2.1.3.6]
In the procedures in this subclause:
1)
emergency indication in an incoming SIP INVITE request refers to the <emergency-ind> element of the application/vnd.3gpp.mcvideo-info+xml MIME body; and

2)
imminent peril indication in an incoming SIP INVITE request refers to the <imminentperil-ind> element of the application/vnd.3gpp.mcvideo-info+xml MIME body.
Upon receipt of a SIP re-INVITE request for a terminating MCVideo client of a MCVideo group containing an emergency indication or imminent peril indication, the participating MCVideo function:

1)
shall check if a Resource-Priority header field is included in the incoming SIP INVITE request and may perform further actions outside the scope of this specification to act upon an included Resource-Priority header field as specified in 3GPP TS 24.229 [11];

2)
shall generate an outgoing SIP re-INVITE request as specified in subclause 6.3.2.2.10;

3)
shall include in the SIP re-INVITE request an SDP offer based on the SDP offer in the received SIP re-INVITE request as specified in subclause 6.3.2.2.1; and

4)
shall send the SIP re-INVITE request towards the MCVideo client according to 3GPP TS 24.229 [11].

Upon receiving a SIP 200 (OK) response to the above SIP re-INVITE request sent to the MCVideo client, the participating MCVideo function:

1)
shall generate a SIP 200 (OK) response as described in the subclause 6.3.2.2.4.2;

2)
shall include in the SIP 200 (OK) response an SDP answer based on the SDP answer in the received SIP 200 (OK) response as specified in subclause 6.3.2.2.2.1;

3)
shall interact with the media plane as specified in 3GPP TS 24.581 [5]; and

4)
shall forward the SIP 200 (OK) response according to 3GPP TS 24.229 [11].
[TS 24.281, clause 9.2.1.4.1.1]
This subclause describes the procedures for inviting an MCVideo user to an MCVideo session. The procedure is initiated by the controlling MCVideo function as the result of an action in subclause 9.2.1.4.2 or as the result of receiving a SIP 403 (Forbidden) response as described in this subclause.

The controlling MCVideo function:

1)
shall generate a SIP INVITE request as specified in subclause 6.3.3.1.2;

2)
shall set the Request-URI to the public service identity of the terminating participating MCVideo function associated to the MCVideo user to be invited.;

NOTE 1:
How the controlling MCVideo function finds the address of the terminating MCVideo participating function is out of the scope of the current release.

NOTE 2:
If the terminating MCVideo user is part of a partner MCVideo system, then the public service identity can identify an entry point in the partner network that is able to identify the terminating participating MCVideo function.

3)
shall set the P-Asserted-Identity header field to the public service identity of the controlling MCVideo function;

4)
shall include in the application/vnd.3gpp.mcvideo-info+xml MIME body in the outgoing SIP INVITE request:

a)
the <mcvideo-request-uri> element set to the MCVideo ID of the terminating user; and

b)
the <mcvideo-calling-group-id> element set to the group identity;

NOTE 3:
The <mcvideo-calling-user-id> is already included in the MIME body as a result of calling subclause 6.3.3.1.2 in step 1).

5)
shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request from the originating network according to the procedures specified in subclause 6.3.3.1.1;

6)
if the in-progress emergency state of the group is set to a value of "true" the controlling MCVideo function:

a)
shall include a Resource-Priority header field populated with the values for an MCVideo emergency group call as specified in subclause 6.3.3.1.19;

b)
if the received SIP INVITE request contained an application/vnd.3gpp.mcvideo-info+xml MIME body with the <emergency-ind> element set to a value of "true":

i)
shall include in the outgoing SIP INVITE request in the application/vnd.3gpp.mcvideo-info+xml MIME body an <emergency-ind> element set to a value of "true"; and

ii)
if the <alert-ind> element is set to "true" in the received SIP INVITE request and the requesting MCVideo user and MCVideo group are authorised for the initiation of MCVideo emergency alerts as determined by the procedures of subclause 6.3.3.1.13.1, shall populate the application/vnd.3gpp.mcvideo-info+xml MIME body and the application/vnd.3gpp.location-info+xml MIME body as specified in subclause 6.3.3.1.12. Otherwise, shall set the <alert-ind> element to a value of "false"; and

c)
if the in-progress imminent peril state of the group is set to a value of "true" shall include in the application/vnd.3gpp.mcvideo-info+xml MIME body an <imminentperil-ind> element set to a value of "false";

7)
if the in-progress emergency state of the group is set to a value of "false" and the in-progress imminent peril state of the group is set to a value of "true", the controlling MCVideo function:

a)
shall include a Resource-Priority header field populated with the values for an MCVideo imminent peril group call as specified in subclause 6.3.3.1.19; and

b)
shall include in the application/vnd.3gpp.mcvideo-info+xml MIME body with the <imminentperil-ind> element set to a value of "true"; 

8)
if:

a)
an MCVideo GKTP document exists for the group identity contained in the <mcvideo-request-uri> element in the application/vnd.3gpp.mcvideo-info+xml MIME body of the incoming SIP INVITE request; and

b)
the MCVideo GKTP document contains a <MKFC-GKTPs> element;

then:

a)
for each instance of <GKTP> element of the <MKFC-GKTPs> element of the MCVideo GKTP document:

i)
shall perform the procedure in subclause 6.3.3.6.2 to re-generate an I_MESSAGE; and

ii)
if the procedure in subclause 6.3.3.6.2 was successful, shall include the I_MESSAGE in a <GKTP> element of the <MKFC-GKTPs> element of an application/vnd.3gpp.mcvideo-info+xml MIME body included in the outgoing SIP INVITE request; and

9)
shall send the SIP INVITE request towards the terminating network in accordance with 3GPP TS 24.229 [11].

Upon receiving a SIP 183 (Session Progress) response containing a Require header field with the option tag "100rel" and containing a P-Answer-State header field with the value "Unconfirmed" in response to the SIP INVITE request the controlling MCVideo function:

1)
shall send a SIP PRACK request towards the MCVideo client according to 3GPP TS 24.229 [11].

Upon receiving a SIP 200 (OK) response for the SIP INVITE request the controlling MCVideo function:

1)
shall interact with the media plane as specified in 3GPP TS 24.581 [5] subclause 6.3;

2)
shall send a SIP NOTIFY request to all participants with a subscription to the conference event package as specified in subclause 9.2.3.4; and

3)
shall increment the local counter of the number of SIP 200 (OK) responses received from invited members, by 1.

NOTE 4:
The notifications above could be sent prior to the SIP 200 (OK) response being sent to the inviting MCVideo client. These notifications received by MCVideo clients that are group members do not mean that the group session will be successfully established.

NOTE 5:
The procedures executed by the controlling MCVideo function prior to sending a response to the inviting MCVideo client are specified in subclause 9.2.1.4.2.
[TS 24.281, clause 9.2.1.4.1.2]
The controlling MCVideo function:

1)
shall generate a SIP INVITE request as specified in subclause 6.3.3.1.2;

2)
shall set the Request-URI to the public service identity of the non-controlling MCVideo function serving the group identity of the MCVideo group owned by the partner MCVideo system;

3)
shall set the P-Asserted-Identity to the public service identity of the controlling MCVideo function;

4)
shall include in the application/vnd.3gpp.mcvideo-info+xml MIME body in the outgoing SIP INVITE request:

a)
the <mcvideo-request-uri> element set to the group identity of the MCVideo group hosted by the non-controlling MCVideo function in the partner MCVideo system; and

b)
the <mcvideo-calling-group-id> element set to the group identity of the group served by the controlling MCVideo function;

5)
shall include the Recv-Info header field set to g.3gpp.mcvideo-transmission-request;

6)
if:

a)
an MCVideo GKTP document exists for the group identity contained in the <mcvideo-request-uri> element in the application/vnd.3gpp.mcvideo-info+xml MIME body of the incoming SIP INVITE request; and

b)
the MCVideo GKTP document contains a <MKFC-GKTPs> element;

then:

a)
for each instance of <GKTP> element of the <MKFC-GKTPs> element of the MCVideo GKTP document:

i)
shall perform the procedure in subclause 6.3.3.6.2 to re-generate an I_MESSAGE; and

ii)
if the procedure in subclause 6.3.3.6.2 was successful, shall include the I_MESSAGE in a <GKTP> element of the <MKFC-GKTPs> element of an application/vnd.3gpp.mcvideo-info+xml MIME body included in the outgoing SIP INVITE request;

7)
shall include in the SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request from the originating network according to the procedures specified in subclause 6.3.3.1.1; and

8)
shall send the SIP INVITE request towards the partner MCVideo system in accordance with 3GPP TS 24.229 [11].

Upon receiving SIP 403 (Forbidden) response for the SIP INVITE request, if according to local policy and if:

1)
the response contains a Warning header field with the MCVideo warning code "128"; and

2)
the response contains a P-Refused-URI-List header field and an application/resource-lists+xml MIME body as specified in IETF RFC 5318 [28];

NOTE 1:
The application/resource-lists+xml MIME body contains MCVideo IDs identifying MCVideo users in a partner MCVideo system that needs to be invited to the prearranged group call in case of group regrouping using interrogating method. 

Editor's Note:
The above note currently isn’t defined in the 23.280 and 23.281. 

then the controlling MCVideo function:

1)
shall check if the number of members of the MCVideo group exceeds the value contained in the <on-network-max-participant-count> element of the group document as specified in 3GPP TS 24.481 [24]. If exceeded, the controlling MCVideo function shall invite only <on-network-max-participant-count> members from the application/resource-lists+xml MIME body; and

NOTE 2:
The <on-network-max-participant-count> element indicates the maximum number of participants allowed in the prearranged group session It is operator policy that determines which participants in the application/resource-lists+xml MIME body are invited to the group call.

2)
shall invite MCVideo users as specified in this subclause using the list of MCVideo IDs in URI-List.

Upon receiving a SIP 200 (OK) response for the SIP INVITE request the controlling MCVideo function:

1)
shall interact with the media plane as specified in 3GPP TS 24.581 [5] subclause 6.3; and
NOTE 3:
The procedures executed by the controlling MCVideo function prior to sending a response to the inviting MCVideo client are specified in subclause 9.2.1.4.2.

2)
if at least one of the invited MCVideo clients has subscribed to the conference package, shall subscribe to the conference event package in the non-controlling MCVideo function as specified in subclause 9.2.3.4.3.
[TS 24.281, clause 9.2.1.4.2]
In the procedures in this subclause:

1)
MCVideo ID in an incoming SIP INVITE request refers to the MCVideo ID of the originating user from the <mcvideo-calling-user-id> element of the application/vnd.3gpp.mcvideo-info+xml MIME body of the incoming SIP INVITE request;

2)
group identity in an incoming SIP INVITE request refers to the group identity from the <mcvideo-request-uri> element of the application/vnd.3gpp.mcvideo-info+xml MIME body of the incoming SIP INVITE request;

3)
MCVideo ID in an outgoing SIP INVITE request refers to the MCVideo ID of the called user in the <mcvideo-request-uri> element of the application/vnd.3gpp.mcvideo-info+xml MIME body of the outgoing SIP INVITE request;

4)
indication of required group members in a SIP 183 (Session Progress) response refers to the <required> element of the application/vnd.3gpp.mcvideo-info+xml MIME body set to "true" in a SIP 183 (Session Progress) sent by the non-controlling MCVideo function of an MCVideo group;

5)
emergency indication in an incoming SIP INVITE request refers to the <emergency-ind> element of the application/vnd.3gpp.mcvideo-info+xml MIME body; and

6)
imminent peril indication in an incoming SIP INVITE request refers to the <imminentperil-ind> element of the application/vnd.3gpp.mcvideo-info+xml MIME body.

Upon receipt of a "SIP INVITE request for controlling MCVideo function of an MCVideo group", the controlling MCVideo function:

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The controlling MCVideo function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [51] and skip the rest of the steps;

NOTE 1:
if the SIP INVITE request contains an emergency indication or an imminent peril indication set to a value of "true" and this is an authorised request for originating an MCVideo emergency group call as determined by subclause 6.3.3.1.13.2, or for originating an MCVideo imminent peril group call as determined by subclause 6.3.3.1.13.5, the controlling MCVideo function can according to local policy choose to accept the request.

2)
shall determine if the media parameters are acceptable and the MCVideo codecs are offered in the SDP offer and if not reject the request with a SIP 488 (Not Acceptable Here) response and skip the rest of the steps;

3)
shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:

a)
an Accept-Contact header field does not include the g.3gpp.mcvideo media feature tag; or

b)
an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcvideo";

4)
if received SIP INVITE request includes an application/vnd.3gpp.mcvideo-info+xml MIME body with an <emergency-ind> element included or an <imminentperil-ind> element included, shall validate the request as described in subclause 6.3.3.1.17;

5)
shall retrieve the necessary group document(s) from the group management server for the group identity contained in the SIP INVITE request and carry out initial processing as specified in subclause 6.3.5.2;

6)
if the result of the initial processing in subclause 6.3.5.2 was:

a)
that authorization of the MCVideo ID is required at a non-controlling MCVideo function of an MCVideo group is required, perform the actions in subclause 6.3.3.1.13.7 and do not continue with the rest of the steps in this subclause; and

b)
that a SIP 3xx, 4xx, 5xx or 6xx response to the "SIP INVITE request for controlling MCVideo function of an MCVideo group" has been sent, do not continue with the rest of the steps in this subclause;

7)
shall perform the actions as described in subclause 6.3.3.2.2;

8)
shall maintain a local counter of the number of SIP 200 (OK) responses received from invited members and shall initialise this local counter to zero;

9)
shall determine if an MCVideo group call for the group identity is already ongoing by determining if an MCVideo session identity has already been allocated for the group call and the MCVideo session is active;

10)
if the SIP INVITE request contains an unauthorised request for an MCVideo emergency group call as determined by subclause 6.3.3.1.13.2:

a)
shall reject the SIP INVITE request with a SIP 403 (Forbidden) response as specified in subclause 6.3.3.1.14; and

b)
shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [11] and skip the rest of the steps;

11)
if the SIP INVITE request contains an unauthorised request for an MCVideo imminent peril group call as determined by subclause 6.3.3.1.13.5, shall reject the SIP INVITE request with a SIP 403 (Forbidden) response with the following clarifications:

a)
shall include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcvideo-info+xml MIME body as specified in clause F.1 with the <mcvideoinfo> element containing the <mcvideo-Params> element with the <imminentperil-ind> element set to a value of "false"; and

b)
shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [11] and skip the rest of the steps;

12)
if a Resource-Priority header field is included in the SIP INVITE request: 

a)
if the Resource-Priority header field is set to the value indicated for emergency calls and the SIP INVITE request does not contain an emergency indication and the in-progress emergency state of the group is set to a value of "false", shall reject the SIP INVITE request with a SIP 403 (Forbidden) response and skip the rest of the steps; or

b)
if the Resource-Priority header field is set to the value indicated for imminent peril calls and the SIP INVITE request does not contain an imminent peril indication and the in-progress imminent peril state of the group is set to a value of "false", shall reject the SIP INVITE request with a SIP 403 (Forbidden) response and skip the rest of the steps;

13)
if the MCVideo group call is not ongoing then:

a)
if:

i)
the user identified by the MCVideo ID is not affiliated to the group identity contained in the SIP INVITE request as specified in subclause 6.3.6;

ii)
the group identity contained in the SIP INVITE request is not a constituent MCVideo group ID;

iii)
the received SIP INVITE request does not contain an emergency indication or imminent peril indication; or

iv)
the received SIP INVITE request is an authorised request for an MCVideo emergency group call as determined by subclause 6.3.3.1.13.2 or MCVideo imminent peril group call as determined by steps subclause 6.3.3.1.13.5 and is determined to not be eligible for implicit affiliation as specified in subclause 8.2.2.3.6;

then shall return a SIP 403 (Forbidden) response with the warning text set to "120 user is not affiliated to this group" in a Warning header field as specified in subclause 4.4, and skip the rest of the steps below;

b)
if the user identified by the MCVideo ID is not authorised to initiate the prearranged group session as specified in subclause 6.3.5.4, shall send a SIP 403 (Forbidden) response with the warning text set to: "119 user is not authorised to initiate the group call" in a Warning header field as specified in subclause 4.4 and skip the rest of the steps below;

c)
if the received SIP INVITE request contains an an authorised request for an MCVideo emergency group call as determined by subclause 6.3.3.1.13.2 or MCVideo imminent peril group call as determined by subclause 6.3.3.1.13.5 and the MCVideo user is eligible to be implicitly affiliated with the MCVideo group as determined as determined in step 13) a) iv) above, shall perform the implicit affiliation as specified in subclause 8.2.2.3.7;

d)
shall check if a Resource-Priority header field is included in the incoming SIP INVITE request and may apply any preferential treatment to the SIP request as specified in 3GPP TS 24.229 [11];

e)
shall create a prearranged group session and allocate an MCVideo session identity for the prearranged group call, and shall handle timer TNG3 (group call timer) as specified in subclause 6.3.3.5;

f)
if the group identity in the "SIP INVITE request for controlling MCVideo function of an MCVideo group" is a TGI:

i)
shall for each of the constituent MCVideo groups homed on the primary MCVideo system:

A)
if the controlling MCVideo function does not own the MCVideo group identified by the MCVideo group ID, then generate a SIP INVITE request towards the MCVideo server that owns the MCVideo group identity by following the procedures in subclause 9.2.1.4.1.2; and

NOTE 2:
The MCVideo server that the SIP INVITE request is sent to acts as a non-controlling MCVideo function;

B)
if the controlling MCVideo function owns the MCVideo group identified by the MCVideo group ID then:

I)
determine the members to invite to the prearranged MCVideo group call as specified in subclause 6.3.5.5;

II)
invite each group member determined in step A) above, to the group session, as specified in subclause 9.2.1.4.1.1; and

III)
interact with the media plane as specified in 3GPP TS 24.581 [5] subclause 6.3; and

ii)
shall for each of the constituent MCVideo groups homed on the partner MCVideo system generate a SIP INVITE request for the MCVideo group identity homed on the partner MCVideo system as specified in subclause 9.2.1.4.1.2; and

g)
if the group identity in the SIP INVITE request for controlling MCVideo function of an MCVideo group is an MCVideo group ID:

i)
shall determine the members to invite to the prearranged MCVideo group call as specified in subclause 6.3.5.5;

ii)
if necessary, shall start timer TNG1 (acknowledged call setup timer) according to the conditions stated in subclause 6.3.3.3;

iii)
if the received SIP INVITE request includes an application/vnd.3gpp.mcvideo-info+xml MIME body with an <emergency-ind> element set to a value of "true":

A)
shall cache the information that this MCVideo user has initiated an MCVideo emergency call;
B)
if the received SIP INVITE contains an alert indication set to a value of "true" and this is an authorised request for an MCVideo emergency alert meeting the conditions specified in subclause 6.3.3.1.13.1, shall cache the information that this MCVideo user has initiated an MCVideo emergency alert; and

C)
if the in-progress emergency state of the group is set to a value of "false":

I)
shall set the value of the in-progress emergency state of the group to "true"; and

II)
shall start timer TNG2 (in-progress emergency group call timer) and handle its expiry as specified in subclause 6.3.3.1.16;

iv)
if the in-progress emergency state of the group is set to a value of "false" and if the received SIP INVITE request contains an imminent peril indication set to a value of "true", the controlling MCVideo function shall:

A)
shall cache the information that this MCVideo user has initiated an MCVideo imminent peril call; and

B)
if the in-progress imminent peril state of the group is set to a value of "false", shall set the in-progress imminent peril state of the group to a value of "true";

v)
shall invite each group member determined in step 13)g)i) above, to the group session, as specified in subclause 9.2.1.4.1.1; and

vi)
shall interact with the media plane as specified in 3GPP TS 24.581 [5] subclause 6.3; and

14) if the MCVideo group call is ongoing then:

a)
if:

i)
the user identified by the MCVideo ID in the SIP INVITE request is not affiliated to the group identity contained in the SIP INVITE request as specified in subclause 6.3.6;
ii)
the group identity contained in the SIP INVITE request is not a constituent MCVideo group ID;

iii)
the received SIP INVITE request does not contain an emergency indication or imminent peril indication; or

iv)
the received SIP INVITE request is an authorised request for an MCVideo emergency group call as determined by subclause 6.3.3.1.13.2 or MCVideo imminent peril group call as determined subclause 6.3.3.1.13.5 and is determined to not be eligible for implicit affiliation as specified in subclause 8.2.2.3.6;

then shall return a SIP 403 (Forbidden) response with the warning text set to "120 user is not affiliated to this group" in a Warning header field as specified in subclause 4.4, and skip the rest of the steps below;

b)
if the user identified by the MCVideo ID in the SIP INVITE request is not authorised to join the prearranged group session as specified in subclause 6.3.5.3, shall send a SIP 403 (Forbidden) response with the warning text set to "121 user is not allowed to join the group call" in a Warning header field as specified in subclause 4.4 and skip the rest of the steps below;

c)
shall check if a Resource-Priority header field is included in the incoming SIP INVITE request and may apply any preferential treatment to the SIP request as specified in 3GPP TS 24.229 [11];

d)
if <on-network-max-participant-count> as specified in 3GPP TS 24.481 [24] is already reached:

i)
if, according to local policy, the user identified by the MCVideo ID in the SIP INVITE request is deemed to have a higher priority than an existing user in the group session, may remove a participant from the session by following subclause 9.2.1.4.4.3, and skip the next step; and

NOTE 3:
The local policy for deciding whether to admit a user to a call that has reached its maximum amount of participants can include the <user-priority> and the <participant-type> of the user as well as other information of the user from the group document as specified in 3GPP TS 24.481 [24]. The local policy decisions can also include taking into account whether the imminent-peril indicator or emergency indicator was received in the SIP INVITE request.

ii)
shall return a SIP 486 (Busy Here) response with the warning text set to "122 too many participants" to the originating network as specified in subclause 4.4 and skip the rest of the steps;

e)
if the received SIP INVITE request contains an an authorised request for an MCVideo emergency group call as determined by subclause 6.3.3.1.13.2 or MCVideo imminent peril group call as determined by subclause 6.3.3.1.13.5 and the MCVideo user is eligible to be implicitly affiliated with the MCVideo group as determined in step 14) a) iv) above, shall perform the implicit affiliation as specified in subclause 8.2.2.3.7;

f)
if the received SIP INVITE request includes an application/vnd.3gpp.mcvideo-info+xml MIME body with an <emergency-ind> element set to a value of "true":

i)
shall cache the information that this MCVideo user has initiated an MCVideo emergency call;
ii)
if the received SIP INVITE contains an alert indication set to a value of "true" and this is an authorised request for an MCVideo emergency alert meeting the conditions specified in subclause 6.3.3.1.13.1, shall cache the information that this MCVideo user has initiated an MCVideo emergency alert;

iii)
if the in-progress emergency state of the group is set to a value of "false":

A)
shall set the value of the in-progress emergency state of the group to "true";

B)
shall start timer TNG2 (in-progress emergency group call timer) and handle its expiry as specified in subclause 6.3.3.1.16; and

C)
shall generate SIP re-INVITE requests for the MCVideo emergency group call to the other call participants of the MCVideo group as specified in subclause 6.3.3.1.6;

iv)
if the in-progress imminent peril state of the group is set to a value of "true":

A)
for each of the other affiliated member of the group generate a SIP MESSAGE request notification of the MCVideo user's imminent peril indication as specified in subclause 6.3.3.1.11, setting the <imminentperil-ind> element of the application/vnd.3gpp.mcvideo-info+xml MIME body to a value of "true"; and

B)
send the SIP MESSAGE request as specified in 3GPP TS 24.229 [11]; and

v)
upon receiving a SIP 200 (OK) response to the SIP re-INVITE request the controlling MCVideo function shall interact with the media plane as specified in 3GPP TS 24.581 [51];

g)
if the in-progress emergency state of the group is set to a value of "false" and if the SIP INVITE request contains an imminent peril indication set to a value of "true", the controlling MCVideo function:

i)
shall cache the information that this MCVideo user has initiated an MCVideo imminent peril call; and

ii)
if the in-progress imminent peril state of the group is set to a value of "false":

A)
shall set the in-progress imminent peril state of the group to a value of "true";

B)
shall generate SIP re-INVITE requests for the MCVideo imminent peril group call to the other call participants of the MCVideo group as specified in subclause 6.3.3.1.15; and

C)
upon receiving a SIP 200 (OK) response to the SIP re-INVITE request the controlling MCVideo function shall interact with the media plane as specified in 3GPP TS 24.581 [5]; and

iii)
if the in-progress imminent peril state of the group is set to a value of "true":

A)
for each of the other affiliated member of the group generate a SIP MESSAGE request notification of the MCVideo user's imminent peril indication as specified in subclause 6.3.3.1.11, setting the <imminentperil-ind> element of the application/vnd.3gpp.mcvideo-info+xml MIME body to a value of "true"; and

B)
send the SIP MESSAGE request as specified in 3GPP TS 24.229 [11];

h)
shall generate a SIP 200 (OK) response as specified in the subclause 6.3.3.2.4.2;

i)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.3.2.1;

j)
shall include in the SIP 200 (OK) response with the warning text set to "123 MCVideo session already exists" as specified in subclause 4.4;

k)
if the received SIP re-INVITE request contains an alert indication set to a value of "true" and this is an unauthorised request for an MCVideo emergency alert as specified in subclause 6.3.3.1.13.1, shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.4;

l)
if the received SIP re-INVITE request contains an application/vnd.3gpp.mcvideo-info+xml MIME body with the <imminentperil-ind> element set to a value of "true" and if the in-progress emergency state of the group is set to a value of "true", shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.4;
NOTE 4:
In this case, the request was for an imminent peril call but a higher priority MCVideo emergency call was already in progress on the group. Hence, the imminent peril call request aspect of the request is denied but the request is granted with emergency level priority.
m)
shall interact with media plane as specified in 3GPP TS 24.581 [5] subclause 6.3;

NOTE 5:
Resulting media plane processing is completed before the next step is performed.

n)
shall send the SIP 200 (OK) response towards the inviting MCVideo client or inviting non-controlling MCVideo function according to 3GPP TS 24.229 [11];

o)
shall generate a notification to the MCVideo clients, which have subscribed to the conference state event package that the inviting MCVideo User has joined in the MCVideo group session, as specified in subclause 6.3.3.4;

NOTE 6:
As a group document can potentially have a large content, the controlling MCVideo function can notify using content-indirection as defined in IETF RFC 4483 [29].

p)
shall send a SIP NOTIFY request to each MCVideo client according to 3GPP TS 24.229 [11];

q)
Upon receiving a SIP ACK to the above SIP 200 (OK) response and the SIP 200 (OK) response contained a Warning header field as specified in subclause 4.4 with the warning text containing the mcvideo-warn-code set to "149", shall follow the procedures in subclause 6.3.3.1.18; and

r)
shall not continue with the rest of the subclause.

Upon receiving a SIP 183 (Session Progress) response to the SIP INVITE request specified in subclause 9.2.1.4.1 containing a P-Answer-State header field with the value "Unconfirmed" as specified in IETF RFC 4964 [30], the timer TNG1 (acknowledged call setup timer) is not running, the controlling MCVideo function supports media buffering and the SIP final response is not yet sent to the inviting MCVideo client:

1)
shall generate a SIP 200 (OK) response to SIP INVITE request as specified in the subclause 6.3.3.2.3.2;

2)
shall include the warning text set to "122 too many participants" as specified in subclause 4.4 in the SIP 200 (OK) response, if the prearranged MCVideo group has more than <on-network-max-participant-count> members as specified in 3GPP TS 24.481 [24];

3)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.3.2.1;

4)
shall include a P-Answer-State header field with the value "Unconfirmed";

5)
if the SIP INVITE request contains an alert indication set to a value of "true" and this is an unauthorised request for an MCVideo emergency alert as specified in subclause 6.3.3.1.13.1, shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.4;

6)
if the received SIP INVITE request contains an application/vnd.3gpp.mcvideo-info+xml MIME body with the <imminentperil-ind> element set to a value of "true" and if the in-progress emergency state of the group is set to a value of "true", shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.4;
7)
shall interact with the media plane as specified in 3GPP TS 24.581 [5] subclause 6.3;

NOTE 7:
Resulting user plane processing is completed before the next step is performed.

8)
shall send the SIP 200 (OK) response towards the inviting MCVideo client according to 3GPP TS 24.229 [11];

9)
shall generate a notification to the MCVideo clients, which have subscribed to the conference state event package that the inviting MCVideo User has joined in the MCVideo group session, as specified in subclause 6.3.3.4; and

NOTE 8:
As a group document can potentially have a large content, the controlling MCVideo function can notify using content-indirection as defined in IETF RFC 4483 [29].

10)
shall send a SIP NOTIFY request to each MCVideo client according to 3GPP TS 24.229 [11].

Upon receiving a SIP 183 (Session Progress) response for a SIP INVITE request as specified in subclause 9.2.1.4.1.2 containing an indication of required group members, the timer TNG1 (acknowledged call setup timer) is running and all SIP 200 (OK) responses have been received to all SIP INVITE requests sent to MCVideo clients specified in subclause 9.2.1.4.1.1, then the controlling MCVideo function shall wait until the SIP 200 (OK) response has been received to the SIP INVITE request specified in subclause 9.2.1.4.1.2 before generating a SIP 200 (OK) response to the "SIP INVITE request for controlling MCVideo function of an MCVideo group".

Upon receiving a SIP 200 (OK) response for a SIP INVITE request as specified in subclause 9.2.1.4.1 that was sent to an affiliated and <on-network-required> group member as specified in 3GPP TS 24.481 [24]; and

1)
if the MCVideo ID in the SIP 200 (OK) response matches to the MCVideo ID in the corresponding SIP INVITE request;
2)
there are no outstanding SIP 200 (OK) responses to SIP INVITE requests which were sent to affiliated and <on-network-required> group members as specified in 3GPP TS 24.481 [24]; and

3)
there is no outstanding SIP 200 (OK) response to a SIP INVITE request sent in subclause 9.2.1.4.1.2 where the SIP 183 (Session Progress) response contained an indication of required group members;

the controlling MCVideo function:

1)
shall stop timer TNG1 (acknowledged call setup timer) as described in subclause 6.3.3.3;

2)
shall generate SIP 200 (OK) response to the SIP INVITE request as specified in the subclause 6.3.3.2.3.2 before continuing with the rest of the steps;

3)
shall include the warning text set to "122 too many participants" as specified in subclause 4.4 in the SIP 200 (OK) response, if all members were not invited because the prearranged MCVideo group has been exceeded the <on-network-max-participant-count> members as specified in 3GPP TS 24.481 [24];

4)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.3.2.1;
5)
shall interact with the media plane as specified in 3GPP TS 24.581 [5] subclause 6.3;

NOTE 9:
Resulting media plane processing is completed before the next step is performed.

6)
shall send a SIP 200 (OK) response to the inviting MCVideo client according to 3GPP TS 24.229 [11];

7)
shall generate a notification to the MCVideo clients, which have subscribed to the conference state event package that the inviting MCVideo user has joined in the MCVideo group session, as specified in subclause 6.3.3.4; and

NOTE 10:
As a group document can potentially have a large content, the controlling MCVideo function can notify using content-indirection as defined in IETF RFC 4483 [29].

8)
shall send the SIP NOTIFY request to the MCVideo clients according to 3GPP TS 24.229 [11].

Upon:

1)
receiving a SIP 200 (OK) response for a SIP INVITE request as specified in subclause 9.2.1.4.1;

2)
the timer TNG1 (acknowledged call setup timer) is not running;

3)
the local counter of the number of SIP 200 (OK) responses received from invited members is equal to the value of the <on-network-minimum-number-to-start> element of the group document;

4)
the controlling MCVideo function supports media buffering; and

5)
the SIP final response has not yet been sent to the inviting MCVideo client;

the controlling MCVideo function according to local policy:

1)
shall generate SIP 200 (OK) response to the SIP INVITE request as specified in the subclause 6.3.3.2.2;

2)
shall include the warning text set to "122 too many participants" as specified in subclause 4.4 in the SIP 200 (OK) response, if all members were not invited because the prearranged MCVideo group has exceeded the <max-participant-count> members as specified in 3GPP TS 24.481 [24];

3)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.3.2.1;

4)
if the SIP INVITE request contains an alert indication set to a value of "true" and this is an unauthorised request for an MCVideo emergency alert as specified in subclause 6.3.3.1.13.1, shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.4;

5)
if the received SIP INVITE request contains an application/vnd.3gpp.mcvideo-info+xml MIME body with the <imminentperil-ind> element set to a value of "true" and if the in-progress emergency state of the group is set to a value of "true", shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.4;
6)
shall interact with the media plane as specified in 3GPP TS 24.581 [5] subclause 6.3;

NOTE 11:
Resulting media plane processing is completed before the next step is performed.

7)
shall send a SIP 200 (OK) response to the inviting MCVideo client according to 3GPP TS 24.229 [11];

8)
shall generate a notification to the MCVideo clients, which have subscribed to the conference state event package that the inviting MCVideo user has joined in the MCVideo group session, as specified in subclause 6.3.3.4; and

NOTE 12:
As a group document can potentially have a large content, the controlling MCVideo function can notify using content-indirection as defined in IETF RFC 4483 [29].

9)
shall send the SIP NOTIFY request to the MCVideo clients according to 3GPP TS 24.229 [11].

Upon expiry of timer TNG1 (acknowledged call setup timer), if there are outstanding SIP 200 (OK) responses to SIP INVITE requests sent to affiliated and <on-network-required> group members as specified in 3GPP TS 24.481 [24], the controlling MCVideo function shall follow the procedures specified in subclause 6.3.3.3.
If timer TNG1 (acknowledged call setup timer) is running and a final SIP 4xx, 5xx or 6xx response is received from an affiliated and <on-network-required> group member as specified in 3GPP TS 24.481 [24], the controlling MCVideo function shall follow the relevant procedures specified in subclause 6.3.3.3.
If:

1)
timer TNG1 (acknowledged call setup timer) is not running;

2)
the local counter of the number of SIP 200 (OK) responses received from invited members is equal to the value of the <on-network-minimum-number-to-start> element of the group document; and

3)
a final SIP 4xx, 5xx or 6xx response is received from an invited MCVideo client;

then the controlling MCVideo function shall perform one of the following based on policy:

1)
send the SIP final response towards the inviting MCVideo client, according to 3GPP TS 24.229 [11], if a SIP final response was received from all the other invited MCVideo clients and the SIP 200 (OK) response is not yet sent; or

2)
remove the invited MCVideo client from the MCVideo Session as specified in subclause 6.3.3.1.5, if a SIP final response other than 2xx or 3xx was received from all the invited MCVideo clients and the SIP 200 (OK) response is already sent. The controlling MCVideo function may invite an additional member of the prearranged MCVideo group as specified in subclause 9.2.1.4.1 that has not already been invited, if the prearranged MCVideo group has more than <on-network-max-participant-count> members as specified in 3GPP TS 24.481 [24], and all members have not yet been invited.

Upon receiving a SIP ACK to the SIP 200 (OK) response sent towards the inviting MCVideo client, and the SIP 200 (OK) response was sent with the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.4, the controlling MCVideo function shall follow the procedures in subclause 6.3.3.1.18.
[TS 24.281, clause 9.2.1.4.3]
Upon receiving a SIP BYE request the controlling MCVideo function shall follow the procedures as specified in subclause 6.3.3.2.4.
[TS 24.281, clause 9.2.1.4.4.1]
This subclause describes the procedures of each functional entity for ending the group call initiated by the controlling MCVideo function.
[TS 24.281, clause 9.2.1.4.4.2]
When the MCVideo session for group call needs to be released as specified in subclause 6.3.8.1, the controlling MCVideo function shall follow the procedures in subclause 6.3.3.1.5.
[TS 24.281, clause 9.2.1.4.4.3]
When an MCVideo client needs to be removed from the MCVideo session (e.g. due to de-affiliation or admitting a higher priority user), the controlling MCVideo function shall follow the procedures in subclause 6.3.3.1.5.

After successful removing the MCVideo client from the MCVideo session, the controlling MCVideo function may generate a notification to the MCVideo clients, which have subscribed to the conference state event package that an MCVideo user has been removed from the MCVideo session, as specified in subclause 6.3.3.4 and send the SIP NOTIFY request to the MCVideo client according to 3GPP TS 24.229 [11].
[TS 24.281, clause 9.2.1.4.5.1]
Upon receipt of a SIP INVITE request that includes an MCVideo session identity of an ongoing MCVideo session in the Request-URI the controlling MCVideo function:

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The controlling MCVideo function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [15]. Otherwise, continue with the rest of the steps;

NOTE 1:
if the SIP INVITE request contains an emergency indication or an imminent peril indication set to a value of "true" and this is an authorised request for originating an MCVideo emergency group call as determined by subclause 6.3.3.1.13.2, or for originating an MCVideo imminent peril group call as determined by subclause 6.3.3.1.13.5, the controlling MCVideo function can according to local policy choose to accept the request.

2)
shall reject the SIP request with a SIP 404 (Not Found) response if the MCVideo group call represented by the MCVideo session identity in Request-URI header is not present;

3)
shall determine if the media parameters are acceptable and the MCVideo codecs are offered in the SDP offer and if not, reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;

4)
shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:

a)
an Accept-Contact header field does not include the g.3gpp.mcvideo media feature tag; or

b)
an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcvideo";

5)
shall determine the MCVideo ID of the calling user;

6)
if the user identified by the MCVideo ID is not authorised to join the prearranged group session as specified in subclause 6.3.5.3, shall send a SIP 403 (Forbidden) response with the warning text set to "121 user is not authorised to join the group call" in a Warning header field as specified in subclause 4.4. Otherwise continue with the rest of the steps below;

7)
shall perform the actions on receipt of an initial SIP INVITE request as described in subclause 6.3.3.2.2;
8)
if the user identified by the MCVideo ID is not affiliated to the MCVideo group ID associated with the MCVideo session identity as specified in subclause 6.3.3.5, shall return a SIP 403 (Forbidden) response with the warning text set to "120 user is not affiliated to this group" in a Warning header field as specified in subclause 4.4;
9)
shall check if a Resource-Priority header field is included in the incoming SIP INVITE request and may apply any preferential treatment to the SIP request as specified in 3GPP TS 24.229 [11];
10)
if <on-network-max-participant-count> as specified in 3GPP TS 24.481 [24] is already reached:

a)
if, according to local policy, the user identified by the MCVideo ID in the SIP INVITE request is deemed to have a higher priority than an existing user in the group session, may remove a participant from the session by following subclause 9.2.1.4.4.3, and skip the next step; and

NOTE 2:
The local policy for deciding whether to admit a user to a call that has reached its maximum amount of participants can include the <user-priority> and the <participant-type> of the user as well as other information of the user from the group document as specified in 3GPP TS 24.481 [24]. The local policy decisions can also include taking into account whether the imminent-peril indicator or emergency indicator was received in the SIP INVITE request.

b)
shall return a SIP 486 (Busy Here) response with the warning text set to "122 too many participants" to the originating network as specified in subclause 4.4. Otherwise, continue with the rest of the steps;
11)
shall generate a SIP 200 (OK) response as specified in the subclause 6.3.3.2.3.2;
12)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause 6.3.3.2.1;
13)
shall interact with media plane as specified in 3GPP TS 24.581 [5] subclause 6.3;
NOTE 3:
Resulting media plane processing is completed before the next step is performed.
14)
shall send the SIP 200 (OK) response towards the inviting MCVideo client according to 3GPP TS 24.229 [11];
15)
shall generate a notification to the MCVideo clients, which have subscribed to the conference state event package that the inviting MCVideo User has joined in the MCVideo group session, as specified in subclause 6.3.3.4; and

NOTE 4:
As a group document can potentially have a large content, the controlling MCVideo function can notify using content-indirection as defined in IETF RFC 4483 [29].

16)
shall send a SIP NOTIFY request to each MCVideo client according to 3GPP TS 24.229 [11].
[TS 24.281, clause 9.2.1.4.6]
When controlling MCVideo function is notified that an MCVideo client is newly affiliated or comes back from out of coverage, the controlling MCVideo function shall invite the MCVideo client to join an ongoing MCVideo group call by following the procedures specified in subclause 9.2.1.4.1.

NOTE:
How the MCVideo function is informed when an MCVideo client is coming back from out of coverage is out of scope of present document.
[TS 24.281, clause 9.2.1.4.7]
In the procedures in this subclause:
1)
emergency indication in an incoming SIP INVITE request refers to the <emergency-ind> element of the application/vnd.3gpp.mcvideo-info+xml MIME body; and

2)
imminent peril indication in an incoming SIP INVITE request refers to the <imminentperil-ind> element of the application/vnd.3gpp.mcvideo-info+xml MIME body.
Upon receipt of a SIP re-INVITE request for an MCVideo session identity identifying an on-demand prearranged MCVideo group session, the controlling MCVideo function:

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP re-INVITE request with a SIP 500 (Server Internal Error) response. The controlling MCVideo function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [15] and skip the rest of the steps;

NOTE 1:
If the SIP re-INVITE request contains an application/vnd.3gpp.mcvideo-info+xml MIME body with the <emergency-ind> element set to a value of "true", the controlling MCVideo function can choose to accept the request.

2)
if received SIP re-INVITE request includes an application/vnd.3gpp.mcvideo-info+xml MIME body with an <emergency-ind> element included or an <imminentperil-ind> element included, shall validate the request as described in subclause 6.3.3.1.17;

3)
if the received SIP re-INVITE request contains an unauthorised request for an MCVideo emergency call as determined by subclause 6.3.3.1.13.2:

a)
shall reject the SIP re-INVITE request with a SIP 403 (Forbidden) response as specified in subclause 6.3.3.1.14; and

b)
shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [11] and skip the rest of the steps;

4)
if the received SIP re-INVITE request contains an imminent peril indication set to "true" for an MCVideo imminent peril group call and this is an unauthorised request for an MCVideo imminent peril group call as determined by subclause 6.3.3.1.13.6, shall reject the SIP re-INVITE request with a SIP 403 (Forbidden) response with the following clarifications:

a)
shall include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcvideo-info+xml MIME body as specified in clause F.1 with the <mcvideoinfo> element containing the <mcvideo-Params> element with the <imminentperil-ind> element set to a value of "false"; and

b)
shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [11] and skip the rest of the steps;

5)
if a Resource-Priority header field is included in the received SIP re-INVITE request: 

a)
if the Resource-Priority header field is set to the value indicated for emergency calls and the SIP re-INVITE request does not contain an  emergency indication and the in-progress emergency state of the group is set to a value of "false", shall reject the SIP re-INVITE request with a SIP 403 (Forbidden) response and skip the rest of the steps; and

b)
if the Resource-Priority header field is set to the value indicated for imminent peril calls and the SIP re-INVITE request does not contain an imminent peril indication and the in-progress imminent peril state of the group is set to a value of "false", shall reject the SIP INVITE request with a SIP 403 (Forbidden) response and skip the rest of the steps;

6)
if the received SIP re-INVITE request contains an application/vnd.3gpp.mcvideo-info+xml MIME body with the <emergency-ind> element set to a value of "true" and is an authorised request to initiate an MCVideo emergency group call as determined by subclause 6.3.3.1.13.2, the controlling MCVideo function shall:

i)
shall cache the MCVideo ID of the MCVideo user that has initiated an MCVideo emergency call;
ii)
if the received SIP INVITE contains an alert indication set to a value of "true" and this is an authorised request for an MCVideo emergency alert meeting the conditions specified in subclause 6.3.3.1.13.1, shall cache the MCVideo ID of the MCVideo user that has initiated an MCVideo emergency alert;

iii)
if the in-progress emergency state of the group is set to a value of "true":

A)
for each of the other affiliated member of the group generate a SIP MESSAGE request notification of the MCVideo user's emergency indication as specified in subclause 6.3.3.1.11, setting the <emergency-ind> element of the application/vnd.3gpp.mcvideo-info+xml MIME body to a value of "true";

B)
send the SIP MESSAGE request as specified in 3GPP TS 24.229 [11]; and

C)
if the in-progress imminent peril state of the group is set to a value of "true", shall set it to a value of "false"; and
iv)
if the in-progress emergency state of the group is set to a value of "false":

A)
shall set the value of the in-progress emergency state of the group to "true";

B)
shall start timer TNG2 (in-progress emergency group call timer) and handle its expiry as specified in subclause 6.3.3.1.16;

NOTE 2:
The interactions of TNG2 with the TNG3 (group call timer) are explained in subclause 6.3.3.5.2.

Editor's Note:
 timers need to be defined..
C)
shall generate SIP re-INVITE requests for the MCVideo emergency group call to the other participants of the MCVideo group call as specified in subclause 6.3.3.1.6;

D)
shall send the SIP re-INVITEs towards the other participants of the MCVideo group call; and

E)
upon receiving a SIP 200 (OK) response to the SIP re-INVITE request the controlling MCVideo function shall interact with the media plane as specified in 3GPP TS 24.581 [5];

7)
if the received SIP re-INVITE request contains an application/vnd.3gpp.mcvideo-info+xml MIME body with the <emergency-ind> element set to a value of "false" and is an unauthorised request for an MCVideo emergency group call cancellation as determined by subclause 6.3.3.1.13.4:

a)
shall reject the SIP re-INVITE request with a SIP 403 (Forbidden) response;

b)
shall include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcvideo-info+xml MIME body as specified in annex F.1 with an <emergency-ind> element set to a value of "true";

c)
if an <alert-ind> element of the mcvideoinfo MIME body is included in the SIP re-INVITE request set to "false", and there is an outstanding MCVideo emergency alert for this MCVideo user, shall include in the application/vnd.3gpp.mcvideo-info+xml MIME body an <alert-ind> element set to a value of "true"; and

d)
shall send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [11] and skip the rest of the steps;
8)
if the received SIP re-INVITE request contains an application/vnd.3gpp.mcvideo-info+xml MIME body with the <emergency-ind> element set to a value of "false" and is determined to be an authorised request for an MCVideo emergency call cancellation as specified in subclause 6.3.3.1.16 and the in-progress emergency state of the group to is set to a value of "true" the controlling MCVideo function:

a)
shall set the in-progress emergency group state of the group to a value of "false";

b)
shall clear the cache of the MCVideo ID of the MCVideo user as having an outstanding MCVideo emergency group call;

c)
if an <alert-ind> element of the application/vnd.3gpp.mcvideo-info+xml MIME body is included and set to "false" and is determined to be an authorised request for an MCVideo emergency alert cancellation as specified in subclause 6.3.3.1.13.3 and there is an outstanding MCVideo emergency alert for this MCVideo user shall:

i)
if the received SIP re-INVITE request contains an <originated-by> element in the application/vnd.3gpp.mcvideo-info+xml MIME body, clear the cache of the MCVideo ID of the MCVideo user identified by the <originated-by> element as having an outstanding MCVideo emergency alert; or

ii)
if the received SIP re-INVITE request does not contain an <originated-by> element in the application/vnd.3gpp.mcvideo-info+xml MIME body, clear the cache of the MCVideo ID of the sender of the SIP re-INVITE request as having an outstanding MCVideo emergency alert;
d)
shall generate SIP re-INVITE requests to the participants in the group call as specified in subclause 6.3.3.1.6. The MCVideo controlling function:

i)
for each of the other participants in the group call shall send the SIP re-INVITE request towards the MCVideo client as specified in 3GPP TS 24.229 [11]; and

ii)
Upon receiving a SIP 200 (OK) response to the SIP re-INVITE request the controlling MCVideo function shall interact with the media plane as specified in 3GPP TS 24.581 [5];
NOTE 3:
Subclause 6.3.3.1.5 will inform the group call participants of the cancellation of the MCVideo group's in-progress emergency state and the cancellation of the MCVideo emergency alert if applicable.

e)
shall stop timer TNG2 (in-progress emergency group call timer); and

NOTE 4:
The interactions of TNG2 with the TNG3 (group call timer) are explained in subclause 6.3.3.5.2;

f)
for each of the affiliated members of the group that are not participating in the call:

i)
generate a SIP MESSAGE request notification of the cancellation of the MCVideo user's emergency call as specified in subclause 6.3.3.1.11;

ii)
set the <emergency-ind> element of the application/vnd.3gpp.mcvideo-info+xml MIME body to a value of "false";
iii)
if indicated above in step 8) c), set the <alert-ind> element of the application/vnd.3gpp.mcvideo-info+xml MIME body to a value of "false"; and
iv)
send the SIP MESSAGE request according to 3GPP TS 24.229 [11];

9)
if the received SIP re-INVITE request contains an imminent peril indication and the in-progress emergency group state of the group is set to a value of "false", shall perform the procedures specified in subclause 9.2.1.4.8 and skip the rest of the steps.

Upon receiving a SIP 200 (OK) response to a SIP re-INVITE request the controlling MCVideo function shall interact with the media plane as specified in 3GPP TS 24.581 [5];

1)
shall generate a SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [11];

2)
shall include in the SIP 200 (OK) response an SDP answer according to 3GPP TS 24.229 [11] with the clarifications specified in subclause 6.3.3.2.1;

3)
shall include the "norefersub" option tag in a Supported header field according to IETF RFC 4488 [31];

4)
shall include the "tdialog" option tag in a Supported header field according to IETF RFC 4538 [32];

5)
if the received SIP re-INVITE request contains an application/vnd.3gpp.mcvideo-info+xml MIME body with the <alert-ind> element set to a value of "true" and if this is an unauthorised request for an MCVideo emergency alert as determined by subclause 6.3.3.1.13.1, shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.4;

6)
if the received SIP re-INVITE request contains an application/vnd.3gpp.mcvideo-info+xml MIME body with the <alert-ind> element set to a value of "false" and if this is an unauthorised request for an MCVideo emergency alert cancellation as determined by subclause 6.3.3.1.13.3, shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.4;

7)
if the received SIP re-INVITE request contains an application/vnd.3gpp.mcvideo-info+xml MIME body with the <imminentperil-ind> element set to a value of "true", this is an authorised request for an MCVideo imminent peril group call and the in-progress emergency state of the group is set to a value of "true", shall include in the SIP 200 (OK) response the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.4;

NOTE 5:
In this case, the request was for an imminent peril call but a higher priority MCVideo emergency call was already in progress on the group. Hence, the imminent peril call request aspect of the request is denied but the request is granted with emergency level priority.

8)
shall interact with media plane as specified in 3GPP TS 24.581 [5]; and

9)
shall send the SIP 200 (OK) response towards the MCVideo client according to 3GPP TS 24.229 [11].

Upon receiving a SIP ACK to the SIP 200 (OK) response sent towards the inviting MCVideo client, and the SIP 200 (OK) response was sent with the warning text set to "149 SIP INFO request pending" in a Warning header field as specified in subclause 4.4, the controlling MCVideo function shall follow the procedures in subclause 6.3.3.1.18.

Upon receipt of a SIP 2xx response for an outgoing SIP MESSAGE request, shall handle according to 3GPP TS 24.229 [11].
[TS 24.281, clause 9.2.1.4.8]
This procedure is initiated by the controlling MCVideo function as the result of an action in subclause 9.2.1.4.7.

In the procedures in this subclause:

1)
imminent peril indication in an incoming SIP re-INVITE request refers to the <imminentperil-ind> element of the application/vnd.3gpp.mcvideo-info+xml MIME body.

When the controlling function receives a SIP re-INVITE request with an imminent peril indication set to "true", the controlling function:

1)
if the in-progress emergency state of the group is set to a value of "false" and if the SIP re-INVITE request contains an imminent peril indication set to a value of "true" or the in-progress imminent peril state of the group to "true", the controlling MCVideo function shall:

NOTE: 1
The calling procedure has already determined that this is not an unauthorised request for an MCVideo imminent peril call, therefore that check does not need to be repeated in the current procedure.

a)
if the in-progress imminent peril state of the group is set to a value of "true" and this MCVideo user is indicating a new imminent peril indication:

i)
for each of the other affiliated member of the group generate a SIP MESSAGE request notification of the MCVideo user's imminent peril indication as specified in subclause 6.3.3.1.11 with the following clarifications;

A)
set the <imminentperil-ind> element of the application/vnd.3gpp.mcvideo-info+xml MIME body to a value of "true"; and

B)
send the SIP MESSAGE request as specified in 3GPP TS 24.229 [11];

b)
if the in-progress imminent peril state of the group is set to a value of "false";

i)
set the value of the in-progress imminent peril state of the group to "true";

ii)
generate SIP re-INVITE requests for the MCVideo imminent peril group call to participants in the MCVideo group call as specified in subclause 6.3.3.1.15;

iii)
send the SIP re-INVITES to all of the other participants in the MCVideo group call;

iv)
for each of the affiliated members of the group not participating in the group call, generate a SIP MESSAGE request notification of the MCVideo user's imminent peril indication as specified in subclause 6.3.3.1.11 with the following clarifications;

A)
set the <imminentperil-ind> element of the application/vnd.3gpp.mcvideo-info+xml MIME body to a value of "true"; and

B)
send the SIP MESSAGE request as specified in 3GPP TS 24.229 [11]; and

c)
cache the information that this MCVideo user has initiated an MCVideo imminent peril call;

2)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcvideo-info+xml MIME body with the <imminentperil-ind> element set to a value of "false" and is an unauthorised request for an MCVideo imminent peril group call cancellation as determined by subclause 6.3.3.1.13.6 shall:

a)
reject the SIP re-INVITE request with a SIP 403 (Forbidden) response to the SIP re-INVITE request; and

b)
include in the SIP 403 (Forbidden) response an application/vnd.3gpp.mcvideo-info+xml MIME body as specified in Annex F.1 with the <mcvideoinfo> element containing the <mcvideo-Params> element with the <imminentperil-ind> element set to a value of "false";
c) send the SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [11]; and

d) skip the rest of the steps;

3)
if the SIP re-INVITE request contains an application/vnd.3gpp.mcvideo-info+xml MIME body with the <imminentperil-ind> element set to a value of "false" and is determined to be an authorised request for an MCVideo imminent peril call cancellation as specified in subclause 6.3.3.1.13.6 and the in-progress imminent peril state of the group to is set to a value of "true" the controlling MCVideo function shall:

a)
set the in-progress imminent peril state of the group to a value of "false";

b)
cache the information that this MCVideo user no longer has an outstanding MCVideo imminent peril group call;

c)
generate SIP re-INVITES requests to the other participants in the MCVideo group call as specified in subclause 6.3.3.1.15. The MCVideo controlling function:

i)
for each participant shall send the SIP re-INVITE request towards the MCVideo client as specified in 3GPP TS 24.229 [11]; and

ii)
Upon receiving a SIP 200 (OK) response to the SIP re-INVITE request the controlling MCVideo function interact with the media plane as specified in 3GPP TS 24.581 [5]; and
NOTE 2:
Subclause 6.3.3.1.14 will inform the affiliated and joined members of the cancellation of the MCVideo group's in-progress emergency state and the cancellation of the MCVideo emergency alert if applicable.

d)
for each of the affiliated members of the group not participating in the call shall:

i)
generate a SIP MESSAGE request notification of the cancellation of the MCVideo user's imminent peril call as specified in subclause 6.3.3.1.11;

ii)
set the <imminentperil-ind> element of the application/vnd.3gpp.mcvideo-info+xml MIME body to a value of "false"; and
iii)
send the SIP MESSAGE request according to 3GPP TS 24.229 [11];
4)
shall include in the SIP 200 (OK) response an SDP answer according to 3GPP TS 24.229 [11] with the clarifications specified in subclause 6.3.3.2.1;

5)
shall include the "norefersub" option tag in a Supported header field according to IETF RFC 4488 [31];

6)
shall include the "tdialog" option tag in a Supported header field according to IETF RFC 4538 [32];

7)
shall interact with media plane as specified in 3GPP TS 24.581 [5]; and

8)
shall send the SIP 200 (OK) response towards the MCVideo client according to 3GPP TS 24.229 [11].

Upon receipt of a SIP 2xx response for an outgoing SIP MESSAGE request, shall handle according to 3GPP TS 24.229 [11].
[TS 24.281, clause 9.2.1.5.1]
This subclause describes the procedures for inviting an MCVideo user to an MCVideo session. The procedure is initiated by the non-controlling MCVideo function of an MCVideo group as the result of an action in subclause 9.2.1.5.2 or subclause 9.2.1.5.5.

The non-controlling MCVideo function:

1)
shall invite the MCVideo clients as specified in subclause x.x.x;

2)
shall include in each SIP INVITE request an SDP offer based on the SDP offer in the received SIP INVITE request from the controlling MCVideo function according to the procedures specified in subclause x.x.x; and

3)
shall send each SIP INVITE request towards the terminating network in accordance with 3GPP TS 24.229 [11].

For each SIP 183 (Session Progress) response received to each SIP INVITE request sent to an MCVideo client, the non-controlling MCVideo function of an MCVideo group:

1)
For each SIP 183 (Session Progress) response containing the option tag "100rel", shall send a SIP PRACK request towards the MCVideo client according to 3GPP TS 24.229 [11]; and

2)
shall cache the received response;

For each SIP 200 (OK) response received to each SIP INVITE request sent to an MCVideo client, the non-controlling MCVideo function of an MCVideo group:

1)
shall cache the SIP 200 (OK) response;

2)
shall start the SIP session timer according to rules and procedures of IETF RFC 4028 [23]; and

3)
if at least one of the participants has subscribed to the conference event package, shall send a SIP NOTIFY request to all participants with a subscription to the conference event package as specified in subclause 9.2.3.5.2.

On receipt of a SIP 3xx, 4xx, 5xx or 6xx response from an invited MCVideo client, the non-controlling MCVideo function of an MCVideo group:

1)
shall send an SIP ACK request towards the MCVideo client as specified in 3GPP TS 24.229 [11];

2)
shall remove the cached provisional responses received from the MCVideo client, if any cached provisional responses exists; and

3)
if the procedures are inititated by the receipt of the "SIP INVITE request for non-controlling MCVideo function of an MCVideo group" as specified in subclause 9.2.1.5.2, shall cache the SIP 3xx, 4xx, 5xx or 6xx response.
[TS 24.281, clause 9.2.1.5.2.1]
When receiving the "SIP INVITE request for non-controlling MCVideo function of an MCVideo group" the MCVideo server can be acting as a controller MCVideo function in an ongoing prearranged group call or, if an prearranged group call is not ongoing, be initiated as an non-controlling MCVideo function and invite MCVideo users.

If a prearranged group call is not ongoing the MCVideo server shall perform the actions specified in subclause 9.2.1.5.2.2.

If the "SIP INVITE request for non-controlling MCVideo function of an MCVideo group" is received when a prearranged group call is ongoing, the controlling MCVideo function may switch from operating in a controlling MCVideo function mode to operate in a non-controlling MCVideo function mode as specified in subclause 9.2.1.5.2.3.

When operating in the non-controlling mode and a SIP BYE request is received from the controlling MCVideo function, the non-controlling MCVideo function shall change from operating in the non-controlling mode to operating in the controlling mode as specified in subclause 9.2.1.5.2.4.
[TS 24.281, clause 9.2.1.5.2.2]
Upon receipt of a "SIP INVITE request for non-controlling MCVideo function of an MCVideo group" and if a prearranged group call is not ongoing, the non-controlling MCVideo function of an MCVideo group:

NOTE 1:
The Contact header field of the SIP INVITE request contains the "isfocus" feature media tag.

1)
if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP INVITE request with a SIP 500 (Server Internal Error) response. The controlling MCVideo function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [15]. Otherwise, continue with the rest of the steps;

2)
shall determine if the media parameters are acceptable and the MCVideo codecs are offered in the SDP offer and if not reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;

3)
shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:

a)
an Accept-Contact header field does not include the g.3gpp.mcvideo media feature tag; or

b)
an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcvideo";

4)
if the partner MCVideo system does not have a mutual aid relationship with the primary MCVideo system identified by the contents of the P-Asserted-Identity, shall reject the "SIP INVITE request for non-controlling MCVideo function of an MCVideo group" with a SIP 403 (Forbidden) response, with warning text set to "128 isfocus already assigned" in a Warning header field as specified in subclause 4.4, and shall not process the remaining steps;

6)
shall retrieve the group document from the group management server for the MCVideo group ID contained in the <mcvideo-request-uri> element of the application/vnd.3gpp.mcvideo-info+xml MIME body of the SIP INVITE request and carry out initial processing as specified in subclause 6.3.5.2 and continue with the rest of the steps if the checks in subclause 6.3.5.2 succeed;

7)
shall cache the content of the SIP INVITE request, if received in the Contact header field and if the specific feature tags are supported;

8)
shall check if a Resource-Priority header field is included in the incoming SIP INVITE request and may apply any preferential treatment to the SIP request as specified in 3GPP TS 24.229 [11];

9)
determine the members to invite to the prearranged MCVideo group call as specified in subclause 6.3.5.5;

10)
if the group document retrieved from the group management server contains <on-network-required> group members as specified in 3GPP TS 24.481 [24], shall send a SIP 183 (Session Progress) response to the SIP INVITE request for non-controlling MCVideo function of an MCVideo group as specified in subclause x.x.x and shall populate the response with an application/vnd.3gpp.mcvideo-info+xml MIME body containing the <required> element set to "true".
11)
if the group document retrieved from the group management server does not contain any <on-network-required> group members as specified in 3GPP TS 24.481 [24], may, according to local policy, send a SIP 183 (Session Progress) response to the SIP INVITE request for non-controlling MCVideo function of an MCVideo group as specified in subclause x.x.x;
12)
shall invite each group member determined in step 9) above, to the group session, as specified in subclause 9.2.1.5.1; and

13)
shall interact with the media plane as specified in 3GPP TS 24.581 [5] subclause 6.3;

Unless a SIP response has been sent to the controlling MCVideo function as specified in step 10 or 11 above, the non-controlling MCVideo function of an MCVideo group shall wait for the first SIP provisional response or first SIP 200 (OK) response from one of the invited MCVideo clients, before sending a response to the SIP INVITE request for non-controlling MCVideo function of an MCVideo group.

Upon receiving the first 18x response to a SIP INVITE request sent to an invited MCVideo client as specified in subclause 9.2.1.5.1, not containing a P-Answer-State header field, and if a SIP 183 (Session Progress) response has not already been sent in response to the SIP INVITE request for non-controlling MCVideo function of an MCVideo group, the non-controlling MCVideo function of an MCVideo group:

1)
shall generate a SIP 183 (Session Progress) response as described in subclause x.x.x; and

2)
shall forward the SIP 183 (Session Progress) response to the controlling MCVideo function according to 3GPP TS 24.229 [11].

Upon receiving the first 18x response to a SIP INVITE request sent to an invited MCVideo client as specified in subclause 9.2.1.5.1, containing a P-Answer-State header field with the value "Unconfirmed" as specified in IETF RFC 4964 [30], a SIP 183 (Session Progress) response has not already been sent in response to the SIP INVITE request for non-controlling MCVideo function of an MCVideo group and the non-controlling MCVideo function of an MCVideo group supports media buffering, the non-controlling MCVideo function of an MCVideo group:

1)
shall generate SIP 200 (OK) response to the SIP INVITE request as specified in the subclause x.x.x before continuing with the rest of the steps;

2)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause x.x.x;
3)
shall interact with the media plane as specified in 3GPP TS 24.581 [5] subclause 6.3.5; and

NOTE 2:
Resulting media plane processing is completed before the next step is performed.

4)
shall send a SIP 200 (OK) response to the controlling MCVideo function according to 3GPP TS 24.229 [11].

If the group document does not contain any <on-network-required> group members as specified in 3GPP TS 24.481 [51], then upon receiving the first SIP 200 (OK) response to a SIP INVITE request sent to an invited MCVideo client as specified in subclause 9.2.1.5.1, the non-controlling MCVideo function of an MCVideo group:

1)
shall generate SIP 200 (OK) response to the SIP INVITE request as specified in the subclause x.x.x before continuing with the rest of the steps;

2)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause x.x.x;
3)
shall interact with the media plane as specified in 3GPP TS 24.581 [5] subclause 6.3.5; and

NOTE 3:
Resulting media plane processing is completed before the next step is performed.

4)
shall send a SIP 200 (OK) response to the controlling MCVideo function according to 3GPP TS 24.229 [11];

If the group document contains <on-network-required> group member(s) as specified in 3GPP TS 24.481 [24], then the non-controlling MCVideo function of an MCVideo group shall wait until all SIP 200 (OK) responses to SIP INVITE requests have been received from the <on-network-required> MCVideo clients before sending a SIP 200 (OK) response back to the controlling MCVideo function, as specified above.
If all invited MCVideo clients have rejected SIP INVITE requests with a SIP 3xx, 4xx, 5xx or 6xx response, the non-controlling MCVideo function of an MCVideo group:

1)
shall generate a SIP reject response as specified in 3GPP TS 24.229 [11];

2)
shall, from the list of reject response codes cached by the non-controlling MCVideo function of an MCVideo group, select the highest prioritized cached reject response code as specified in IETF RFC 3261 [15]; and

3)
shall send the reject response towards the controlling MCVideo function as specified in 3GPP TS 24.229 [11].
[TS 24.281, clause 9.2.1.5.2.3]
Upon receipt of a "SIP INVITE request for non-controlling MCVideo function of an MCVideo group" and if a prearranged group call is already ongoing, the non-controlling MCVideo function of an MCVideo group:

NOTE 1:
The Contact header field of the SIP INVITE request contains the "isfocus" feature media tag.

1)
shall determine if the media parameters are acceptable and the MCVideo codecs are offered in the SDP offer and if not, reject the request with a SIP 488 (Not Acceptable Here) response. Otherwise, continue with the rest of the steps;

2)
shall reject the SIP request with a SIP 403 (Forbidden) response and not process the remaining steps if:

a)
an Accept-Contact header field does not include the g.3gpp.mcvideo media feature tag; or

b)
an Accept-Contact header field does not include the g.3gpp.icsi-ref media feature tag containing the value of "urn:urn-7:3gpp-service.ims.icsi.mcvideo";

3)
if the partner MCVideo system does not have a mutual aid relationship to merged an ongoing prearranged call with the primary MCVideo system identified by the contents of the P-Asserted-Identity, shall reject the "SIP INVITE request for non-controlling MCVideo function of an MCVideo group" with a SIP 403 (Forbidden) response, with warning text set to "128 isfocus already assigned" in a Warning header field as specified in subclause 4.4, and shall not process the remaining steps;

4)
shall cache the content of the SIP INVITE request, if received in the Contact header field and if the specific feature tags are supported;

5)
shall check if a Resource-Priority header field is included in the incoming SIP INVITE request and may apply any preferential treatment to the SIP request as specified in 3GPP TS 24.229 [11];

6)
shall generate SIP 200 (OK) response to the SIP INVITE request as specified in the subclause x.x.x before continuing with the rest of the steps;

7)
shall include in the SIP 200 (OK) response an SDP answer to the SDP offer in the incoming SIP INVITE request as specified in the subclause x.x.x;
Editor's Note:
Interactions with the media plane are FFS

8)
shall send a SIP 200 (OK) response to the controlling MCVideo function according to 3GPP TS 24.229 [11]; and

9)
if at least one of the MCVideo clients in the pre-arranged group session has a subscription to the conference event package, shall subscribe to the conference event package from the controlling MCVideo function as specified in subclause 9.2.3.5.3.
[TS 24.281, clause 9.2.1.5.2.4]
Upon receipt of a SIP BYE request or a final SIP reject response from the controlling MCVideo function, the non-controlling MCVideo function of an MCVideo group:

1)
if keeping the prearranged group call active is according to the release policy in subclause 6.3.8.1, shall request media plane to switch to controlling mode as specified in 3GPP TS 24.581 [5] subclause 6.3.5;
NOTE 1:
Resulting media plane processing is completed before the next step is performed.

2)
if a SIP BYE request was received, shall send a SIP 200 (OK) response to the SIP BYE request; and

3)
if keeping the prearranged group call active is according to the release policy in subclause 6.3.8.1 and if at least one of the remaining MCVideo clients has subscribed to the conference package, shall send a NOTIFY request to all participants with a subscription to the conference event package as specified in subclause 9.2.3.5.2.

NOTE 2:
The SIP NOTIFY request will indicate that all participants, with the exception of the MCVideo users belonging to the constituent MCVideo group hosted by the non-controlling MCVideo function, have left the group session.
[TS 24.281, clause 9.2.1.5.3.1]
Upon receipt of a SIP INVITE request that includes an MCVideo session identity of an ongoing MCVideo session in the Request-URI the non-controlling MCVideo function act as a controlling MCVideo function towards the MCVideo client and shall perform the actions in the subclause 9.2.1.4.5.1 with the following clarifications:

1)
the MCVideo session identity in the Contact header field of the SIP 200 (OK) response shall be the MCVideo session identity generated by the non-controlling MCVideo function; and

2)
the subclause 9.2.3.5.2 shall be used when sending the SIP NOTIFY request for subscriptions to the conference event package.
[TS 24.281, clause 9.2.1.5.3.2]
When non-controlling MCVideo function is notified that an MCVideo client is newly affiliated or comes back from out of coverage, the non-controlling MCVideo function shall invite the MCVideo client to join an ongoing MCVideo group call by following the procedures specified in subclause 9.2.1.5.1.

NOTE:
How the MCVideo function is informed when an MCVideo client is coming back from out of coverage is out of scope of present document.
[TS 24.281, clause 9.2.1.5.4]
Upon receipt of an SIP OPTIONS request containing a P-Asserted-Identity header field containing the public service identity of a MCVideo server not authorized to send the SIP OPTIONS request, the non-controlling MCVideo function of an MCVideo group shall send a SIP 403 (Forbidden) response as specified in 3GPP TS 24.229 [11] and exit this subclause.

Upon receipt of an SIP OPTIONS request containing a P-Asserted-Identity header field containing the public service identity of a MCVideo server authorized to send the SIP OPTIONS request, the non-controlling MCVideo function of an MCVideo group shall perform the actions in this subclause.

The non-controlling MCVideo function shall retrieve the group document from the group management server for the MCVideo group ID contained in the <mcvideo-request-uri> element of the application/vnd.3gpp.mcvideo-info+xml MIME body of the SIP OPTIONS request with the following clarifications:

NOTE:
The action of the non-controlling MCVideo function of an MCVideo group on receipt of the SIP OPTIONS request mimics the actions of the non-controlling MCVideo function of an MCVideo group on receipt of the SIP INVITE request.
The non-controlling MCVideo function shall:

1)
if the non-controlling MCVideo function fails to retrieve the group document from the group management server, send a shall send the SIP 404 (Not Found) response to the SIP OPTIONS request with the warning text set to "113 group document does not exist" in a Warning header field as specified in subclause 4.4;
2)
if the non-controlling MCVideo function successfully retrieves the group document from the group management server or if the group document was already cached and if one of the following conditions are fulfilled:

a)
if the constituent MCVideo group is a chat group and the rules for joining a group conference as specified in subclause 6.3.5.3 are fulfilled; or

b)
if the constituent MCVideo group is a prearranged group and the rules for initiating a prearranged group session as specified in subclause 6.3.5.4;


then the non-controlling MCVideo function:

a)
shall send the SIP 200 (OK) response to the SIP OTIONS response as specified in 3GPP TS 24.229 [11] and the IETF RFC 3261 [15] populated as follows:

i)
shall include a warning text set to "147 user is authorized to initiate a temporary group call" in a Warning header field as specified in subclause 4.4;

ii)
shall include an application/vnd.3gpp.mcvideo-info MIME body with:

A)
the <session-type> element set to "chat", if the constituent MCVideo group is a chat group; and

B)
the <session-type> element set to "prearranged", if the constituent MCVideo group is a prearranged group; and
iii)
shall include the P-Asserted-Identity of the non-controlling MCVideo function of an MCVideo group; and

3)
if none of the conditions in step 2 above) are fulfilled, shall send a SIP 403 (Forbidden) response with the warning text set to "119 user is not authorised to initiate the group call" in a Warning header field as specified in subclause 4.4.
[TS 24.581, clause 4.1.1.2]

At any point in time a group member can request permission to transmit.

When the allowed maximum simultaneous MCVideo transmitting group members is not reached, a group member can click the video transmission send button, meaning the request for permission to transmit. The transmission participant entity of this user reflects this request to the transmission control server by sending a Transmission Request message. If the transmission control server decides to permit, it informs this permission for this request by sending a Transmission Granted message to the requesting group member. The transmission control server informs the initiation of the transmission to the other group members by sending a Media Reception Notification message. Once the group member receives the permission, a permission indication (permission tone) is generated by the client to inform the user that the video starts being transmitted. The media packets (encoded audio stream and video stream) are sent to the controlling MCVideo server and from there they are distributed to all receivers of this group. The click on the video transmission end button indicates the user's intention to end transmitting. Once the video transmission end button is clicked, the transmission participant sends a Transmission End Request message to the transmission control server indicating that this user has finished transmitting. This cycle, starting from the Transmission Granted message and ending with Transmission End Request message, is known as 'video transmission'.

…

[TS 24.581, clause 4.2.1]]

According to 3GPP TS 23.281 [5] the controlling MCVideo function is divided into a transmission control server and a media distribution function. In the present document the internal structure of the MCVideo server is illustrated in figure 4.2-1.

…

All entities in the controlling MCVideo function are assumed to have a direct communication interface to the application and signalling plane. The interface to the application and signaling plane carries information about SIP session initialisation and SIP session release, SDP content, etc.

The reference point MCVideo-3 is described in 3GPP TS 23.281 [5].

The transmission and reception control interface towards the MCVideo client receives and transmits the transmission control and reception control messages from and to the MCVideo client via the participating MCVideo function. The procedures are controlled by the state machines described in subclause 6.3.5 and subclause 6.3.7. One transmission control state machine and one reception control state machine are needed for each MCVideo client participating in an MCVideo call. 

The transmission and reception control arbitration logic is performing the transmission and reception control. The transmission and reception control arbitration logic is controlled by the state machines described in subclause 6.3.4 and subclause 6.3.5. One transmission control state machine and one reception control ared needed per MCVideo call.

The transmission request queue is accessible both by the transmission and reception control interface towards the MCVideo client for all MCVideo clients in the call and the transmission and reception control arbitration logic.
The network media interface is receiving and sending media from and to the associated MCVideo client via the participating MCVideo function. The network media interface is out of scope of the present document. One network media interface is needed for each MCVideo client participating in an MCVideo call. 

The media distributor is controlled by the transmission and reception control arbitration logic. The media distributor is out of scope of the present document. One media distributor is needed per MCVideo call.

The internal interfaces are assumed to transport the following types of information.

1.
The interface between the network media interface and the transmission and reception control interface towards the MCVideo client:
a.
Indication that the network media interface has started to receive media packets from the associated MCVideo client or that media packets are no longer received from the associated MCVideo client.

NOTE:
It is an implementation option whether an indication e.g. is sent for every received RTP media packet or only when the first packet is received and then when no more RTP packets are received.

2.
The interface between the transmission and reception control interface towards the MCVideo client and the transmission and reception control arbitration logic:

a.
Transmission control and reception control messages to and from the associated MCVideo client, requests to create or delete the state machine instance for the associated MCVideo client. The transmission control and reception control messages to the transmission and reception control arbitration logic are limited to transmission control and reception control messages that will change the state of the transmission.

3.
The interface between the network media interface and the media distributor:

a.
Media to and from associated MCVideo clients. This interface is out of scope of the present document.

4.
The interface between the transmission and reception control arbitration logic and the media distributor:

a.
Requests to start or stop distributing media to participants in the MCVideo call. Indication that the media distributor has started to receive media packets from the network media interface associated with the MCVideo client with the permission to send media or that media packets are no longer received from the network media interface from the associated MCVideo client.

5.
The interface between the transmission and reception control interface towards the MCVideo client and the transmission request queue:

a.
Requests to store received Transmission Request messages in the queue or requests to remove Transmission Request messages from the queue and the queue content for building the Transmission Queue Position Info message.
6.
The interface between the transmission and reception control arbitration logic and the transmission request queue:

a.
Requests to store received Transmission Request messages in the queue or requests to remove Transmission Request messages from the queue. Indications that the queue is modified.
[TS 24.581, clause 5.3]

An MCVideo server providing the controlling MCVideo function shall:

1.
support the role of a controlling MCVideo function as specified in 3GPP TS 23.281 [11];

2.
support negotiating media plane control channel media level attributes as specified in subclause 4.3;

3.
provide transmission and reception control arbitration logic with an interface to MCVideo clients as described in subclause 4.2.1 and support the related procedures as specified in subclause 6.3;

4.
provided a network media interface as described in subclause 4.2.1 and support associated procedures as specified in subclause 6.3;

5.
provide a media distributor with a transmission control interface towards the MCVideo clients as described in subclause 4.2.1 and support associated procedures in subclause 6.3;

6.
support the on-network mode transmission and reception control protocol elements as specified in clause 8: and

7.
support media plane security as specified in clause 13.

An MCVideo server providing the controlling MCVideo function may:

1.
provide a transmission request queue as described in subclause 4.2.1 and support the related procedures as specified in subclause 6.3 and subclause 4.3.

[TS 24.581, clause 6.2.5.1]

The transmission participant shall behave according to the state diagrams and the state transitions specified in this subclause.
Figure 6.2.5.1-1 shows the state diagram for 'Transmission participant state transition diagram for general reception control operation'.
…
Figure 6.2.5.1-2 shows the state diagram for 'Transmission participant state transition diagram for basic reception control operation'.

…

The reception control arbitration logic in the transmission control participant shall keep one instance of the 'general reception control operation' state machine per MCVideo call and shall create one instance of the 'basic reception control operation' state machine for each 'receive media request' of the MCVideo user. 

State details are explained in the following subclauses.

If an RTP media packet arrives in a state where there is no specific procedure specified for the RTP media packets or the received reception control message, the transmission participant shall discard the reception control message or the RTP media packet and shall remain in the current state.

NOTE:
A badly formatted RTP packet or reception control message received in any state is ignored by the transmission participant and does not cause any change of the current state.
[TS 24.581, clause 6.2.5.2.1]

This state is part of 'Transmission participant state transition diagram for general reception control operation'. When a new instance of the 'Transmission participant state transition diagram for general reception control operation' is initiated, before any reception control related input is applied, the state machine is in 'Start-stop' state. Similarly when the call is released the state machine shall return to the 'Start-Stop state.
[TS 24.581, clause 6.2.5.2.2]
When an MCVideo call is established, the terminating transmission participant:

1.
shall create an instance of a 'Transmission participant state transition diagram for general reception control operation'; and

2.
shall enter the 'U: reception controller' state.

NOTE:
From a transmission participant perspective the MCVideo call is established when the application and signalling plane sends the SIP 200 (OK) response.
[TS 24.581, clause 6.2.5.2.3]
When an MCVideo call is established, the originating transmission participant:

1.
shall create an instance of a 'Transmission participant state transition diagram for general reception control operation'; and

2.
shall enter the 'U: reception controller' state.

NOTE:
From a transmission participant perspective the MCVideo call is established when the application and signalling plane receives the SIP 200 (OK) response.
[TS 24.581, clause 6.2.5.3.1]
This state is part of the 'Transmission participant state transition diagram for general reception control operation'. The transmission participant is in this state handles the incoming media transmission notifications and MCVideo user's requests to receive media transmissions.
[TS 24.581, clause 6.2.5.3.2]
Upon receiving the media transmission notification from the transmission control server, the transmission participant:

1.
if the first bit in the subtype of the media transmission notification message is set to '1' (Acknowledgment is required) as described in subclause 9.2.2.1, shall send a Transmission control Ack message. The Transmission control Ack message:

a.
shall include the Message Type field set to '6' (Media transmission notification); and

b.
shall include the Source field set to '0' (the transmission participant is the source);

2.
shall provide media transmission notification to the user;

3.
shall store the User ID and the SSRC of the user transmitting the media;
4.
may display the details of the incoming media to the user; and

5.
shall remain in the 'U: reception controller' state.
[TS 24.581, clause 6.2.5.3.3]

Upon receiving an indication from the user to request permission to receive media, the transmission participant:

1.
shall send the Receive Media Request message toward the transmission control server; The Receive Media Request message:

a.
if a different priority than the normal priority is required, shall include the Reception Priority field with the priority not higher than negotiated with the transmission control server as specified in subclause 14.3.3; and

b.
if the receive media request is a broadcast group call, system call, emergency call or an imminent peril call, shall include a Transmission Indicator field indicating the relevant call types;
2.
shall create an instance of the 'Transmission participant state transition diagram for basic reception control operation';

3.
shall map the stored User ID and the SSRC of the user transmitting the media with instance of 'Transmission participant state transition diagram for basic reception control operation' created in step 2; and
4.
shall remain in the 'U: reception controller' state.
[TS 24.581, clause 6.2.5.3.4]
Upon receiving a Transmission end notify message, the transmission participant:

1.
shall inform the user about the media transmission ended by another user; and

2.
shall remain in the 'U: reception controller' state.
[TS 24.581, clause 6.2.5.3.5]
Upon receiving an MCVideo call release step 1 request from the application and signalling plane when the MCVideo call is going to be released or when the transmission participant is leaving the MCVideo call, the transmission participant:

1.
shall stop receiving reception control messages;

2.
shall request the MCVideo client to stop receiving RTP media packets; and

3.
shall enter the 'Call releasing' state.
[TS 24.581, clause 6.2.5.4.1]
This state is part of the 'Transmission participant state transition diagram for basic reception control operation'. The transmission participant is in this state when the transmission participant is waiting for response to a Receive Media Request message.
In this state, the transmission participant can cancel the Receive Media Request at any time, even before actually receiving response to a Receive Media Request message.
The transmission participant shall start Timer T103 (Receive Media Request) and initialize the counter C103 (Receive Media Request) to 1 on entering in this state.
[TS 24.581, clause 6.2.5.4.2]
Upon receiving a rejected response for Receive media request message, the transmission participant:

1.
if the first bit in the subtype of the Receive media response message is set to '1' (Acknowledgment is required) as described in subclause 9.2.2.1, shall send a Transmission control Ack message. The Transmission control Ack message:

a.
shall include the Message Type field set to '7' (Receive media response); and

b.
shall include the Source field set to '0' (the transmission participant is the source);

2.
shall provide receive media rejected notification to the user;

3.
may display the receive media rejected reason to the user using information in the Reject Cause field;

4.
shall stop timer T103 (Receive Media Request); and

5.
shall enter the 'terminated' state.
[TS 24.581, clause 6.2.5.4.3]
On expiry of timer T103 (Receive Media Request) less than the upper limit of counter C103 (Receive Media Request) times the timer is allowed to expire, the transmission participant:

1.
shall send a Receive Media Request message towards the transmission control server. The Receive Media Request message:

a.
if a different priority than the normal priority is required, shall include the Reception Priority field with the priority not higher than negotiated with the transmission control server as specified in subclause 14.3.3; and

b.
if the receive media request is a broadcast group call, system call, emergency call or an imminent peril call, shall include a Transmission Indicator field indicating the relevant call types;

2.
shall restart timer T103 (Receive media request) and increment counter C103 (Receive Media Request) by 1; and

3.
shall remain in the 'U: pending request to receive' state.
[TS 24.581, clause 6.2.5.4.4]
When timer T103 (Receive Media Request) expires by the upper limit of counter C103 (Receive Media Request), the transmission participant:

1.
shall provide a receive media request timeout notification to the user; and

2.
shall enter the 'terminated' state.
[TS 24.581, clause 6.2.5.4.5]
Upon receiving a granted response for Receive media request message, the transmission participant:

1.
if the first bit in the subtype of the Receive media response message is set to '1' (Acknowledgment is required) as described in subclause 9.2.2.1, shall send a Transmission control Ack message. The Transmission control Ack message:

a.
shall include the Message Type field set to '7' (Receive media response); and

b.
shall include the Source field set to '0' (the transmission participant is the source);

2.
shall provide receive media success notification to the user;

3.
if the Receive Media Indicator field is included and the B-bit is set to '1' (Broadcast group call), shall provide a notification to the user indicating the type of call;

4.
shall stop timer T103 (Receive Media Request); and

5.
shall enter the 'U: has permission to receive' state.
[TS 24.581, clause 6.2.5.4.6]
Upon receiving an indication from the user to cancel the Receive Media Request, the transmission participant:

1.
shall send a Media reception end request message towards the transmission control server The Media reception end request message:

a.
if the session is a broadcast call and if the session was established as a normal call, shall include the Transmission Indicator with the A-bit set to '1' (Normal call); and

b.
shall include the SSRC of user transmitting the media in the Media reception end request message;

2.
shall remove the indication that the participant is overriding without revoke if this indication is stored;

3.
shall remove the indication that the participant is overridden without revoke if this indication is stored;

4.
shall stop timer T103 (Receive Media Request);

5.
shall start timer T104 (Receive Media Release) and initialize counter C104 (Receive Media Release) to 1; and

6.
shall enter the 'U: pending reception release' state.
[TS 24.581, clause 6.2.5.5.1]
This state is part of the 'Transmission participant state transition diagram for basic reception control operation'. The transmission participant is in this state when the MCVideo client is permitted to receive RTP media.

In this state, the transmission participant can end the reception of RTP media at any time, even before actually receiving any media.
[TS 24.581, clause 6.2.5.5.2]
Upon receiving indication from the transmission control server that encoded video is received from the source, the transmission participant:
NOTE:
RTP media packets can be received from multiple sources by the transmission control server. The MCVideo client can differentiate between the different sources using the SSRC in the received RTP media packets. How the media mixer in the MCVideo client mixes the different RTP media stream sources is out of scope of the present document.
1.
shall receive the encoded video from the MCVideo server; and

2.
shall remain in the 'U: has permission to receive' state.
[TS 24.581, clause 6.2.5.5.3]
Upon receiving an indication from the user to end the RTP media reception, the transmission participant:

1.
shall send a Media reception end request message towards the transmission control server The Media reception end request message:

a.
if the session is a broadcast call and if the session was established as a normal call, shall include the Transmission Indicator with the A-bit set to '1' (Normal call); and

b.
shall include the SSRC of user transmitting the media in the Media reception end request message;
2.
shall remove the indication that the participant is overriding without revoke if this indication is stored;

3.
shall remove the indication that the participant is overridden without revoke if this indication is stored;

4.
shall start timer T104 (Receive Media Release) and initialize counter C104 (Receive Media Release) to 1; and

5.
shall enter the 'U: pending reception release' state.
[TS 24.581, clause 6.2.5.5.4]
Upon receiving a Media reception override notify message, the transmission participant:

1.
shall inform the user that the permission to receive a RTP media is being overriden;

2.
may give information to the user about the reason for overriding the received RTP media;

3.
shall send a Media reception end request message towards the transmission control server;

4.
shall start timer T104 (Receive Media Release) and initialize counter C104 (Receive Media Release) to 1; and

5.
shall enter the 'U: pending reception release' state.
[TS 24.581, clause 6.2.5.5.5]
Upon receiving a Media reception end request message, the transmission participant:

1.
if the first bit in the subtype of the Media reception end request message set to "1" (Acknowledgment is required) as described in subclause 8.3.2, shall send a Reception control Ack message. The Reception control Ack message:

a.
shall include the Message Type field set to '2' (Media reception end request);

b.
shall include the Source field set to '0' (the transmission participant is the source); and

c.
shall include the Message Name field set to MCV2.
2.
shall inform the user that the receiving RTP media is being ended;

3.
may give information to the user about the reason for ending the received RTP media;

4.
shall request the MCVideo client to discard any remaining buffered RTP media packets and stop displaying to user;

5.
shall send a Media reception end response message towards the transmission control server;

6.
may provide a Media reception end notification to the MCVideo user;

7.
if the Receive Media Indicator field is included and the B-bit set to '1' (Broadcast group call), shall provide a notification to the user indicating the type of call; and
8.
shall enter the 'terminated' state.

[TS 24.581, clause 6.2.5.6.1]
This state is part of the 'Transmission participant state transition diagram for basic reception control operation'. The transmission participant is in this state when the transmission participant is waiting for response to a MRE request message.

Timer T104 (Receive Media Release) is running in this state.
[TS 24.581, clause 6.2.5.6.2]
On expiry of timer T104 (Receive Media Release) less than the configurable number of the upper limit of counter C104 (Receive Media Release) times, the transmission participant:

1.
shall send a MRE request message towards the transmission control server;

2.
shall restart timer T104 (Receive Media Release) and increment counter C104 (Receive Media Release) by 1; and

3.
shall remain in state 'U: pending reception release'.
[TS 24.581, clause 6.2.5.6.3]
When timer T104 (Receive media Release) expires by the upper limit of counter C104 (Receive Media Release) times, the transmission participant:

1. shall enter the 'terminated' state.
[TS 24.581, clause 6.2.5.6.4]
Upon receiving a MRE response message, the transmission participant:

1.
if the first bit in the subtype of the MRE response message set to '1' (Acknowledgment is required) as described in subclause 9.2.2.1, shall send a Transmission control Ack message. The Transmission control Ack message:

a.
shall include the Message Type field set to '3' (Media reception end response); and

b.
shall include the Source field set to '0' (the transmission participant is the source);

2.
may provide a Media reception end notification to the MCVideo user;

3.
if the Receive Media Indicator field is included and the B-bit set to '1' (Broadcast group call), shall provide a notification to the user indicating the type of call;

4.
shall stop timer T104 (Receive Media Release); and
5.
shall enter the 'terminated'.

[TS 24.581, clause 6.2.5.8.1]
This state is part of the 'Transmission participant state transition diagram for basic reception control operation'. On entering this state, the transmission participant:

1.
shall delete the instance of this basic reception control state machine; and
2.
if the session was initiated as a broadcast group call, shall indicate to the 'Transmission participant state transition diagram for general reception control operation' state machine to move to 'Call releasing' state.
[TS 24.581, clause 6.2.5.9.1]
This state is part of the 'Transmission participant state transition diagram for general reception control operation'. The transmission participant is in this state while waiting for the application and signalling plane to finalize the disconnection of an MCVideo call.
[TS 24.581, clause 6.2.5.9.2]
Upon receiving an MCVideo call release step 2 request from the application and signalling, the transmission participant:

1.
shall release all resources including any running timers associated with the MCVideo call;

2.
shall terminate all instance(s) of the 'Transmission participant state transition diagram for basic reception control operation'; and

3.
shall enter the 'Start-stop' state and terminate the current instance of the 'Transmission participant state transition diagram for general reception control operation'. 
[TS 33.180, clause 7.3.1]

To support MCPTT and MCVideo group communications, group security procedures are used to establish and distribute keys to the members of predefined or dynamically defined groups.

Key material (GMK and GMK-ID) for a predefined group is created and distributed by the GMS to the members of the group via the common key distribution mechanisms defined in clause 5.7.

Key material for dynamically created groups is created and distributed by the GMS to the members of the group via the security mechanisms defined in the following sub clauses.

NOTE:
There are no procedures for securing calls setup using the 'Temporary group call – user regroup' procedure defined in Clause 10.6.2.8 of TS 23.379 [2] or the 'Temporary group – broadcast group call' procedure defined in Clause 10.6.2.5.3 of TS 23.379 [2]. Consequently, it is not possible to use these procedures as part of a secure system.

[TS 33.180, clause 7.3.2]

The group creation procedure is described in clause 10.2.3 of 3GPP TS 23.280 [36] and applies to the MCPTT scenario of normal group creation by an MC administrator and user regrouping operations by an authorized user/dispatcher.  To establish the security context for the group, the GMS follows the procedures in clause 5.7 to create a new GMK and GMK-ID.

The encapsulated GMK and GUK-ID is sent to group members by the GMS within a notification message (step 4 in clause 10.2.3 of 3GPP TS 23.280 [36]). The procedure is equivalent to that described in clause 5.7 of this specification.
[TS 33.180, clause 7.3.3.1]

In the GMK distribution procedures described in this clause, the GMS shall be provisioned with the same information as any MC UE by the KMS as described in clause 5.3; the only distinguishing feature is that the GMS's identity is a Server URI rather than an MC Service ID.
NOTE 1:
Void.

In addition to authorization, the only information the GMS requires to create the group are the MCPTT IDs of the group members. These two features combined allow groups to be created and keyed at any time, by any authorized entity.

Such flexibility is required to support a number of MCPTT group procedures within 3GPP TS 23.280 [36].

NOTE 2:
The dynamic group keying mechanisms may not support off-network scenarios.
[TS 33.180, clause 7.3.3.2]

Group Regroup procedures for the MC system are described in clause 10.2.4.1 of 3GPP TS 23.280 [36]. To create the security context for the temporary group, the GMS follows the procedures in clause 5.7, creating a new GMK and GMK-ID for the temporary group.

An encapsulated GMK and GUK-ID is sent to the temporary group members by the GMS within a notification message (step 5 in clause 10.2.4.1 of 3GPP TS 23.280 [36]). The procedure is equivalent to that described in clause 5.7.
[TS 33.180, clause 7.3.3.3]

The MCPTT group regroup security procedure (shown below in figure 7.3.3.3-1) involves multiple MC users from multiple MC domains and is an integrated component of the MCPTT group regrouping procedure described in clause 10.2.4.2 of 3GPP TS 23.280 [36].

…

Prior to beginning the procedure, the MC UEs, primary GMS and partner GMS are provisioned by a KMS as described in clause 5.3.
1-5:
These steps are as defined in clause 10.2.4.2 of 3GPP TS 23.280 [36].

6:
To create the security context for the temporary group, the primary GMS creates a new GMK and GMK-ID for the temporary group along with other group related information. 

7,8:
The primary GMS notifies the partner GMS of the group regroup operation. The primary GMS includes a Group Key Transport payload following the procedures in clause 5.7, treating the partner GMS as another user within the group. Accordingly, the payload encrypts the new GMK to the identity of the partner GMS and is signed using the identity of the primary GMS. The GUK-ID is derived using the User Salt generated from the partner GMS's URI.

NOTE 1:
If the choice of initiator KMS (IDRkmsi) or receiver KMS (IDRkmsr) within the MIKEY message is unacceptable, a KMS Redirect Response may be returned to the primary GMS providing KMS information. In this case, the primary GMS may re-attempt the above procedures. 
9,10:
These steps are as defined in clause 10.2.4.2 of 3GPP TS 23.280 [36].
11:
The partner GMS extracts the GMK and GMK-ID from the notification. The partner GMS then notifies the affiliated users within the partner MC domain. The partner GMS re-encrypts the GMK to the identity of the affiliated users in the partner system, generates new GUK-IDs for each user and signs using its identity (the identity of the partner GMS) following the procedure in clause 5.7.

12,13:
These steps are as defined in clause 10.2.4.2 of 3GPP TS 23.280 [36].
14:
The primary GMS notifies the affiliated users within its own MC domain. The primary GMS includes a Group Key Transport payload including a GMK and GUK-ID following the procedures in clause 5.7. The GMK is encrypted to the identity of the MC user and is signed using the identity of the primary GMS.
15:

This step is as defined in clause 10.2.4.2 of 3GPP TS 23.280 [36].

It is possible that a partner GMS may be represented by an MC Security Gateway (as defined in Annex L), rather than using full end-to-end security. In this case, the partner GMS's KMS Certificate will have the ‘IsSecurityGateway' attribute set to ‘true' (see clause D.3.2.2). Should a partner GMS be represented by an MC Security Gateway, the primary GMS shall indicate to all group users and partner GMS(s) that the GMK is shared with an MC Security Gateway. This is achieved by setting the ‘Security Gateway' bit in the ‘Status' field of the GMK's key parameters (see clause E.6.9).
…

[TS 33.180, clause 7.3.6]

An emergency group call is described in clause 10.6.2.6.1 of 23.379 [2] and consists of a group communication where the priority of the transmission or group is set to an emergency status.  An existing group call may be elevated to an emergency status or a separate designated emergency group may be used.
When an existing group call is elevated to emergency status, there should be no change to the ongoing security context for that group.  Media protection, floor control protection, and application signalling protection continue to use the existing keys and mechanisms that were in place prior to elevating the group to emergency status. However, the call may be downgraded to clear to ensure the emergency group call is setup by the MCX system.

When a designated emergency group is used and the user initiates an emergency call, the emergency group is established and a new security context set up shall be attempted (assuming the emergency group is not already active).  If the security context setup is successful the emergency group call shall proceed with security, otherwise based on MCX operator policy the call may default to unencrypted.

For either existing or designated call types, a secured emergency group call uses group communication mechanisms where a GMK associated with the emergency group is distributed to the affiliated members per clause 5.7.  The GMK is used to encrypt the media for on-network and off-network, unicast or multicast, emergency group communications.  The GMK shall be converted into the SRTP master key and master salt as described in clause 7.4.2 and the emergency group media shall be encrypted using the SRTP master key and master salt as defined in clause 7.5.1.

For either existing or designated call types, floor control signalling for a on-network and off-network secured emergency group communication shall be protected as described in clause 9.4.

For either existing or designated call types, when required by the MCX service provider, sensitive application signalling parameters (e.g. MCX Service User IDs and MCX Group IDs) shall be protected as described in clause 9.3.

[TS 33.180, clause 7.3.7]

An imminent peril group call is described in clause 10.6.2.6.2 of 23.379 [2] and consists of a group communication where the priority of the transmission is elevated to imminent peril status.  The imminent peril transmission may be sent within an existing group call or alternatively a separate designated imminent peril group may be used.
When an imminent peril transmission is sent on an existing group call, there should be no change to the ongoing security context for that group.  Media protection, floor control protection, and application signalling protection continue to use the existing keys and mechanisms that were in place prior to the imminent peril transmission.  However, the call may be downgraded to clear to ensure the emergency alert is setup by the MCX system.

When a designated imminent peril group is used and the user initiates an imminent peril transmission, the imminent peril group is established and a new security context set up shall be attempted (assuming the imminent peril group is not already active). If the security context setup is successful the imminent peril group call shall proceed with security, otherwise based on MCX operator policy the call may be downgraded to unencrypted.

For either existing or designated call types, a secured imminent peril group call uses group communication mechanisms where a GMK associated with the existing or imminent peril group is distributed to the affiliated members per clause 5.7.  The GMK is subsequently used to encrypt the media for on-network and off-network, unicast or multicast, imminent peril group communications.  The GMK shall be converted into the SRTP master key and master salt as described in clause 7.4.2 and the imminent peril group media shall be encrypted using the SRTP master key and master salt as defined in clause 7.5.1.

For either existing or designated call types, floor control signalling for an on-network and off-network secured imminent peril group communication shall be protected as described in clause 9.4.

For either existing or designated call types, when required by the MCX service provider, sensitive application signalling parameters (e.g. MCX Service User IDs and MCX Group IDs) shall be protected as described in clause 9.3.

[TS 33.180, clause 7.3.8]

An emergency alert is described in clause 10.6.2.6.3 of 23.379 [2] and consists of a group communication where at least one user has issued an emergency alert indication, elevating that user to an emergency state.  A transmission by a user while in the emergency state has elevated priority and may be sent within an existing group call or alternatively a separate designated emergency group. When an existing group call is used as the emergency group, there should be no change to the ongoing security context for that group.  Media protection, floor control protection, and application signalling protection continue to use the existing keys and mechanisms that were in place prior to the emergency alert. However, the call may be downgraded to clear to ensure the emergency alert is setup by the MCX system

When a designated emergency group is used and the user initiates an emergency alert and transmission, the assigned emergency group is established and a new security context set up is attempted (assuming the emergency group is not already active).  If the security context setup is successful, the imminent peril group call shall proceed with security, otherwise based on MCX operator policy the call may default to unencrypted.

For either existing or designated call types, a secured emergency alert issued emergency group call uses group communication mechanisms where a GMK associated with the emergency group is distributed to the affiliated members per clause 5.7.  The GMK is used to encrypt the media for on-network and off-network, unicast or multicast, emergency group communications.  The GMK shall be converted into the SRTP master key and master salt as described in clause 7.4.2 and the emergency group media shall be encrypted using the SRTP master key and master salt as defined in clause 7.5.1.

For either existing or designated call types, floor control signalling for an on-network and off-network secured emergency group communication shall be protected as described in clause 9.4.

For either existing or designated call types, when required by the MCX service provider, sensitive application signalling parameters (e.g. MCX Service User IDs and MCX Group IDs) shall be protected as described in clause 9.3.

…
6.1.1.2.3
Test description

6.1.1.2.3.1
Pre-test conditions

System Simulator:

-
SS (MCVideo server)

-
For the underlying "transport bearer" over which the SS and the UE will communicate Parameters are set to the default parameters for the basic E-UTRA Single cell network scenarios, as defined in TS 36.508 [24] clause 4.4. The simulated Cell 1 shall belong to PLMN1 (the PLMN specified for MCVideo operation in the MCVideo configuration document).

IUT:

-
UE (MCVideo client)

-
The test USIM set as defined in TS 36.579-1 [2], subclause 5.5.10 is inserted.

Preamble:

-
The UE has performed the Generic Test Procedure for MCVideo UE registration as specified in TS 36.579-1 [2], subclause 5.4.2.

-
The MCVideo User performs the Generic Test Procedure for MCVideo Authorization/Configuration and Key Generation as specified in TS 36.579-1 [2], subclause 5.3.2.

-
UE States at the end of the preamble

-
The UE is in E-UTRA Registered, Idle Mode state.

-
The MCVideo Client Application has been activated and User has registered-in as the MCVideo User with the Server as active user at the Client.

6.1.1.2.3.2
Test procedure sequence

Table 6.1.1.2.3.2-1: Main Behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	SS (MCVideo Server) initiates an on-demand pre-arranged group call with automatic commencement mode and implicit Reception Control.
	<--
	SIP INVITE
	1
	P

	-
	EXCEPTION: The E-UTRA/EPC actions which are related to the MCPTT call establishment are described in TS 36.579-1 [2], subclause 5.4.4 Generic Test Procedure for MCPTT CT communication in E-UTRA '. The test sequence below shows only the MCVideo relevant messages exchanged.
	-
	-
	-
	-

	2
	The UE (MCVideo Client) answers the call with a SIP 200 (OK).
	-->
	SIP 200 (OK)
	1
	P

	3
	The SS (MCVideo Server) responds to the SIP 200 (OK) with a Media Transmission Notification message
	<--
	Media Transmission Notification
	2
	P

	4
	The UE (MCVideo Client) sends a Receive Media request message.
	-->
	Receive Media Request
	2
	P

	5
	The SS responds with a Receive Media Response message
	<--
	Receive Media Response
	2
	P

	6
	SS upgrades the On-Demand Pre-arranged Group Call to MCVideo Emergency Group Call
	<--
	SIP re-INVITE
	3 
	P

	7
	The UE (MCVideo Client) responds to the SIP re-INVITE to upgrade to an Emergency state with a SIP 200 (OK).
	-->
	SIP 200 (OK)
	3
	P

	8
	The SS sends a Media Transmission Notification message to indicate that a media reception about the Emergency state upgrade has been initiated to a user.
	<--
	Media Transmission Notification
	4
	P

	9
	The UE (MCVideo Client) responds with a Receive Media Request.
	-->
	Receive Media Request
	4
	P

	10
	The SS responds with a Receive Media Response message
	<--
	Receive Media Response
	4
	P

	11
	SS sends a SIP re-INVITE message to cancel the Emergency state.
	<--
	SIP re-INVITE
	5
	P

	12
	The UE (MCVideo Client) responds to the Emergency state cancel with a SIP 200 (OK).
	-->
	SIP 200 (OK)
	5
	P

	13
	The SS sends a Media Transmission Notification message to indicate that a media reception cancelling the Emergency state has been initiated to a user.
	<--
	Media Transmission Notification
	4
	P

	14
	The UE (MCVideo Client) responds with a Receive Media Request
	-->
	Receive Media Request
	4
	P

	15
	The SS responds with a Receive Media Response message
	<--
	Receive Media Response
	4
	P

	16
	SS (MCVideo Server) upgrades the On-Demand Pre-arranged Group Call to MCVideo Imminent Peril Group Call
	<--
	SIP re-INVITE
	6
	P

	17
	The UE (MCVideo Client) responds to the SIP re-INVITE to upgrade to an Imminent Peril call with a SIP 200 (OK).
	-->
	SIP 200 (OK)
	6
	P

	18
	The SS (MCVideo Server) sends a Media Transmission Notification message to indicate that a media reception about the Imminent Peril state upgrade has been initiated to a user.
	<--
	Media Transmission Notification
	7
	P

	19
	The UE (MCVideo client) responds with a Receive Media Request.
	-->
	Receive Media Request
	7
	P

	20
	The SS responds with a Receive Media Response message
	<--
	Receive Media Response
	7
	P

	21
	SS (MCVideo Server) sends a SIP re-INVITE message to cancel the Imminent Peril state.
	<--
	SIP re-INVITE
	8
	P

	22
	The UE (MCVideo Client) responds to the Imminent Peril state cancel with a SIP 200 (OK).
	-->
	SIP 200 (OK)
	8
	P

	23
	The SS (MCVideo Server) sends a Media Transmission Notification message to indicate that a media reception cancelling the Imminent Peril state has been initiated to a user.
	<--
	Media Transmission Notification
	7
	P

	24
	The UE (MCVideo Client) responds with a Receive Media Request
	-->
	Receive Media Request
	7
	P

	25
	The SS responds with a Receive Media Response message
	<--
	Receive Media Response
	7
	P

	26
	The UE sends a Media Reception End Request when it wants to stop RTP packet media
	-->
	Media Reception End Request
	7
	P

	27
	The SS responds with a Media Reception End Response
	<--
	Media Reception End Response
	7
	P

	28
	The SS (MCVideo Server) sends a Transmission Idle message 
	<--
	Transmission Idle
	
	

	29
	The UE (MCVideo Client) sends a SIP BYE message to end the On-demand Pre-arranged Group Call
	-->
	SIP BYE
	9
	P

	30
	The SS (MCVideo Server) responds to the SIP BYE message with a SIP 200 (OK) message.
	<--
	SIP 200 (OK)
	9
	P

	-
	EXCEPTION: SS releases the E-UTRA connection.
	-
	-
	
	


6.1.1.2.3.3
Specific message contents
FFS
