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7.1.3.5.3
PDCP Data Recovery / Reconfiguration of Split DRB
8.2.3.8.1.1 
Test Purpose (TP)

(1)
with { UE in RRC_CONNECTED state with SCG activated with a Split DRB established using RLC-AM }

ensure that {

  when { network requests reconfiguration of the Split DRB (without handover) }

    then { UE reconfigures the Split DRB and performs retransmission of all the PDCP PDUs previously submitted to re-established AM RLC entity in ascending order of the associated COUNT values from the first PDCP PDU for which the successful delivery has not been confirmed by lower layers }

            }

8.2.3.8.1.2
Conformance requirements

References: The conformance requirements covered in the present TC are specified in: TS 38.323, clauses 5.2.1, 5.4.1 and 5.5; TS 38.331, clause 5.3.5.4.3. Unless otherwise stated these are Rel-15 requirements.
[TS 38.323, clause 5.1.2]

When upper layers request a PDCP entity re-establishment, the UE shall additionally perform once the procedures described in this section. After performing the procedures in this section, the UE shall follow the procedures in subclause 5.2.

When upper layers request a PDCP entity re-establishment, the transmitting PDCP entity shall:

-
for UM DRBs and AM DRBs, reset the header compression protocol for uplink and start with an IR state in U-mode (as defined in RFC 3095 [8] and RFC 4815 [9]) if drb-ContinueROHC is not configured in TS 38.331 [3];

-
for UM DRBs and SRBs, set TX_NEXT to the initial value;

-
for SRBs, discard all stored PDCP SDUs and PDCP PDUs;

-
apply the ciphering algorithm and key provided by upper layers during the PDCP entity re-establishment procedure;

-
apply the integrity protection algorithm and key provided by upper layers during the PDCP entity re-establishment procedure;
-
for UM DRBs, for each PDCP SDU already associated with a PDCP SN but for which a corresponding PDU has not previously been submitted to lower layers:

-
consider the PDCP SDUs as received from upper layer;

-
perform transmission of the PDCP SDUs in ascending order of the COUNT value associated to the PDCP SDU prior to the PDCP re-establishment without restarting the discardTimer;

-
for AM DRBs, from the first PDCP SDU for which the successful delivery of the corresponding PDCP Data PDU has not been confirmed by lower layers, perform retransmission or transmission of all the PDCP SDUs already associated with PDCP SNs in ascending order of the COUNT values associated to the PDCP SDU prior to the PDCP entity re-establishment as specified below:

-
perform header compression of the PDCP SDU as specified in the subclause 5.7.4;

-
perform integrity protection and ciphering of the PDCP SDU using the COUNT value associated with this PDCP SDU as specified in the subclause 5.9 and 5.8;

-
submit the resulting PDCP Data PDU to lower layer.

When upper layers request a PDCP entity re-establishment, the receiving PDCP entity shall:

-
process the PDCP Data PDUs that are received from lower layers due to the re-establishment of the lower layers, as specified in the subclause 5.2.2.1;

-
for SRBs, discard all stored PDCP SDUs and PDCP PDUs;
-
for SRBs and UM DRBs, if t-Reordering is running:

-
stop and reset t-Reordering;

-
for UM DRBs, deliver all stored PDCP SDUs to the upper layers in ascending order of associated COUNT values after performing header decompression;

-
for AM DRBs, perform header decompression for all stored PDCP SDUs if drb-ContinueROHC is not configured in TS 38.331 [3];

-
for UM DRBs and AM DRBs, reset the header compression protocol for downlink and start with NC state in U-mode (as defined in RFC 3095 [8] and RFC 4815 [9]) if drb-ContinueROHC is not configured in TS 38.331 [3];

-
for UM DRBs and SRBs, set RX_NEXT and RX_DELIV to the initial value;
-
apply the ciphering algorithm and key provided by upper layers during the PDCP entity re-establishment procedure;

-
apply the integrity protection algorithm and key provided by upper layers during the PDCP entity re-establishment procedure.

[TS 38.323, clause 5.4.1]

For AM DRBs configured by upper layers to send a PDCP status report in the uplink (statusReportRequired in TS 38.331 [3]), the receiving PDCP entity shall trigger a PDCP status report when:

-
upper layer requests a PDCP entity re-establishment;

-
upper layer requests a PDCP data recovery.

If a PDCP status report is triggered, the receiving PDCP entity shall:

-
compile a PDCP status report as indicated below by:

-
setting the FMC field to RX_DELIV;

-
if RX_DELIV < RX_NEXT:

-
allocating a Bitmap field of length in bits equal to the number of COUNTs from and not including the first missing PDCP SDU up to and including the last out-of-sequence PDCP SDUs, rounded up to the next multiple of 8, or up to and including a PDCP SDU for which the resulting PDCP Control PDU size is equal to 9000 bytes, whichever comes first;

-
setting in the bitmap field as '0' for all PDCP SDUs that have not been received, and optionally PDCP SDUs for which decompression have failed;

-
setting in the bitmap field as '1' for all PDCP SDUs that have been received;

-
submit the PDCP status report to lower layers as the first PDCP PDU for transmission.
[TS 38.323, clause 5.4.2]

For AM DRBs, when a PDCP status report is received in the downlink, the transmitting PDCP entity shall:

-
consider for each PDCP SDU, if any, with the bit in the bitmap set to '1', or with the associated COUNT value less than the value of FMC field as successfully delivered, and discard the PDCP SDU as specified in the subclause 5.3.
[TS 38.323, clause 5.5]
For AM DRBs, when upper layers request a PDCP data recovery for a radio bearer, the transmitting PDCP entity shall:

-
perform retransmission of all the PDCP Data PDUs previously submitted to re-established or released AM RLC entity in ascending order of the associated COUNT values for which the successful delivery has not been confirmed by lower layers.

After performing the above procedures, the transmitting PDCP entity shall follow the procedures in subclause 5.2.1.

7.1.3.5.3.3
Test description

7.1.3.5.3.3.1
Pre-test conditions

Same Pre-test conditions as in clause 7.1.3.0 except that SCG DRB is configured in RLC AM mode. 

7.1.3.5.3.3.2
Test procedure sequence

Table 7.1.3.5.3.3.2-1: Main behaviour
	St
	Procedure
	Message Sequence
	TP
	Verdict

	
	
	U - S
	Message
	
	

	1
	The SS creates 3 PDCP Data PDUs and the Next_PDCP_TX_SN is set to "0".
	-
	-
	-
	-

	-
	EXCEPTION: Steps 2 and 3 shall be repeated for k=0 to 2 (increment=1).
	-
	-
	-
	-

	2
	The SS sends the PDCP Data PDU #k on SCG DRB on NR Cell 1 (PSCell):

D/C field = 1 (PDCP Data PDU) and PDCP SN = k.

After having sent a PDU, the SS sets Next_PDCP_TX_SN= k+1.
	<--
	PDCP PDU DATA #k
	-
	-

	3
	The UE sends the PDCP Data PDU #k on the AM RLC entity configured for SCG on NR Cell 1 (PSCell):

D/C field = 1 (PDCP Data PDU) and PDCP SN = k.

Data is previously received data from PDU #k.

(Note 1)
	-->
	PDCP PDU DATA #k
	-
	-

	4
	The SS transmits a  RRCConnectionReconfiguration  message containing NR RRCReconfiguration.

	<--
	RRCConnectionReconfiguration (RRCReconfiguration)
	-
	-

	5
	The UE transmits a RRCConnectionReconfigurationComplete message containing NR RRCReconfigurationComplete.

	-->
	RRCConnectionReconfigurationComplete (RRCReconfigurationComplete)
	-
	-

	6
	The SS assigns UL grant during the Random Access procedure on NR Cell 1 to allow the UE to send only PDCP status report.
	-
	-
	-
	-

	7
	Check: Does the UE send PDCP Control PDUs via RLC-AM RB with the following content to the SS: 

D/C field = 0 (PDCP control PDU) and PDU Type =000, FMC field = 3?
	-->
	PDCP STATUS REPORT
	-
	-

	-
	EXCEPTION: Step 8 shall be repeated for k=0 to 2 (increment=1).
	-
	-
	-
	-

	8
	Check: Does the UE send the PDCP Data PDU #k via on the AM RLC entity configured for SCG on NR Cell 1 (PSCell):

D/C field = 1 (PDCP Data PDU) and PDCP SN = k.

Data is previously received data from PDU #k ?
	-->
	PDCP DATA PDU #k
	1
	P

	Note 1:
SS does not send the RLC ACK for this data.


7.1.3.5.3.3.3
Specific message contents

Table 7.1.3.5.3.3.3-1: RRCReconfiguration (Step 4, Table 7.1.3.5.3.3.2-1)
	Derivation Path: 38.508-1 [7], Table 4.6.1-3, condition EN-DC


Table 7.1.3.5.3.3.3-2: RadioBearerConfig (Step 4, Table 7.1.3.5.3.3.2-1)
	Derivation Path: TS 38.508-1 [7], Table 4.6.1-n condition EN-DC

	Information Element
	Value/remark
	Comment
	Condition

	RadioBearerConfig ::= SEQUENCE {
	
	
	

	  srb3-ToRelease
	Not present
	
	

	  drb-ToAddModList
	Not present
	
	

	  drb-ToAddModList  SEQUENCE (SIZE (1..maxDRB)) OF SEQUENCE {
	1 entry
	
	EN-DC

	    cnAssociation CHOICE {
	
	
	

	      eps-BearerIdentity
	6
	
	

	      sdap-Config
	Not present
	
	

	    }
	
	
	

	    drb-Identity
	2
	
	

	    reestablishPDCP
	Not present
	
	

	    recoverPDCP
	true
	
	

	    pdcp-Config
	PDCP-Config
	
	

	  }
	
	
	

	  drb-ToReleaseList
	Not present
	
	

	  securityConfig SEQUENCE {
	
	
	

	    securityAlgorithmConfig
	SecurityAlgorithmConfig
	
	

	    keyToUse
	s-KgNB
	
	

	  }
	
	
	

	}
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